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The Myth of Police Officer Privacy

STEVE ZANSBERG AND DANA GREEN

“Upon careful review, we have determined that disclosure of the files you have requested -- the police department’s internal affairs investigation into former officer Smith’s conduct (which resulted in his placement on administrative leave, prior to his resignation) -- would constitute an unwarranted invasion of officer Smith’s privacy. Accordingly, we hereby deny your request to inspect those records.”

The statement above is not the denial of an actual request to inspect a police internal affairs file. Nevertheless, it will be familiar to many of you as the type of denial that police departments, across the land, issue with regularity.1 “Officer privacy” has also been cited as a potential basis for withholding footage shot on police body-worn cameras.2 This purported “officer’s right to privacy” has even been invoked as the basis for preventing ordinary citizens and journalists from photographing or videotaping an officer in discharging his or her official duties.3

While some states have explicit statutory provisions mandating the public availability of completed police internal investigation files,4 several states either categorically close all such records to the public,5 or they allow records custodians varying degrees of discretion.6 And, as the hypothetical denial above demonstrates, police chiefs and sheriffs regularly (though not uniformly) cite officers “right to privacy” as their reason for withholding police internal investigation files, even when those records reflect the officer’s official conduct performed on a public street, sidewalk, or park.

So, is there any legitimacy to this claim? Unfortunately, the argument has had some traction, with some courts giving deference to police departments’ (and police unions’) assertions of “officer privacy.” This article argues that those “outlier” decisions are erroneous as a matter of law. This article examines the claim of “officer privacy” as it has been raised in a variety of related contexts: state and federal open records laws, officers’ claims of civil rights violations following the uncon- sented-to governmental release of such information, and common-law invasion of privacy claims. Although these are distinct areas of law, each with its own doctrinal foundations, we believe that a fair and objective review of the case law leads to one inescapable conclusion: law enforcement officers do NOT have a reasonable expectation of privacy with respect to records memorializing or discussing their official conduct, while on duty. Thus, it is time to lay “the myth of police officer privacy” to rest, once and for all.

STATE AND FEDERAL FOI LAWS

State and federal freedom of information (“FOI”) laws routinely contain exemptions from the right of public access for records where disclosure would constitute an “unwarranted invasion of personal privacy” (or words to that effect).7 Often, these are general exemptions, not restricted to police or public employee records, that apply to any records containing “personal” (Continued on page 5)
FROM THE CHAIR

What Really Is Important [To The ABA] Right Now?

The current crisis within the ABA

L ast November, the ABA began formulating a plan to decrease its general options budget for fiscal year 2017-18 by $10 million, or by a little more than 10%. The austerity measures were prompted by declining annual revenues, which had required the association to dip into its investments.

The ABA’s financial advisor cautioned that the ABA’s reliance on its investment portfolio for general operations funding resulted in a decline in the portfolio’s value of more than 11.5% during the preceding 30 months. If the ABA continued using its investment portfolio at the same rate to support general operations, the ABA would deplete its investment portfolio.

Although the ABA will implement a full complement of measures over several years, the components where lawyers volunteer their time – the ABA’s sections, divisions and forums, like our Forum on Communications Law -- will begin feeling their impact in the upcoming fiscal year. The result will be even less ABA financial and administrative support for the ABA entities.

Was it necessary for the ABA to adopt belt-tightening measures? Definitely. Will it hurt all of us? For sure.

To be fair, ABA leadership has been transparent in its discussions about which measures will best achieve its goals of reducing spending with the least impact on ABA entities. Those participating in the development of the plan have already spent numerous hours and sought input from every ABA entity. For example, our Budget Chair Jim Borelli submitted this Forum’s objection to a proposal to centralize all ABA travel and meetings functions in one office. We feel that given our
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Forum’s unique needs, and for the continuity of the excellent programs we have run for decades, the Forum is better served by having a dedicated staff person helping with those arrangements. Other ABA entities also objected, and the ABA withdrew the proposal.

But with all the energy ABA staff and leadership have devoted to cost-cutting, it seems that far less time has been devoted to discussing the leading cause of the ABA’s declining revenues: the ABA’s declining dues-paying membership base. That decline has hit our Forum, hard. (In fact, the Forum’s membership committee has initiated several campaigns to reenlist former members and to attract new ones).

However, even our best efforts cannot counter what may be a contributing factor in the ABA’s membership drop-off. In recent years, the ABA has seemed, at times, to be disconnected from its members.

An example of the seeming disconnect between the ABA’s leadership and its members recently occurred with the May 9, 2017 announcement of the creation of the ABA Board of Governors’ Communications Task Force, whose mission was to review the ABA’s “editorial policies and practices” for the publications of all ABA entities. The Task Force actually had been created in January 2017 by ABA President Linda Klein, according to the announcement, in response to the ABA’s disagreement with this Forum last fall over an article slated to be published in the fall 2016 edition of this Forum’s newsletter, Communications Lawyer (“CL”).

The Task Force’s May 9th memo described its genesis as follows: https://www.americanbar.org/content/dam/aba/administrative/communications_law/communications-tf-memo-to-aba-entities-5-9-17.pdf

“the primary spark for the Task Force review was an incident in the fall of 2016 when many national news organizations – including the New York Times and USA Today – reported that the ABA had decided not to publish (“was censoring”) a report prepared by an ABA publishing entity. In the end, the report was published, but many expressed concern about the incident as well as the public perception of the Association generated by the related media reports. The Task Force was formed to consider these concerns and to assess whether any changes to the Association’s editorial policies and practices were appropriate.”

Despite this Forum’s role as the impetus for the Task Force, neither the Forum’s leadership nor the CL editors were advised of the formation or the work of the Task Force; nor were we invited to participate. Immediately upon receiving the May 9th memorandum, the Forum reached out to the ABA to ask why no one had advised the Forum or the CL editors of the Task Force and why the Forum’s leadership had not been invited to participate. Th
response was that the ABA did not want the “protagonists” from the fall’s dispute to participate.

After a five-month review of the ABA's current editorial policy, the May 9th memo set forth the Task Force’s recommendation for a revision (or overhauling, depending on your view) of the editorial policy.

The May 9th memo also asked all ABA entities to review the proposed editorial policy and to submit comments within 10 days so that a final recommendation could be presented at the then-upcoming ABA Board of Governors meeting.

That hardly allowed us enough time to catch up on the Task Force’s closed-door discussion that led to the proposal. Nor did we have sufficient time to reflect with our members on the debate between our Forum and ABA staff that had brought the ABA to this point.

The ABA's dispute with the Communications Lawyer and the Forum

For those who were not following along at the time: CL editors advised ABA staff in September 2016 that it wanted to publish the fall edition of its newsletter in mid-October because the edition would include a couple of timely articles relevant to the upcoming election and our ABA staff agreed to support that goal. Although the edition was ready for publication on October 11, 2016, two days later, ABA staff informed the Forum that CL could not publish a proposed article – submitted by longtime Forum participant Susan Seager – that labeled then-candidate Donald Trump a “Libel Bully” and a “Libel Loser” to describe his practice of filing meritless suits to silence his critics; suits he almost always lost. And, obviously, it was well within Seager’s First Amendment right to express her opinion.

The ABA wanted the article revised to blunt Seager’s language. After several days of quickly called conference calls and a flurry of back and forth emails, the ABA's rationale for its unacceptable position boiled down to: (1) concern that Trump might sue the ABA; (2) the ABA's tax-exempt status might be jeopardized because the article could be perceived as a “partisan” attack on Trump; and (3) the article may constitute electioneering in violation of federal regulations.

The Forum’s leadership pleaded, then demanded, that the ABA respect our autonomy and the First Amendment, and not cow to the political winds of the moment. After six days of silence, the ABA responded again asking the Forum to make the ABA's proposed, substantive edits. The ABA wanted to strike what it called “ad hominem” Trump attacks and the “tone” of the article. The ABA leadership said publishing the article would “hurt [its] credibility with members” because of the perception that the ABA was aligning with one political party against the other. The email did not give the Forum the option of publishing the article without the ABA-proffered edits.

During the Forum’s back and forth with ABA staff, the Media Law Resource Center, a trade association of law firms and media companies, published Seager’s article. Meanwhile, the Forum continued to withhold the publication of CL’s fall edition.

On October 25, 2016, The New York Times (“NYT”) reported on the Forum’s disagreement with the ABA, quoting from an ABA spokesperson who said (falsely) that the association “had only minor and routine objections to the article’s tone.” The NYT’s article also quoted several members of the CL’s editorial board, all of whom are former chairs of this Forum. They unanimously assailed the ABA’s censorship and defended the article’s publication, without the requested edits, as a well-reasoned, scholarly study that was not legally actionable. Thereafter, a host of media outlets, including The Daily Show with Trevor Noah, Los Angeles Times and Vox, also reported on the dispute.

Rather than directly speaking with or even contacting the Forum’s leadership or CL editors, the ABA issued a press release three days after the publication of the NYT’s article (again, falsely) stating that the ABA had never prohibited the Forum from publishing the Trump article and that the proposed edits were merely suggestions. The ABA even requested a retraction from the NYT.

After all of its huffing and puffing, and after the national media resoundingly rebuked the attempted censorship, the ABA relented. On November 3, 2016, the CL fall edition -- with the Trump article included, in its original form -- was published.

Notwithstanding the ABA’s handling of the disagreement, the Forum reached out to ABA leadership following the publication of the CL’s fall edition to discuss mending the rift and moving forward together to accomplish shared goals. The ABA’s Deputy Executive Director agreed to attend the upcoming meeting of the Forum’s leadership, the Governing Committee.

In the wake of this dismal dispute, the ABA’s Deputy Director accepted our invitation and, on November 11, 2016, attended our Governing Committee meeting in Manhattan. He listened as the Forum’s leaders detailed their disappointment and frustration with the ABA's handling of the dispute and the ABA's failure to defend the Forum’s First Amendment right to publish the article. Forum leaders also urged the ABA to improve its communications with the Forum’s leadership. The minutes of that meeting reflect his apology for the ABA’s handling of the dispute and the promise that the ABA would learn from this experience and improve the way it handles similar situations in the future.

The Current Debacle

It is therefore regrettable that, a mere two months after the ABA-Forum détente, ABA President Linda Klein would create the Task Force to assess the ABA’s editorial policy, but would not invite anyone from the Forum’s leadership or CL editors to participate. Moreover, this Forum’s leadership is comprised of media attorneys who represent national media outlets and a vast array of publishers. We are uniquely qualified to assist with the Task Force’s mission. The ABA’s action left some Forum members feeling alienated from the ABA umbrella.

What is interesting about the May 9th memorandum announcing the Task Force is what it says about the Task Force’s mission. The mission was...
not to assess the “particulars of that incident” in the fall of 2016; nor was it to determine whether the Trump article was good or bad; nor even to decide whether “the actions of those involved were “right” or “wrong”.” Instead, the Task Force focused on the ABA’s and its entities’ “shared interest and responsibility to protect the public perception of the ABA’s reputation and brand” (emphasis added).

With its mission outlined in this way, the Task Force began its review of the ABA’s current editorial policy, which had not been fully reviewed since sometime in the 1980s. The Task Force determined that all of the ABA editorial policies recognized two key principles: “(1) the importance of the public image of the ABA that is shaped by its entity publications and (2) the importance of entity control of their publications and editorial content.”

To incorporate those principles, the Task Force’s proposed ABA editorial policy began with an overarching statement https://www.americanbar.org/content/dam/aba/administrative/communications_law/exhibit-b-aba-proposed-editorial-policy-5-9-17-draft.pdf that, if publishing entities comply with the requirements set forth in the ABA editorial policy, then they will have the “authority and the responsibility to decide whether and in what circumstances to publish the content that expresses unpopular opinions or encourages controversy.”

The proposed editorial policy specifically mandates that every ABA entity adopt its own editorial policy, whereas the Task Force describes the proposed ABA editorial policy as “presenting entities with a more organized “checklist” of points that should be considered in drafting an individual entity’s editorial policy.” ABA Board of Governors Communications Task Force May 30, 2017 Recommendation for Approval of Revised ABA Editorial Policy. To assist entities in adopting their own policy, the Task Force also urged the ABA to appoint its Standing Committee On Publishing Oversight (“SCOPO”) to draft a “template” editorial policy for ABA entities without a policy to use.

Who will decide whether an entity is in compliance with the requirements set out in the ABA’s proposed editorial policy? Will it be SCOPO? If an entity believes it is in compliance with the editorial policy and SCOPO disagrees, what is the process for discussing and ultimately resolving the conflict? These questions are left unanswered.

In other words, the proposed policy leaves each ABA entity to decide whether to publish what could be deemed controversial content.

But wait! Does that sound exactly like the situation the Forum faced last fall? It is. And, if ABA leadership disagrees with an entity’s decision about specific content, the entity once again will be left to the whims of the then-current ABA leadership. Which ABA leaders ultimately will make the decision? Is there an appeals process? Given what happened last fall, the ABA should have asked the Task Force to deliver a proposal for a process for the resolution of such ABA entity-ABA disagreements over controversial content, with suggestions about who should participate in that process. (This conclusion is not intended to denigrate the work actually performed by Task Force.)

If the ABA’s decision truly is to refrain from interfering with an entity’s publication of content to which some within the ABA’s leadership may object, then why was the Forum singled out in the announcement of the Task Forum? Because of the importance of an editorial policy, the Forum reviewed the Task Force’s proposed revisions, notwithstanding its concerns, and submitted its comments within the ten-day window. https://www.americanbar.org/content/dam/aba/administrative/communications_law/communications-task-force-response-final.pdf

The Forum’s comments criticized the ABA for affording practicing attorneys only 10 days for review and consensus-building to review what took the Task Force itself five months to accomplish. The comments also called the ABA to task for excluding the Forum’s leadership from participating in the Task Force’s work.

In any event, the Forum’s comments focused on its substantive concerns. While the requirements set forth in the proposed editorial policy generally are appropriate, the Forum criticized the inclusion of several vague requirements. Each publishing entity must ensure that proposed publications “comply with ABA standards of civility (see ABA Resolution 108(1) and (2), August 2011);” (ii) “not engage in partisan political advocacy and not advocate for or against any political candidate or party;” and (iii) not defame or violate the law.

There requirements do not give clear guidance of what constitutes “civility,” or “partisan political advocacy,” even after reviewing the ABA Resolutions. And what does the ABA mean by “defame” – is that simply a proxy for unflattering but truthful information? Or does the ABA truly believe it needs a policy warning lawyers against committing torts like defamation?

On June 10, 2017, the Board of Governors adopted the revised editorial policy and accepted the Task Force’s recommendations, including that every ABA publishing entity adopt its own editorial policy and submit it to SCOPO by June 2018. Following the Board’s actions, the Task Force contacted the Forum to advise that the Forum’s comments, along with the comments of seven other entities, were reviewed and discussed extensively. However, the Task Force did not recommend any substantive revisions to its version of the proposed editorial policy as a result of any of the comments submitted. The Task Force also invited the Forum to have a representative participate in SCOPO’s development of a template for an editorial policy for entities without one.

So in the end, the ABA censored us, mischaracterized its actions in the press, shut us out of a high-level discussion that was prompted by our publication, gave us virtually no time to react to its policy pronouncement, and declined to incorporate any of our input.

The ABA wants, and desperately needs, to encourage ongoing participation by its members, recruitment of new members, and renewed engagement from former members.

Ignoring vibrant components such
as our Forum is not going to help the ABA restore itself to fiscal viability or to relevancy in the bar.

The Myth of Police Officer Privacy

Continued from page 1

information. Nevertheless, in numerous states, general exemptions for “personal privacy” have been cited by police departments, attorneys general, and some courts as the basis for withholding records detailing police officers’ official on-duty conduct. 8

A minority of states’ public records statutes expressly exempt from public access certain records of police conduct. 9 Courts in more than a dozen states have deemed records of police conduct to be exempt from public records on these—and other—statutory bases. 10 Those decisions, however, are beyond the scope of this article, which is only concerned with the use of generalized privacy exemptions to justify withholding (which the legislatures in those states have already apparently considered in enacting those blanket exemptions).

Using personal privacy exemptions as a basis for denying public access to records of police officers’ on-duty conduct badly misconstrues the concept of “personal privacy.” First, as set out in the FOI laws, or as interpreted by the courts, FOI exceptions almost always are to be narrowly construed to maximize public access to information. 11 Expanding the “personal privacy” exemptions to withhold information about public servants’ on-duty, official activities risks undermining the very purpose of FOI laws: to enable the public to monitor the conduct of official government business.

Second, as discussed below, “personal privacy” has been restricted, in a variety of legal contexts, only to information about individuals (not corporations, associations, or governmental units) that are of a highly personal and “sensitive” nature—such as HIV status, medical or psychological information, or other similar types of information that society recognizes as being subject to an objectively reasonable “expectation of privacy.” While compensation and job performance information is considered “private” in the private sector employment context, it is generally accepted that public employees, and especially public officials, must reasonably expect that these data points are not entitled to hidden from public scrutiny. 12 As the Louisiana Court of Appeals held in a well-reasoned decision regarding access to police Internal Affairs Department (“IAD”) files under its state freedom of information law, “[a]lthough police officers may have a legitimate privacy interest in certain narrowly circumscribed portions of files concerning their off-duty, private conduct, they do not enjoy a reasonable expectation of privacy with respect to records concerning only how they discharge their official duties.” 13

Similarly, Maryland’s intermediate appellate court held that IAD files concerning allegations of racial profiling against state troopers, “do not involve private matters concerning intimate details of the troop’s private life. Instead, such complaints involve events occurring while the trooper is on duty and engaged in public service. As such, the files at issue concern public actions by agents of the State concerning affairs of government, which are exactly the types of material the [Maryland FOI] Act was designed to allow the public to see.” 14

Third, although FOI officers and courts are sensitive to the privacy interests of law enforcement, outside of that specific context, courts have been skeptical of the argument that government employees’ personal privacy is a legitimate basis for withholding government records of public-facing official activity. 15 We believe the better position is that articulated by, for example, the Kentucky Attorney General, that police officers are to be treated like any other public employee:

A public employee’s name, position, work station, and salary are subject to public inspection, as well as portions of the employee’s resume reflecting relevant prior work experience, educational qualifications, and information regarding the employee’s ability to discharge the responsibilities of public employment. In addition, reprimands to employees regarding job-related misconduct, and disciplinary records generally, have traditionally been treated as open records. . . . Conversely, this office has affirmed agency denial of access to a public employee’s home address, social security number, medical records, and marital status on the grounds that disclosure would constitute a clearly unwarranted invasion of personal privacy. Such matters are unrelated to the performance of public employment. 16

Police personnel records, internal affairs records, or other records of on-duty conduct may differ from other public employees because those records reveal information about law enforcement techniques, confidential informants, national security, or other sensitive law enforcement matters. But other exemptions authorize the withholding of such information, and redaction is the appropriate response, rather than categorical withholding. 17 There is no sound basis for treating law enforcement differently from other public servants when it comes to FOI laws and records of official acts, on duty, especially where they occur in public.

CIVIL RIGHTS CLAIMS BY POLICE OFFICERS

Origins of the Constitutional Right to Informational Privacy

The second context in which “officer privacy” has been raised is where a government agency releases records containing information about police officers’ official activities, without the consent of the subject officers. In those circumstances, officers sometimes bring claims against the agency, asserting the unauthorized disclosure violated their constitutional right to privacy. 18 That right arises from two separate sources in our nation’s Constitution.

Of course, the word “privacy” does not appear in the U.S. Constitution. Even the Fourth Amendment, which protects persons from unreasonable search and seizure of places, papers, persons, or effects by the government, does not itself include the “private”
ties whose privacy “society is prepared also to consider them “private;” they must be entitled to the protections against papers or effects, it is not sufficient for be objectively reasonable. Thus, to be entitled to the protections against unwarranted interceptions of communications or the search of one’s person, papers or effects, it is not sufficient for the subject of the intrusion subjectively to consider them “private;” they must also be the type of materials or activities whose privacy “society is prepared to recognize as reasonable.”

As the Supreme Court has held, the Fourth Amendment “does not protect all subjective expectations of privacy, but only those that society recognizes as legitimate.”

This objective component of the “reasonable expectation of privacy” varies by context, and necessarily incorporates societal norms and mores balanced against other countervailing public interests. Thus, under the “open fields” doctrine, there is no reasonable expectation of privacy in one’s real property that is readily visible to the public, and under the “plain view” doctrine, this exception extends to matters that are within the view of a government agent who is lawfully present in a particular “private” location. As demonstrated below, these concepts—rooted in the “search and seizure” context—have been transmuted into the related context of government disclosure of information about individuals.

The second “source” of the constitutional “right of privacy” comes not from any specific textual provision of the Constitution, but has been judicially found to arise under the “penumbra” of other rights protected in the Bill of Rights. One aspect of this “right to privacy” is what has been deemed “informational privacy” – the right to control when the government may publicly release private information about private individuals. The Supreme Court first recognized this related area of privacy rights in Whalen v. Roe, in which recipients of government benefits raised concerns about the gathering of private and personal information by the government, in part, because such information might later be publicly disclosed without the citizen’s consent. As the Court put it:

The collection of taxes, the distribution of welfare and social security benefits, the supervision of public health, the direction of our Armed Forces, and the enforcement of the criminal laws all require the orderly preservation of great quantities of information, much of which is personal in character and potentially embarrassing or harmful if disclosed. The right to collect and use such data for public purposes is typically accompanied by a concomitant statutory or regulatory duty to avoid unwarranted disclosures. . . . [I]n some circumstances that duty arguably has its roots in the Constitution . . . .

Nevertheless, the Court found that the government’s precautions against inadvertent disclosure of “personal and private” information were sufficient; the gathering of highly personal information by government authorities did not violate recipients’ right of privacy.

The Supreme Court extended the “right of informational privacy” to public officials in Nixon v. Administrator of General Services, which involved President Nixon’s claim that his own “personal privacy” prevented government disclosure, without his consent, of audio recordings he had made of his conversations in the Oval Office (“the Nixon tapes”). The Court acknowledged that public officials are not wholly without constitutionally protected privacy rights in matters of personal life unrelated to any acts done by them in their public capacity. For example, the Court observed that “matters concerned with family or personal finances” or “private communications between [the President] and, among others, his wife, his daughters, his physician, lawyer, and clergyman” might be legitimately deemed “private” and precluded from public disclosure. This was also the reason given by former Secretary of State Hillary Clinton for withholding many of her email messages that, she asserted, concerned purely private matters, such as planning her daughter’s wedding.

The Court drew a bright line between the actions of public officials that are entitled to a “reasonable expectation of privacy” and those that are not. The “overwhelming bulk” of the 42 million pages of documents and the 880 tape recordings at issue in Nixon pertained to “the official conduct of [Nixon’s] Presidency” and not to private communications or matters. Therefore, the Court concluded “only a minute portion of the materials implicates appellant’s privacy interests,” precisely because “of his lack of any expectation of privacy in the overwhelming majority of the materials” – those that reflected on his official conduct.

Application of “Informational Privacy” to Police Officers’ Records

Based on these Fourth Amendment principles, and the standards established in Nixon, state and federal courts have held that police officers do not have a cognizable privacy interest in records concerning their conduct while on duty—and cannot bring civil claims to prevent disclosure—so long as the records do not contain “highly personal,” “intimate,” or “sensitive” information. For example, in addition to the information identified in Nixon, courts have recognized that the names of police officers’ family members, their home addresses, officers’ personal employment references, and details of employment prior to entering law enforcement could constitute “private” information —so long as it is irrelevant to official conduct (or misconduct). Not only are police officers’ interactions with members of the public often conducted “in plain view,” on public streets, sidewalks and other public thoroughfares (rendering such interactions, by definition, not “private”), they involve the exercise of official police functions. As demonstrated below, time and again, courts throughout the coun-
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try have recognized that such activities by sworn peace officers involve inherently “public” functions, the contents of which – whether recorded by video, photography, or discussed in the police department’s own investigative files concerning that official conduct – do not involve the officers’ “highly personal and sensitive” affairs, and thus are not within the officers’ sphere of “personal privacy.”

STATE COMMON LAW CLAIMS FOR INVASION OF PRIVACY

In drawing the parameters of the public official’s “reasonable expectation of privacy” in the disclosure of information maintained by the government, courts have also appropriately looked to the related field of “invasion of privacy” committed by private actors. Although the precise contours vary, all states recognize at least two distinct, but closely related, civil causes of action for “invasion of privacy” committed by private actors’ unjustifiable violation of another’s “sphere of personal privacy.”

Two Related Causes of Action for “Invasion of Privacy”

The first of these civil tort claims, known as “intrusion upon solitude or seclusion,” occurs when one intrudes, without the plaintiff’s consent, into an area enshrouded by a “reasonable expectation of privacy.” The paradigmatic examples of such places are one’s bedroom, hospital room, bathroom, or other similar inherently “private” location. But the tort also has been extended to unconsented to access to records containing highly personal and private information, including personal diaries, medical records, and psychological or psychiatric records. The tort is committed upon the “intrusion” into such highly personal and private sphere, without consent or justification, and does not require (or compensate for) damages resulting from further disclosure or publicity given to the private information improperly accessed.

The second independent “invasion of privacy” tort recognized in common law is identified as “unreasonable publicity given to private facts,” which provides monetary compensation for another’s widespread disclosure of truthful information about an individual that is “private,” “personal,” and the disclosure of which is deemed “highly offensive to a reasonable person.”

These two independent “invasion of privacy” torts share a common requirement: the “sphere of privacy” intruded upon, or the information that was given widespread publicity, must — like the “sphere of personal privacy” protected by the Fourth Amendment against government intrusion, and by the Due Process Clauses against governmental disclosure—be both subjectively and objectively “reasonable.”

Both of these tort claims are therefore subject to two well-recognized exceptions that should also properly apply to records documenting police officers’ official conduct: (1) activities occurring in “public” places are not entitled to a reasonable expectation of privacy; and (2) the conduct of public officials, in discharging their official duties (even in “private” places), is not entitled to an objectively “reasonable expectation of privacy.”

No Privacy on a Public Street, Sidewalk, Park, Etc.

In contrast to European and other foreign jurisdictions’ jurisprudence, in America, it is firmly established that individuals (whether they be royalty, celebrities, or private individuals) do not have a reasonable expectation of privacy with respect to their conduct in a public place. Thus, the Restatement (Second) of Torts states that there is no privacy violation when an individual is photographed, without her consent, in public:

The defendant is subject to liability . . . only when he has intruded into a private place, or has otherwise invaded a private seclusion that the plaintiff has thrown about his person or affairs. Thus, there is no liability . . . for observing him or even taking his photograph while he is walking on the public highway, since he is not then in seclusion and his appearance is public and open to the public eye.

Under this rule of law, a “public place” includes not only streets, parks, or other publicly-controlled locations, but also businesses and other private properties that are generally open to the public.

As the Supreme Court of Washington put it, “[o]n the public street or in any other public place, the plaintiff has no legal right to be alone; and it is no invasion of his privacy to do no more than follow him about and watch him there.” The court went on to explain that because an individual in public has no expectation of privacy, there also is no right to privacy in a recording or “full written description[] of a public sight which anyone would be free to see.”

These principles have been applied specifically to police officers in the context of citizens photographing and recording police officers in public. A police officer, like any other citizen, has no common law right to privacy from members of the public recording those activities or writing accounts of what they have observed. For example, in Glick v. Cuniff, the First Circuit affirmed that private citizens have the right to record video and audio of public officials performing their official duties in a public place. Similarly, in Johnson v. Hawe, the Ninth Circuit held there was no expectation of privacy where a police officer was videotaped sitting in an open vehicle, talking on a cellphone where members of the public could hear him.

The logic of those decisions applies with equal force to records documenting, memorializing, or discussing police officer’s conduct in a public place. Police conduct—and even more so alleged misconduct—often involves police activities in public places or, to the extent that it occurs on private property or inside a police station, within “plain view” of members of the public. It would defy logic for the recordings that were made in Glick or Johnson to be deemed “private” simply because they were created by the police, or were filed by citizens as part of a complaint against the officers, or because they became relevant to an internal affairs investigation. Where there is no privacy in the underlying conduct itself, there cannot be a privacy interest in recordings of that same conduct.

No Expectation of Privacy in A Public
Official’s Discharge of His or Her Official Duties

With respect to the “publicity given to private information” tort, the courts have limited the scope of protected information to material of a “highly personal and sensitive” nature about individuals (such that it’s public disclosure “would be offensive and objectionable to a reasonable person.”) Information and materials that have been found to meet this standard include, for example, a person’s HIV status, or psychiatric or psychological treatment records.

In contrast, numerous courts have held that information contained in records regarding police officers’ performance of their official duties is not the type of “highly personal and sensitive” material that is appropriately deemed “private”. For example, the Tenth Circuit repeatedly has held that “police internal investigation files [are] not protected by the right to privacy when the ‘documents related simply to the officers’ work as police officers.”

The Washington State Supreme Court similarly reasoned that:

In contrast to the types of information listed in the Restatement’s comment [b], the information contained in the police investigatory reports does not involve private matters, but does involve events which occurred in the course of public service. Instances of misconduct of a police officer while on the job are not private, intimate, personal details of the officer’s life. They are matters with which the public has a right to concern itself.

Similarly, West Virginia’s Supreme Court has held that disclosure of “conduct by a state police officer while the officer is on the job in his or her official capacity as a law enforcement officer and performing such duties, including but not limited to, patrolling, conducting arrests and searches, and investigating crimes” is not an invasion of that officer’s right to privacy. Numerous other courts, in a variety of jurisdictions, have reached the same conclusion.

While police officers occupy a special role in our society, making the public’s interest in their discharge of official duties perhaps more compelling than is true of other public servants, this rule is by no means unique to law enforcement. Courts across the country have found that public officials, in a variety of settings, can claim no “legitimate” or “reasonable” expectation of privacy with respect to records that memorialize or evaluate their performance of official governmental duties. For example, the Alaska Supreme Court ordered disclosure of performance evaluations of the head of the Anchorage public libraries, rejecting the claim that the official had a privacy interest in the information. The court emphasized that there is a presumption that “public officials are properly subject to public scrutiny in the performance of their duties.” Further, “the performance evaluation did not in any way deal with the personal, intimate, or otherwise private life of [the official].”

Courts in a variety of jurisdictions have reached similar conclusions regarding records reflecting public officials’ job performance.

Applying this same rationale, several states courts have held it is not an invasion of privacy to disclose the performance evaluations of public school teachers. In New York in 2010, for example, a teachers’ union petitioned to keep the Department of Education from publicly releasing individual “Teacher Data Reports.” The court concluded that releasing the reports “would not be an ‘unwarranted’ invasion of privacy since the data at issue relates to the teachers’ work and performance and is intimately related to their employment with a city agency and does not relate to their personal lives.”

The court emphasized that “Courts have repeatedly held that release of job-performance related information, even negative information such as that involving misconduct, does not constitute an unwarranted invasion of privacy.” This was in contrast to “releasing personal information such as birth dates and personal contact information such as email addresses of state employees,” which could constitute an unwarranted invasion of personal privacy.

To the extent that police IAD records do contain discreet pieces of truly “highly personal and sensitive” information (e.g., home address, phone number, or social security numbers, the identities of undercover agents or confidential informants), redaction of such information is the appropriate remedy, not categorical withholding of police records. As the Colorado Supreme Court said, in a case involving the IAD file of a deputy sheriff:

By providing the custodian of records with the power to redact names, addresses, social security numbers, and other personal information, disclosure of which may be outweighed by the need for privacy, the legislature has given the custodian [of such records] an effective tool to provide the public with as much information as possible, while still protecting privacy interests when deemed necessary.

The Countervailing Public Interest in Disclosure and Transparency

As noted above, the scope of information entitled to an objectively “reasonable expectation of privacy” necessarily incorporates a balancing of the individuals’ desire for confidentiality/secrecy and society’s interest in having access to that information. Accordingly, the “publicity given to private facts” tort is frequently limited to disclosure of information in which there is no legitimate public interest. Indeed, the Restatement of Torts recognizes that public figures and public officials do not, by virtue of their status, relinquish all claims to a right of privacy. However, in recognition of the public’s constitutionally-based right to receive information about public officials (and other persons of significant public interest), the Restatement states that:

The line is to be drawn when the publicity ceases to be the giving of information to which the public is entitled, and becomes a morbid and sensational prying into private lives for its own sake, with which a reasonable member of the public, with decent standards, would say that he had no concern.

This is perhaps the underlying reason why documents (photos, videos,
and written records) that depict or describe and analyze a police officer’s discharge of official duties is deemed to be inherently “public” and not “private.” As the United States Supreme Court has recognized, “[t]he public . . . has a strong interest in exposing substantial allegations of police misconduct to the salutary effects of public scrutiny.”

And even apart from allegations of misconduct, “the conduct of a policeman on duty is legitimately and necessarily an area upon which public interest may and should be focused.”

As one court put it, “[t]here is perhaps no more compelling justification for public access to documents regarding citizen complaints against police officers than preserving democratic values and fostering the public’s trust in those charged with enforcing the law.” Similarly, in a strident decision granting public access to records produced in discovery, the court in Doe v. Marsalis assessed claims of police privacy in internal police records alleging on-duty sexual misconduct by Chicago police found them grossly outweighed by the importance of public oversight of the police. “Police misconduct creates one of the ultimate ‘lose/lose’ situations in our democratic society,” the court wrote, noting that it has “multiple layers of victims,” from the individual directly injured to the police department itself, to the public at large. “The only way to end this syndrome is to evaluate and reevaluate past practices. . . . Some of these issues require public debate and appropriate media scrutiny.”

The court noted the positive impact of previous media scrutiny and concluded, “Clearly, if Defendant’s confidentiality position were adopted by this Court, these types of articles could never be written and public debate would suffer.”

OTHER SOURCES

In addition to the case law discussed above, several professional associations of law enforcement agencies and officers have recognized that claiming “officer privacy” to withhold photos, videos or records discussing the official actions of particular officers on a given occasion, and those records showing how the department investigated that conduct, erodes the public trust and thereby ultimately undermines the effectiveness of law enforcement.

Responding to a string of high-profile police shootings of African American men and the riots that followed, on December 18, 2014, President Barack Obama signed an executive order establishing the Task Force on 21st Century Policing. Among its major recommendations was to “establish a culture of transparency and accountability in order to build public trust and legitimacy.”

Following a three-day Conference on Public Trust that brought together dozens of senior law enforcement officials from across the country, the Major County Sheriffs’ Association, along with the FBI’s National Executive Institute Associates, issued a report, “Public Trust: A Shared Responsibility.” That report identified two noteworthy “Factors Contributing to Public’s Distrust of Police”:

- No accountability for law enforcement officers’ actions.
- Lack of transparency by police.

The conference report included the following “Action Strategies for Building Public Trust”:

The public will usually be more supportive of the police when they are upfront in acknowledging mistakes and providing the appropriate response. Covering up an incident or withholding information is totally unacceptable in today’s transparent atmosphere.

Perhaps most important, the conference report also noted that “Police Officers’ Bill of Rights interferes with being transparent.”

The International Association of Chiefs of Police has also published this recommendation concerning incidents that give rise to internal affairs investigations and the imposition of discipline:

Ensure transparency and accountability when incidents do happen.

Share what can be shared—and do it quickly. Provide as much information as possible to internal affairs investigations. Often, regardless of the original situation or decision made, if the chief clearly communicates what happened—why police took a particular action; basis for its procedures; and any disciplinary actions taken—trust can be established and sustained. The department’s response to an incident can be as, or more, impactful than the original incident in sustaining trust.

CONCLUSION

We readily acknowledge that myriad situation-specific reasons justify withholding particular photos, video recordings, and documents concerning official police conduct: the disclosure of certain details in such records could compromise an ongoing investigation, expose the identities of undercover agents, or place certain officers and/or third parties in physical danger or threaten their personal safety. We do not suggest that eliminating “officer privacy” as a basis for denying access will render all police records, in their entirety automatically subject to inspection.

Our thesis is far more modest: it is high time to acknowledge that “police officer privacy” – at least when it comes to records concerning the discharge of peace officers’ official duties – is a myth, not a legitimate basis on which to deny public access to such records. As the Illinois Court of Appeals put it:

The conduct of a policeman on-duty is legitimately and necessarily an area upon which public interest may and should be focused. . . . [T]he very status of the policeman as a public official . . . is tantamount to an implied consent to informing the general public by all legitimate means regarding his activities in discharge of his public duties.
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Since January 2015, more than 450 lawsuits have been filed alleging that companies’ websites and/or mobile applications violate the Americans with Disabilities Act (the “ADA”) when they are not accessible to the blind. These lawsuits have targeted major retailers, restaurants, hospitality providers, movie theaters, movie and game rental chains, dating services, banks, insurance providers, casinos, and even performing arts centers. No one is safe.

In the past several months, courts have rendered inconsistent decisions concerning whether websites are considered places of public accommodation covered by Title III of the ADA. Meanwhile, the Department of Justice (the “DOJ”) has continued to delay its long-awaited regulations on the matter. This has put companies in a difficult position, and has often left them facing threats from various plaintiffs’ firms as they try to sort things out.

**ADA Overview**

Title III of the ADA makes it unlawful to discriminate against the disabled in the full and equal enjoyment of the goods and services of any place of public accommodation by any person who owns, leases (or leases to), or operates a place of public accommodation.3

Title III identifies 12 specific categories of public accommodations, including (1) clothing stores, grocery stores, other sales or rental establishments; (2) banks, beauty shops, travel services, gas stations, or other service establishments; and (3) restaurants, bars, or other establishments serving food or drink.3

It is unlawful both to deny the disabled the opportunity to participate in programs or services and to provide the disabled with separate, but unequal, goods and services. To ensure the disabled have full and equal enjoyment of the goods and services of places of public accommodation, the ADA also requires companies to make certain “reasonable modifications,” such as by providing auxiliary aids, to ensure effective access.

The ADA permits any person who is subject to discrimination on the basis of disability in violation of Title III to file a civil action for a permanent or temporary injunction, restraining order, or other order. The prevailing party in such action is entitled to recover a “reasonable” attorney’s fee, including litigation expenses and costs. All 50 states and the District of Columbia have also enacted statutes designed, in some form, to protect disabled persons against unlawful discriminatory practices. Certain state laws specify that any violation of the ADA is considered a civil rights violation and violators are subject to a minimum statutory penalty per access violation, plus attorneys’ fees. In other states, though, plaintiffs are only entitled to injunctive relief and attorney’s fees.

**Plaintiffs Target “Commercial” Websites**

When the ADA was enacted in 1990, the Internet was in its nascent stage. Traditionally, the ADA was thought to apply only to brick-and-mortar stores, and courts historically were not receptive to the idea that the Internet constitutes a place of public accommodation subject to the requirements of Title III. Nevertheless, since at least the late 1990s, the National Federation for the Blind (“NFB”) and other consumer groups have pushed various companies to ensure their websites and other streaming media are accessible to those with disabilities.

Litigation relating to website accessibility really kicked off in 2006, following the NFB’s lawsuit against Target over the inaccessibility of its website. NFB’s legal theory was that unequal access to Target.com denies the blind the full enjoyment of the goods and services offered at Target stores, which are places of public accommodation.3

Target moved to dismiss the complaint for failure to state a claim, alleging that the ADA covers access to only physical spaces and not websites, and plaintiffs failed to assert they were denied access to Target stores.

In denying Target’s motion to dismiss, the district court in the Northern District of California found that the ADA could apply where there was a “nexus” between the use of the website and enjoyment of the goods and services offered at the retailer’s physical store. Moreover, the court found that the services on the Target.com website “heavily integrated with the brick and mortar stores and operate[d] in many ways as a gateway to the store.”4

The Target decision marked the first time a federal district judge ruled that Title III applies to websites when they act as a gateway to a brick-and-mortar store.

The suit settled in 2008, with Target agreeing to pay over $6 million to the class and $20,000 to a nonprofit corporation dedicated to helping the blind. In addition, Target agreed to make various changes to its website to ensure that “blind guests using screen-reader software may acquire the same information and engage in the same transactions as are available to sighted guests with substantially equivalent ease of use.”

Although most cases have involved companies with physical locations, not all have. For example, in 2015, a federal court in Vermont held that Scribd, Inc. — an online-only publishing platform hosting digital books and documents supplied by third parties (and which sells no physical products) — violated Title III of the ADA because its website and mobile apps use “an exclusively visual interface that is inaccessible to
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the blind because they use an exclusively visual interface and lack any non-visual means of operation.”12 Specifically, the court found that Scribd violated the ADA because its website and apps were not programmed to be accessible through screen reader software. The court reasoned that Title III’s reference to a “place of public accommodation” is ambiguous and that, as “a remedial statute,” the ADA ought to be reviewed liberally in the plaintiff’s favor.

Not all courts have been unanimous in this area, however. For example, cases stemming from courts in the Ninth Circuit have decided that an online-only business is not considered a place of public accommodation under the ADA, and is therefore not required to have an accessible website.2 Although there may still be some gray areas about the application of the ADA to certain websites, the findings in Target, Scribd, and other cases have led many business to settle cases, rather than litigate them.

**DOJ Delays Regulation of Website Accessibility**

As the primary enforcer of the ADA, the DOJ could clear up much of this confusion. Over the years, the DOJ has taken the position that Title III covers access to websites of public accommodations, as evidenced through rulemaking efforts, public statements, and recent settlements. However, the agency has not issued any formal regulations.

For nearly a decade, the DOJ has contemplated promulgating a rule to address the applicability of the ADA to private retailers offering goods and services to the public online. Specifically, the DOJ has sought to issue a proposed rule to “make clear to entities covered by the ADA their obligations to make their Web sites accessible.” The DOJ’s rulemaking has been delayed several times, and the DOJ most recently designated the proposed rule as a ‘long term action’ of the agency. This likely means that companies will not be seeing a rulemaking for website accessibility applicable to public accommodations under Title III until at least 2018 or, more likely, 2019 or beyond, especially given the change in Administration.

Nonetheless, the DOJ has remained active with its enforcement of website accessibility under Title III of the ADA. For example, in March 2014, the DOJ entered a consent decree with H&R Block, Inc., one of the largest tax return preparers in the U.S., requiring the company to ensure that its website, tax filing utility, and mobile apps are accessible. In November 2014, the DOJ also announced a settlement with Peapod, LLC, an exclusively online business offering a website and mobile app for online grocery shopping and delivery services.

**Recent Litigation and Other Developments**

Over the past few years, the world of website accessibility has changed dramatically. Whereas we had previously seen a handful of lawsuits filed each year, now we are seeing hundreds of them. To be exact, more than 450 lawsuits have been filed since January 2015. The majority of those suits involve retailers with brick-and-mortar stores selling their goods or service online,7 but some involve online-only sites or services8 and even mobile applications.9

Although most of these cases are pending or settling, courts have issued a few notable decisions, which underscore how much confusion still exists in this area.

**Colorado Bag N’ Baggage (California):** In March 2016, a California state court granted summary judgment in a case alleging that the Colorado Bag N’ Baggage website violated the ADA because it contained numerous access barriers preventing blind and other visually-impaired individuals from gaining equal access to the website. In its order, the court noted that the plaintiff had “presented sufficient evidence and legal argument to conclude Title III of the ADA applies to plaintiff’s use of a website where plaintiff has demonstrated he sought goods and services from a place of public accommodation because he demonstrated a sufficient nexus exists between defendant’s retail store and its website that directly affects plaintiff’s ability to access goods and services.” Further, the plaintiff had “presented sufficient evidence that he was denied full and equal enjoyment of the goods, services, privileges, and accommodations offered by [the retailer] because of his disability.” The court ordered the company to make its website accessible.

**Bang & Olufsen (Florida):** Almost one year later, in February 2017, a Florida court issued an opinion finding that “a website that is wholly unconnected to a physical location is generally not a place of public ADA under the ADA.”10 The lawsuit alleged that the retailer violated the ADA because its website is not compatible with screen reader software. The sole issue before the court was whether the website was a place of public accommodation, subject to the ADA. Importantly, the court held that the “ADA does not require places of public accommodations to create full-service websites for disabled persons. In fact, the ADA does not require a place of public accommodation to have a website at all. All the ADA requires is that, if a retailer chooses to have a website, the website cannot impede a disabled person’s full use and enjoyment of the brick-and-mortar store.”

**Domino’s (California):** In March 2017, another California court agreed that a website could be subject to the ADA, but stopped short of requiring a company to make changes to its website. In that case, Domino’s argued that the court should dismiss or stay the action because the DOJ has not promulgated concrete guidance regarding the accessibility standards.11 The company noted that although the DOJ issued a Notice of Proposed Rulemaking in 2010, it acknowledged that “clear guidance on what is required under the ADA does not exist.” Dominos argued that, in the absence of clear guidance, the plaintiff’s “request to impose liability under the ADA for Defendant’s alleged failure to abide by certain accessibility standards would violate Defendant’s constitutional right to due process.” The court agreed, and dismissed the action without prejudice. This case is now on appeal to
the Ninth Circuit.

**Winn-Dixie Stores (Florida):** In June 2017, a Florida court issued an opinion finding that the Winn-Dixie website was subject to Title III as a service of a public accommodation (a grocery store), and must be accessible to the visually impaired. The court’s decision rested on whether the “website is heavily integrated with physical store locations and operates as a gateway to the physical location.” The order cited cases where there was such an integration and cases where there is not. Ultimately the judge held that “the [Winn-Dixie] website is heavily integrated with Winn-Dixie’s physical store locations and operates as a gateway to the physical store locations.” For example, the Winn-Dixie website has coupons that can be used in stores, and consumers could refill prescriptions online and pick them up in stores. Because of this, he held that the site “heavily integrated” with the physical store locations and therefore is subject to the ADA.

For every public dispute, there are probably many more that take place in private. Over the past few years, plaintiffs’ firms have been sending demand letters to companies alleging that their sites fail to comply with the ADA. Most demands or lawsuits settle quickly for less than it would cost to engage in meaningful litigation. But as the number of firms sending these letters and filing these lawsuits has increased, an individual settlement may not buy the company much breathing room. Many companies are getting multiple demands, and least one court has held that a settlement agreement does not bar a later website accessibility brought by a different plaintiff.

**What to Do**

If you are new to this area, you may wonder what website modifications may be necessary. Although the DOJ has not issued any regulations, most settlements in this area — including those involving the DOJ — require companies to comply with the Website Content Accessibility Guidelines 2.0 Level AA (“WCAG 2.0 AA”), published by the Web Content Accessibility Initiative of the World Wide Web Consortium (“W3C”). In absence of more specific guidance, compliance with the WCAG 2.0 AA guidelines is probably the closest a company can get to a “safe harbor.”

If you don’t know whether your website is accessible, now is the time to find out. Getting a sense of whether your site can be navigated by the use of a screen reader will give you a sense of whether your site could be considered a “low hanging fruit” for plaintiffs to target. You may not be able to get everything done overnight, but every step in the right direction can help.
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Since the advent of publishing on the Internet, media companies have been rightly concerned about the problem of international jurisdiction. Repeatedly, media companies with few contacts outside of the United States have been subjected to the jurisdiction of distant courts in countries from Australia to Zimbabwe applying their own domestic law to content that should be governed by the First Amendment and the standards set by U.S. law.1

One of the most significant concerns to media companies globally has been the rise of the so-called “right to be forgotten” in the European Union (“EU”) and elsewhere, as well as the general ascendance of privacy concerns in the context of newsgathering and publishing news and information. The right to be forgotten, recently enforced against Google to require articles to be de-listed from search results, has a long history in the EU.2 Two 2016 cases in Belgium3 and Italy4 required newspapers to anonymize articles under right to be forgotten petitions, with one saying that the public’s right to information has an expiration date as short as two years. Although this trend has not been universal,5 it is likely that publishers will continue to receive data anonymization orders from certain European courts.

This concept and a wide array of new privacy obligations are now part of the General Data Protection Regulation (“GDPR”), the largest and most significant overhaul of EU privacy law in more than 20 years. The GDPR will be a sea-change in EU privacy law for many reasons, including fines that can amount to as much as 4 percent of a company’s global revenues and the creation of a new and powerful pan-European privacy regulatory agency.

The GDPR enters into force on May 25, 2018. European media companies, to be sure, are gearing up to comply with the GDPR. The open question for companies operating outside of the borders of Europe, however, is whether this stringent new regulation will apply to them, even though they have little or no actual presence within the EU.

The GDPR aspires to a broad jurisdictional reach, and is almost certainly intended to cover companies with websites that use cookies and other tracking devices to monitor people in the EU. Once subject to the GDPR’s jurisdiction, a non-EU media company could be confronted with substantial enforcement burdens, such as court orders to fulfill right to be forgotten requests that would be untenable under American law — and face substantial fines for refusing to comply with such an order.

Even though the GDPR aspires to global jurisdiction, that aspiration does not answer the question of whether an EU law can have extraterritorial effect outside the boundaries of Europe. There are longstanding rules and norms of international jurisdiction that must be satisfied before regulatory agencies and courts can exercise jurisdiction over distant subjects.

This article analyzes those principles and concludes that pure U.S. media companies would have persuasive arguments against the jurisdiction of EU regulatory authorities and courts to enter orders against them, and a strong argument against the enforcement of such orders or subsequent fines. Aside from legal considerations, however, there may be significant reputational and practical issues that arise from resisting an order under the GDPR that companies will take into consideration.

I. The GDPR

The GDPR was developed with the goal of providing consistent privacy protections for individuals across the EU.6 Prior to the adoption of the GDPR, each EU member country implemented its own data privacy laws under the guidance of the 1995 EU Data Protection Directive (the “Directive”).7 The result was a patchwork of somewhat divergent privacy protections among EU countries, which led to claims that companies could strategically select their EU country affiliations based on the strength of local privacy laws.8 The GDPR aims to “harmonize” privacy laws in the EU by providing the same strong data protections for the entire region.9

In addition to harmonizing privacy protections across the board, the GDPR broadens the jurisdictional reach of the Directive.10 The GDPR covers data controllers and processors outside the EU if they offer goods and services to, or monitor the behavior of, EU data subjects.11 Behavior monitoring occurs when a natural person is “tracked on the internet,” including the use of personal data to “profile” a natural person, particularly in order to take decisions concerning her or him or for analysing or predicting her or his personal preferences, behaviour and attitudes.”12 Personal data is defined as “any information relating to an identified or identifiable natural person ‘data subject’; an identifiable person is one who can be identified, directly or indirectly, in particular by reference to an identifier such as … [an] online identifier.”13 The intention behind this broad scope is to “ensure that individuals are not deprived of
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protection of their data” when they are in the EU, and to “enhance[] legal certainty for controllers and data subjects.” The GDPR’s intended jurisdiction almost certainly aspires to cover websites and services outside of the EU that use cookies to monitor the behavior of individuals in the EU.

II. The Jurisdictional Aspirations of the GDPR

The GDPR contains a broad jurisdictional test. There are, however, specific principles under international law to assess when the extraterritorial reach of a state is permissible under international law.

A. Bases for International Jurisdiction

Under international law, there are several traditionally recognized bases for asserting jurisdiction, including the territoriality principle, the nationality principle, the passive personality principle, and the protective principle. Especially with regard to online conduct, states have also increasingly exercised jurisdiction under variations of these principles such as the objective territoriality test and the effects doctrine.

Territoriality and Nationality. The most commonly invoked principles are territoriality and nationality, which permit states to assert jurisdiction over what happens within their borders as well as over acts committed by individuals and organizations of the state’s nationality (even if those acts take place outside of the state’s physical territory). A variation of the traditional territoriality concept is the so-called “objective territoriality principle,” under which a state can assert jurisdiction over acts that were initiated abroad but completed within a state’s territory, as well as where a “constitutive element of the conduct” occurred in the state. The jurisdictional test in the Directive appears to be a manifestation of the objective territoriality principle because it allows European regulators to assert jurisdiction over foreign websites or online service providers based solely on their use of equipment or the location of servers within the EU.

Passive Personality and the Protective Principle. In addition to asserting jurisdiction over acts committed abroad by their own nationals, states can sometimes assert jurisdiction for acts committed against their own nationals by foreigners. The passive personality principle permits states to exercise authority based on their connection to the victim of illegal conduct. Although this basis for jurisdiction has ordinarily been limited to serious crimes (e.g., terrorist attacks or assassinations) as opposed to ordinary torts or crimes, it has occasionally been applied in the civil law context as well. The United States has traditionally disfavored exercising jurisdiction under this principle, but more recently U.S. courts have recognized it in certain instances such as acts of terrorism. The protective principle extends this idea to allow the state to protect itself (rather than its citizens) from harmful acts inflicted outside of its territory.

The Effects Doctrine. Finally, under the so-called “effects doctrine,” states can assert jurisdiction based on the fact that conduct taking place entirely outside of the state has substantial effects within the state. The concept is closely related to the objective territoriality idea, but it does not require that any element of the conduct being regulated actually take place within the territory of the state. The effects doctrine is generally regarded as the most controversial basis upon which to assert jurisdiction under international law, but despite criticism from legal scholars has become widely used with regard to conduct over the internet.

B. Reasonableness Analysis in International Jurisdiction

The mere fact that conduct or activity falls under one of these bases for jurisdiction does not necessarily justify its exercise. The current presumption in international law is that the party seeking to assert jurisdiction has to further prove why it is reasonable to exercise extraterritorial jurisdiction under any one of the bases described above. The Third Restatement of Foreign Relations Law provides various factors for the courts to balance in making this determination — a limitation on the exercise of jurisdiction reflected in U.S. domestic law that has also emerged as a principle of international law. These factors include:

1. the link of the activity to the territory of the regulating state, including whether it has a “substantial, direct, and foreseeable effect,”
2. the connections between the regulating state and the person who is principally responsible for the activity or the person who is supposed to be protected,
3. the nature of the activity, its importance to the regulating state, and the extent to which other states regulate it,
4. the “existence of justified expectations that might be protected or hurt by the regulation,”
5. the importance of the regulation to the international system,
6. the extent to which the regulation is consistent with the traditions of the international system,
7. the extent to which another state may have an interest in regulating the activity, and
8. the likelihood of conflict with regulation of another state.

If an evaluation of these factors suggests that the extraterritorial application of the law in question would be unreasonable, courts are likely to find that there is no jurisdiction.

The concept of reasonableness described in the Third Restatement is also closely aligned with the principle of comity, which is often characterized as the “golden rule” among nations — that is, that each state should respect the laws, policies, and interests of other states just as it would have others respect its own in similar circumstances. Comity dictates that states should generally
avoid extraterritorial application of their laws against foreign citizens where those laws conflict.\textsuperscript{30} Where two states have concurrent jurisdiction over an individual or a particular act, states should do a balancing test and defer to the state whose interests are clearly greater.\textsuperscript{32}

In data protection and other internet-related cases, determining whether a jurisdictional basis should be exercised can be quite complex. The courts may consider the place where the data controller is established; the place where personal data is stored or processed; the place where the allegedly wrongful act occurs; the residence of the data subject; and the use of cookies or similar technologies in another state.\textsuperscript{33} If jurisdiction is based on the location of the data controller or the location where a marketing email is received, the exercise of that jurisdiction tends to be accepted under the territoriality principle and effects doctrine.\textsuperscript{34} On the other hand, a more tenuous connection, such as the use of a single tracking cookie, might be viewed with greater skepticism even if it could be construed as falling under the effects doctrine or the protective principle.

Ultimately, the strongest grounds for a regulator to assert jurisdiction over a non-EU media company would be to base it on a combination of the objective territoriality principle, the passive personality principle, and the effects test.\textsuperscript{35} There is a colorable argument that such an assertion of jurisdiction would nonetheless be unreasonable under the Third Restatement test or otherwise violate the principles of comity. A successful argument against the application of the GDPR would likely require showing that it conflicted with a U.S. law or regulation, such as the First Amendment’s free speech and free press protections, and that the publisher’s free expression interests outweigh the European Union’s interest in safeguarding its citizens’ privacy rights.

III. Enforceability of EU Orders

Even if European DPAs can properly assert jurisdiction over websites and online service providers under the GDPR’s jurisdictional test, it is highly unlikely that a U.S. court would enforce an EU order requiring a newspaper to alter its contents under a right to be forgotten request, or a subsequent fine for not complying with such an order. This is largely due to the fact that any right to be forgotten order would very likely infringe upon the publisher’s First Amendment rights.

A. The First Amendment and the Right to be Forgotten

Any right to be forgotten order directed at a newspaper would almost certainly violate the First Amendment. In general, freedom of press can only be restricted to “prevent grave and immediate danger to interests which the state may lawfully protect.”\textsuperscript{30} Further, the First Amendment protects the publication of “lawfully obtain[ed] truthful information about a matter of public significance . . . absent a need . . . of the highest order.”\textsuperscript{37}

Although the Supreme Court has acknowledged the significance of an individual’s right to privacy, “privacy concerns give way when balanced against the interest in publishing matters of public importance.”\textsuperscript{38} A full analysis of this issue would depend on the facts of a particular case and is beyond the scope of this article, but given the primacy of the First Amendment it is unlikely that an order requiring a newspaper to alter its content or archived material would be construed as consistent with freedom of the press.\textsuperscript{39}

B. Lack of Enforceability Under International Law

International law also distinguishes between the ability to apply versus enforce laws extraterritorially. As such, even if the GDPR is applicable to certain conduct of U.S. companies under international law, penalties for violating the law may not actually be enforceable.\textsuperscript{40} Much like the jurisdiction to prescribe, a state’s ability under international law to exercise jurisdiction over a foreign individual through its courts is also limited by whether it is “reasonable.”\textsuperscript{41}

The two tests for reasonableness, however, are not the same. The reasonableness standard that countries must meet in order to assert jurisdiction to adjudicate focuses on whether the relationship between the state and the person over which it wishes to exercise jurisdiction is reasonable. The distinction between jurisdiction to prescribe and jurisdiction to adjudicate can be analogized to the difference between subject matter jurisdiction and personal jurisdiction in U.S. law.

Section 421 of the Third Restatement of Foreign Relations Law lays out the criteria for reasonableness in this area. Once again, a foreign company’s permanent physical presence in the state would likely qualify as reasonable grounds to assert jurisdiction.\textsuperscript{42} However, exercising jurisdiction over a company located entirely outside the EU whose only activity was the use of browser cookies to track individuals in the EU would likely be viewed with greater skepticism.\textsuperscript{43} Although a European regulator could attempt to assert jurisdiction based on the effects of that monitoring within the state,\textsuperscript{44} the publisher has a plausible argument that the use of cookies does not have a “substantial, direct, and foreseeable” effect and that it would therefore be unreasonable to assert jurisdiction on the basis of cookies alone.

C. Lack of Enforceability Under U.S. Common Law

Under the doctrine of comity, U.S. courts will generally grant extraterritorial effect to the valid judgments of foreign courts.\textsuperscript{45} First, a U.S. court must be satisfied that the foreign court properly had jurisdiction over the matter at hand.\textsuperscript{46} For reasons stated above, it is likely that a right to be forgotten order under the GDPR would fail to fulfill this requirement.

Even if a U.S. court finds that the foreign court did have jurisdiction over the case, comity does not extend to orders that are found to be contrary to public policy.\textsuperscript{47} A foreign judg-
ment is considered contrary to public policy “to the extent that it is repugnant to fundamental notions of what is decent and just in the State where enforcement is sought.”48 Another formulation of this concept defines a foreign order as contrary to public policy when it “direct[ly] violat[es] the policy of our laws, and does violence to what we deem the rights of our citizens.”49 This is a very high standard that requires more than the mere fact that there are differences between foreign and domestic law.50 Among the policy issues that are considered grounds for refusal to enforce foreign orders are those that implicate constitutional rights.51

When a foreign judgment is one that would violate the First Amendment, courts have found that it violates public policy and is thus unenforceable.52 For example, courts have consistently refused to enforce UK orders related to libel, because English libel law is considered to be antithetical to First Amendment doctrine.53 Because an order or fine under the GDPR related to the right to be forgotten would almost certainly violate the First Amendment, a U.S. court would likely refuse to enforce such an order from an EU court.

D. Lack of Enforceability Under U.S. Statutory Law: The SPEECH Act

There is an additional a statutory basis to argue that any penalties would be unenforceable under U.S. law. The Securing the Protection of Our Enduring and Established Constitutional Heritage (SPEECH) Act was enacted in 2010 to codify the common law presumption against enforcing foreign libel judgments in U.S. courts. Under the SPEECH Act, foreign libel judgments are unenforceable unless the legislation applied offers “at least as much protection for freedom of speech and press,” or the defendant would have been found liable if the case had been heard under U.S. law.54

Although the SPEECH Act has rarely been invoked in the seven years since its passage, it could apply here either directly or by analogy. Interpreted broadly, the SPEECH Act suggests that all foreign judgments that would violate the First Amendment or chill free speech should be unenforceable through the U.S. court system if those cases are deliberately brought in jurisdictions whose laws are less protective of free speech — as would likely be the case with right to be forgotten actions brought against U.S. companies abroad.55 And even if read narrowly to apply only to libel cases, the SPEECH Act and its legislative history offer persuasive evidence that Congress certainly did not intend to foreign laws that violate the First Amendment to be enforced by U.S. courts.56

IV. Practical Consequences and Policy Considerations

As any general counsel knows, strict applicability of the law is only one factor in determining a company’s potential responses to an enforcement action. Even if a publisher has a strong legal argument against being subject to the GDPR — and particularly right to be forgotten requests — there may be significant practical and reputational costs associated with defying Europe and European law.

Privacy is considered to be a fundamental right in the EU; freedom of press, on the other hand, does not enjoy the same reverence it receives in the United States.58 In a public opinion poll on personal data processing, 89 percent of Europeans said it was important that their personal data should always receive the same level of protection, regardless of whether the company holding that data is established in the EU.59 Publicly resisting a new and significant EU privacy law may attach a negative stigma to a publisher in the minds of privacy-focused Europeans. Accordingly, public perception and policy considerations will surely play a significant role in media companies’ calculus of how to approach compliance with EU privacy law generally, and the GDPR in particular.

In making this calculus, U.S. companies are likely to focus on their current and future approach to Europe. Elements of this calculus might include the importance of Europe as a market for advertising and home for subscribers, whether the company operates offices or bureaus in Europe and employs Europeans, and whether the company expects to expands its operations in the EU in the future. GDPR compliance requires a great deal more preparation than merely determining whether a company will comply with specific orders under sections of the GDPR dealing with the right to be forgotten or privacy rights relating to newsgathering, of course; any assessment of whether a company will comply with the GDPR will focus not only on the editorial side of any internet publisher but the business and ownership sides as well.

In making these multifaceted going-forward decisions, however, it may be useful to consider that the jurisdictional reach of the GDPR should be tempered by the application of longstanding international principles that govern jurisdiction. For a purely non-EU entity, a realistic view of the likely exercise and enforcement of jurisdiction would be a useful complement to a clear-eyed look at the business realities of working within Europe.
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As the Supreme Court’s 2016 Term drew to a close, the Court reaffirmed core First Amendment principles in two opinions—Matal v. Tam (formerly Lee v. Tam) and Packingham v. North Carolina—both issued on June 19th. In Matal, the Court held that the anti-disparagement provision of the Lanham Act amounted to unconstitutional viewpoint discrimination under the First Amendment. In Packingham, the Court struck down a North Carolina statute prohibiting registered sex offenders from accessing websites where minors are known to be active, regardless of whether the sex offender directly contacted a minor, as overbroad in violation of the First Amendment. Although both cases were decided unanimously, each left some important questions unanswered.

In Matal, musician and social activist Simon Tam attempted to trademark the name of his all-Asian American band, “The Slants.” The U.S. Patent and Trademark Office (“PTO”) denied the application under Section 2(a) of the Lanham Act, which prohibits trademarks that “consist[] of or comprise[] immoral, deceptive, or scandalous matter; or matter which may disparage or falsely suggest a connection with persons, living or dead, institutions, beliefs, or national symbols, or bring them into contempt or disrepute.”1 The PTO found the name would likely be disparaging towards persons of Asian descent. Tam was well aware of this. In fact, he chose the name of his band in 2006 precisely because it was disparaging. He hoped to reclaim a slur that had been used to insult members of the Asian-American community for years.

Tam appealed the PTO’s decision, and while the Federal Circuit initially upheld the PTO, the court then sua sponte ordered en banc rehearing, and found that the anti-disparagement provision of Section 2(a) violates the First Amendment.

The Supreme Court agreed with the en banc Federal Circuit about the statute’s unconstitutionality. The Court found that Section 2(a) violated a bedrock First Amendment principle: “the government may not prohibit the expression of an idea simply because society finds the idea itself offensive or disagreeable.”2 The entirety of the Court agreed that the Section 2(a) violated the Free Speech Clause and there was also unanimous agreement that trademarks are not government speech. The Court divided, however, on its rationale as to the remainder of the government’s arguments. In an opinion written by Justice Alito and joined by Chief Justice Roberts, Justice Thomas, and Justice Breyer, the Court concluded that trademarks were neither government provided subsidies nor government programs; two other areas where the Court has occasionally determined viewpoint discrimination is constitutional. Additionally, Justice Alito’s opinion found that Section 2(a) was not a permissible regulation of commercial speech because it was not narrowly drawn to serve a substantial interest, under the relaxed scrutiny afforded by Central Hudson review. As Justice Alito wrote: The clause “is not an anti-disparagement clause; it is a happy-talk clause. In this way, it goes much further than is necessary to serve the interest asserted.”3

Justice Kennedy, joined by Justices Ginsburg, Sotomayor, and Kagan, wrote a concurring opinion expounding on the fact that Section 2(a) constitutes viewpoint discrimination. Justice Kennedy asserted, “To permit viewpoint discrimination in this context is to permit Government censorship.”4 His opinion also pointed out that the majority opinion did not address how other provisions of the Lanham Act should be interpreted under the First Amendment. Thus, while First Amendment scholars will appreciate the clarity of the Court’s opinion, trademark lawyers may find Matal less than satisfying for the Lanham Act questions it leaves unresolved.

The Court also left some unanswered questions in Packingham. In 2010, Lester Packingham, a registered sex offender, was arrested after authorities found a post on his Facebook profile thanking God for the dismissal of a traffic ticket. North Carolina law makes it a felony for a registered sex offender to “access a commercial social networking website where the sex offender knows that the site permits minor children to become members or to create or maintain personal web pages.”5 Packingham argued that the law violated his First Amendment rights, but was convicted in trial court. However, the North Carolina Court of Appeals reversed his conviction and held that social media website provision of the law was unconstitutional. The North Carolina Supreme Court found that the law was a limitation on conduct, rather than a restriction of free speech, and reinstated the conviction. Packingham sought review in the Supreme Court.

While the Court unanimously agreed that the North Carolina law was unconstitutional, the justices were split as to the breadth of the holding. Justice Kennedy’s majority opinion acknowledged that the State has a legitimate interest in protecting children from abuse. However, he noted that “it is well established that, as a general rule, the Government may not suppress lawful speech as the...
means to suppress unlawful speech.” The Court found that North Carolina’s law did just that and was overly broad. Under its provisions, the law might well bar access to not only to Facebook and other social media websites, but also to Amazon, The Washington Post, and WebMD. The Court found that the State’s law was not necessary, or legitimate, to serve the purpose of keeping sex offenders away from vulnerable potential victims.

Justice Alito, joined by Chief Justice Roberts and Justice Thomas, wrote a concurring opinion that attempted to set boundaries on what they characterized as the majority opinion’s “undisciplined dicta.” Justice Alito took issue with Justice Kennedy for equating the entirety of the internet with public streets and parks. In Justice Alito’s view, “Cyberspace is different from the physical world, and if it is true, as the Court believes, that ‘we cannot appreciate yet’ the ‘full dimensions and vast potential of the Cyber Age,’ we should proceed circumspectly, taking one step at a time. It is regrettable that the Court has not heeded its own admonition of caution.”

Thus, while both opinions unanimously reaffirmed several basic First Amendment tenets, there are important divisions among the Court as to the application of these tenets that First Amendment scholars and practitioners will be closely watching.
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Prosecution of Journalists Under the Espionage Act? Not So Fast.
Kurt Wimmer and Stephen Kiehl

No journalist has ever been prosecuted under the Espionage Act. There long has been debate over whether the statute could apply to journalists, however, and there is newfound concern that the Trump Administration—led by a president who has openly declared “war with the media”—will pioneer such a prosecution. The recent prosecution of NSA contractor Reality Winner indicates that the Trump Administration will not hesitate to use the Espionage Act to pursue leakers, a practice that was employed by the Obama Administration.

Although administrations have generally interpreted the Espionage Act so as not to apply to journalists, either through the “mercy of noblesse oblige” or prosecutorial self-restraint, Attorney General Jeff Sessions refused to commit to upholding this tradition when asked about it at his confirmation hearings. And, as a senator and the Republican leader on the Senate Judiciary Committee, Attorney General Sessions consistently opposed proposals to create a federal privilege to permit journalists to protect the identity of sources, decrying federal privilege to permit journalists to prosecute under that Act. But reading the text of a statute, of course, is only the first step in determining whether a criminal law could be used to silence or prosecute a journalist who has obtained leaked information in the course of their profession, violates the First Amendment and any prosecution under it would be invalid. The statute constitutes a content-based restriction, subject to strict scrutiny, and the government cannot overcome its burden of proving that the prosecution of journalists is narrowly tailored to protect national security.

First, a proper construction of Section 793(e) would avoid the overwhelming constitutional issues and find that the statute does not, and was not meant to, apply to journalists engaged in the act of publishing and reporting. Second, if Section 793(e) is held to apply to journalists on its face, then the statute, as applied to journalists publishing information in the course of their profession, violates the First Amendment and any prosecution under it would be invalid. The statute constitutes a content-based restriction, subject to strict scrutiny, and the government cannot overcome its burden of proving that the prosecution of journalists is narrowly tailored to protect national security.

Third, there are several additional ways in which the prosecution of a reporter would be unconstitutional: the statute is unconstitutionally vague; this rare application of the statute constitutes selective prosecution; and the statute amounts to a prior restraint.

The Text of the Espionage Act

The Espionage Act was first passed by Congress in 1917, after America entered World War I, and amended through the Internal Security Act of 1950. Now codified at 18 U.S.C. §§ 793-798, the part that poses the greatest and broadest risk to journalists is Section 793(e).

Section 793(e) provides for the fine or imprisonment of:

Whoever having unauthorized possession of, access to, or control over any document, writing[,] or note relating to the national defense, or information relating to the national defense which information the possessor has reason to believe could be used to the injury of the United States or to the advantage of any foreign nation, willfully communicates, delivers, transmits or causes to be communicated, delivered, or transmitted … the same to any person not entitled to receive it, or willfully retains the same and fails to deliver it to the officer or employee of the United States entitled to receive it.

At the outset, it is worth emphasizing that Section 793(e) is limited to documents and information “relating to the national defense.” This is a term of art that would not encompass every leak coming out of the government, or all classified information. Rather, to qualify as information “relating to the national defense,” the information must be (1) “potentially damaging to the United States or might be useful to an enemy of the United States,” and (2) “closely held” by the government.

With that caveat in mind, the statute’s text would seem to apply to a journalist who has obtained leaked information that is related to the national defense. She possesses information that she is presumably unauthorized to possess, and the information pertains to the “national defense.”

If the information was considered to be a “document,” “writing,” or “note,” she would violate the statute by willfully continuing to possess the document without turning it in (not to mention willfully “communicating” or “transmitting” it).

If the journalist possessed only “information”—i.e. not a physical piece of U.S. property—she would need to have “reason to believe” the information could be used to injure the United States or help “any foreign nation.” Though “reason to believe” is a higher mens rea requirement than “willfulness,” it does not provide much comfort as many notable leaks—such as the news that President Trump shared national security intelligence with the Russian foreign minister—would give the author “reason to believe” that the information could adversely affect the United States and aid foreign nations.

In other words, as Harold Edgar and Benno C. Schmidt said in their pivotal
Section 793(e) Does Not Apply to Journalists Engaged in the Act of Reporting and Publishing.

A foundational defense is that Section 793(e), when considered in its statutory context and with its legislative history, does not apply to journalists exercising their First Amendment rights. The statute can—and should—be construed to avoid a conflict with the First Amendment. The Supreme Court has allowed that courts may “strain to construe legislation so as to save it against constitutional attack” though they “must not and will not carry this to the point of perverting the purpose of a statute.”14 Because the Espionage Act is highly politicized, confusing, and old, courts have significant incentive to avoid constitutionalizing the issues and to simply read Section 793(e) as not to apply to journalists acting in the course of their profession. This is not nearly as implausible as some have assumed.

First, Section 793(e) forbids “communicat[ion], deliver[y], or trans-mission” but does not specifically include “publication.”15 Though it may seem trivial to argue that the act of publishing does not lie within the plain meaning of communication, delivery, or transmission,16 Congress arguably unmeaning of communication, delivery, or publishing does not lie within the plain seems trivial to argue that the act of includes particular language in one section of a statute but omits it another ... it is generally presumed that Congress acts intentionally and purposely in the disparate inclusion of exclusion.”20

Second, a reading of “willful”—“willfully communicates, delivers, [or] transmits” and “willfully retains”21—precludes journalists acting in the course of their business. Edgar and Schmidt read Section 793(e) such that “conduct is not willful for purposes of the Section, when undertaken for any of the variety of reasons ... that reflect interests protected by the First Amendment.”22 In other words, when acting in the course of their business—reporting, writing, and publishing news, all actions that are critical to the foundational freedom of the press—journalists cannot satisfy the mens rea elements contained in the statute.

The legislative histories of the 1917 and 1950 acts—as interpreted by Edgar and Schmidt in their exhaustive study of these statutes—convey a “clear message” that “publication of defense information for the purpose of selling newspapers or engaging in public debate is not a criminal act.”23 Edgar and Schmidt walk carefully through the record of Congressional speeches and letters to show that these acts were not understood by their authors to criminalize the work of reporters.24 Judge Gurfein—the judge presiding over the Pentagon Papers case at the district court—also found the legislative history persuasive.25 Judge Gurfein quotes Senator Ashhurst’s statements during congressional debate over the 1917 Act: “‘[F]reedom of the press’ means nothing except that the citizen is guaranteed that he may publish whatever he sees fit and not be subjected to pains and penalties because he did not consult the censor before doing so.”26 These words informed Judge Gurfein’s confidence that Congress did not intend for the Act to apply to journalists in the course of their work.

And perhaps the best illustration of congressional intent is the opening proviso to the Internal Security Act of 1950 (the act that amended Section 793(e) to its current form): “Nothing in this Act shall be construed to autho-

rize, require, or establish military or civilian censorship or in any way to limit or infringe upon freedom of the press or of speech as guaranteed by the Constitution of the United States and no regulation shall be promulgated hereunder having that effect.”27 These are powerful words that should give any court confidence to narrowly construe Section 793(e) so as not to apply to journalists.

The Espionage Act Is an Unconstitutional Content-Based Restriction of Freedom of the Press.

To the extent Section 793(e) is applied to journalists, it clearly restricts First Amendment activity in proscribing what journalists may or may not publish ostensibly in the name of national security. The First Amendment provides that “Congress shall make no law ... abridging the freedom of speech, or of the press.”28 “The predominant purpose of the [First Amendment] ... was to preserve an untrammeled press as a vital source of public information. ... [S]ince informed public opinion is the most potent of all restraints upon misgovernment, the suppression or abridgment of the publicity afforded by a free press cannot be regarded otherwise than with grave concern.”29 In fact, “[t]he press was protected so that it could bare the secrets of government and inform the people. Only a free and unrestrained press can effectively expose deception in government.”30

With this grave concern for preserving the vital role of the press in our democratic system, courts approach restraints of the press with a high degree of skepticism. Therefore, if Section 793(e) is deemed to apply to journalists on its face, then as applied, the statute constitutes a content-based restriction. And “[c]ontent-based laws—those that target speech based on its communicative content—are presumptively unconstitutional and may be justified only if the government proves that they are narrowly tailored to serve compelling state interests.”31

A regulation is content-based if the “law applies to particular speech because of the topic discussed or the
idea or message expressed.” 32 In Reed v. Town of Gilbert, the Supreme Court affirmed that if a law is content-based on its face, a court need not inquire as to the legislature’s purposes for enacting the statute in order to apply strict scrutiny. 33 Section 793(e), on its face, constitutes a content-based restriction on speech. The statute only restrains speech pertaining to the national defense. 34

Under strict scrutiny, the court asks whether the statute is narrowly drawn to serve the government’s compelling interests. Here, there is no dispute that preserving the national defense is a compelling interest. 35 Therefore, the analysis turns to whether prosecuting journalists under Section 793(e) is necessary to protect that interest.

Prosecuting journalists under Section 793(e) is not narrowly tailored to safeguard America’s national security for three reasons: (1) prosecuting journalists is an ineffective way to achieve the government’s compelling interests; (2) the law is overinclusive; and (3) there are less restrictive alternatives to safeguarding national security without causing such damage to First Amendment freedoms.

First, the law does not actually protect national security—at least not in a constitutional way. The government has the burden of proving the “harms it recites are real and that its restriction will in fact alleviate them to a material degree.” 36 Therefore, the law fails narrow tailoring if it does not effectively promote the government’s stated interests. Here, prosecuting journalists under Section 793(e) does not make anyone safer.

In fact, the government may be caught in a logical bind: The government will argue that this law does not constitute a prior restraint on speech in that it only punishes publication after the fact. But if we accept the government’s argument there as true, how does the law actually protect national security? The logical answer is that it provides deterrence—by criminally prosecuting journalists for publishing sensitive information, future journalists will think twice about doing the same. This explanation, however, brings the government right back into the highly scrutinized area of prior restraint. By arguing that deterrence is what makes the law effective, the government tacitly admits the statute functions as a prior restraint. Thus, Section 793(e) is either ineffective and thus unconstitutionally applied to journalists for lack of narrow tailoring, or it is effective and thus an unconstitutional prior restraint.

Second, the law is overinclusive. On its face, the law brings under threat of criminal liability a tremendous amount of newsworthy reporting that does not threaten national security (or at least where the risks to national security are far outweighed by the public interest). Several examples highlight the dangerous reach of the law:

• On January 12, 2017, the Washington Post reported that Retired Lt. Gen. Michael T. Flynn, the incoming national security advisor, had spoken on the phone with Russian Ambassador, Sergey Kislyak several times, after telling Vice President-elect Pence and others that he had not. 37 Presumably, Post columnist David Ignatius had “unauthorized possession” of this information which might be broadly interpreted as pertaining to the national defense, and had reason to believe that revealing the information could be used to embarrass or otherwise harm the United States. Ignatius would therefore be liable for criminal prosecution under Section 793(e), even though the public interest in reporting this news far outweighs any concerns about protecting the national defense.

• In May 2017, the Washington Post reported that President Trump revealed highly classified information—shared with the United States by a close ally—to the Russian foreign minister and ambassador. 38 Again, if Section 793(e) applied to journalists, its elements may be met here and the journalists could be criminally liable, even though the information is a matter of critical public interest.

These examples highlight the nature of the public interest that is at stake if the Espionage Act is deemed applicable to journalists. Either these journalists must jeopardize their own liberty to report newsworthy facts, or very possibly, the facts never make their way into the public sphere. The First Amendment saves journalists from deciding between those two choices.

Lastly, Section 793(e) is not narrowly tailored because there are numerous alternatives through which the government can safeguard national security without so severely burdening First Amendment rights. 39 One alternative is for the government to continue its informal negotiations with media organizations when a specific issue of concern arises. A common practice among the press, already, is to approach the government with a piece of leaked information before publishing stories about it. 40 Second, journalists can still be prosecuted or sued under generally applicable criminal and civil laws. 41 The government can use applicable criminal laws to guarantee that journalists do not steal sensitive information or otherwise coerce sources to break the law. A third alternative is to prosecute government employees who leak information, rather than journalists who publish the information, as the Obama and now Trump administrations have done. Courts have generally held that there are no First Amendment rights implicated in the prosecution of government employees who have breached the terms of their employment by leaking classified materials. 42

3. Section 793(e) Is Unconstitutionally Vague.

The century of speculation and confusion over whether the text of the Espionage Act can be applied to journalists is a testament to its vagueness. “A conviction fails to comport with due process if the statute under which it is obtained fails to provide a person of ordinary intelligence fair notice of what is prohibited, or is so standardless that it authorizes or encourages seriously discriminatory enforcement.” 43 And in the context of the First Amendment, courts are particularly vigilant about statutory vagueness given the immense concern over chilling speech. 44 Simply put, no one understands
what the Espionage Act really means or how it should be applied, particularly with respect to journalists, and its vagueness affords the government “too much enforcement discretion.”45 For example, how should “unauthorized possession” be defined?26 Does this imply tethering to the government’s classification system, wherein only classified materials can be possessed without authority and only by persons who do not have clearances?27 Must something be affirmatively determined “unauthorized” or, conversely, is anything that is not specifically unauthorized, authorized? Perhaps in the context of the 1950 Internal Security Act proviso, the First Amendment freedom of the press suffices to convey “authority”?

Furthermore, as discussed above, is publishing considered “communicating, delivering, or transmitting”? And, what constitutes “willful[] re[ention]” of “information” when it is not one of the enumerated physical items pertaining to the national defense?53 What must a journalist do to avoid criminal liability if she is told a sensitive piece of information over the phone? These glaring ambiguities fall far short of giving a person of average intelligence fair notice of what is and is not criminal under the statute.49 After all, if they are “beyond [the] ken” of former FBI director and career prosecutor James Comey,50 who can possibly be expected to be on notice?

4. Unconstitutional Selective Prosecution.

Due to the non-existence of journalist prosecutions under Section 793(e), a journalist charged under the section today would have a persuasive selective prosecution claim. Generally the government retains “broad discretion” in its decisions of who to prosecute and when.51 The Supreme Court has recognized that this discretion, however, is subject to ordinary equal protection standards, which require “petitioner to show both that the [decision to prosecute] had a discriminatory effect and that it was motivated by a discriminatory purpose.”52 In Wayte v. United States, petitioners were prosecuted for failure to register for the draft.53 The only non-registrants prosecuted, however, were those who affirmatively protested the draft and notified the government of their intention not to register. Those who remained silent were not prosecuted.54 Petitioners argued they were prosecuted in retaliation for the exercise of their First Amendment rights.55 The government responded that it was simply prosecuting individuals who had identified themselves as violating the law—it was purely a passive enforcement system.56 The Court sided with the government, holding that petitioners failed to show that the government was discriminating against non-registrants on the basis of their speech.57

A journalist’s claim of selective prosecution in retaliation for exercising her First Amendment rights is more likely to succeed than the non-registrants’ claims in Wayte. That said, the success of her claim may rise or fall on the existence of several additional facts. For example, she would have a stronger discriminatory effects claim if she can show that most journalists are not prosecuted for publishing leaked information, but only she and others who are particularly critical of the administration suffer prosecution. In addition, she may succeed in claiming discriminatory intent if she can show, for example, that the administration or other policy makers sometimes strategically leak their own information to the press, and when they do so, the journalists publishing that information remain safe from prosecution,58 whereas when journalists who do not receive such information from the administration publish stories containing leaks, they are prosecuted. These facts are not preposterous. Former L.A. Times Editor Dean Baquet and former New York Times Editor Bill Keller describe a situation in which former Treasury Secretary John Snow invited a group of reporters to tour the department’s capabilities for tracking terrorist financing for several days. Throughout the trip, the secretary’s team shared many sensitive details of their efforts and capabilities, hoping they would appear in print.59 Three years later, Secretary Snow vehemently protested the papers’ decision to publish the stories.

5. The Espionage Act Amounts to a Prior Restraint.

This is not a typical prior restraint. Traditionally the Supreme Court has drawn a distinction between “criminal or civil sanctions after publication” and prior restraints.60 Both can be violative of the First Amendment—the former “chills” speech, the latter “freezes” it—but prior restraints are especially disfavored.61

In one case, however, the Supreme Court entertained, without deciding, a party’s argument that a criminal statute acts in “operation and effect” like a licensing scheme and thus constituted a prior restraint.62 As applied to journalists, Section 793(e) may also be an atypical criminal statute that amounts to a prior restraint given its singular purpose of deterring journalists from publishing sensitive information pertaining to the national defense. As briefly noted above, it is hard to read the statute as achieving its purpose of protecting national security in any other way but to effectively restrain journalists from publishing stories. In that case, Section 793(e) acts in “operation and effect” like a prior restraint, and should bear a “heavy presumption against its constitutional validity.”63

Conclusion

If this Administration, or any future one, chooses to test the boundaries of the Espionage Act by prosecuting a journalist for the publication of sensitive information, defenders of the press will have multiple paths to showing that such a prosecution is improper. A court may employ basic tenets of statutory interpretation to find that Section 793(e) on its face does not apply to “publishing” information, thus avoiding a constitutional confrontation. If a court reads the Espionage Act to apply to journalists, it will be forced to grapple with compelling constitutional arguments that the act is not narrowly
tailored to achieve its purpose and is unconstitutionally vague, and that its use amounts to a selective prosecution or prior restraint. For good reason, the Supreme Court has repeatedly reaffirmed that “state action to punish the publication of truthful information seldom can satisfy constitutional standards.”
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“History teaches us how easily the spectre of a threat to ‘national security’ may be used to justify a wide variety of repressive government actions. A blind acceptance by the courts of the government’s insistence on the need for secrecy, without notice to others, without argument, and without a statement of reasons, would impermissibly compromise the independence of the judiciary and open the door to possible abuse.”

*In re Washington Post Co., 807 F.2d 383, 391-92 (4th Cir. 1986).*

Overclassification is a growing problem that continues to corrode the ability of the U.S. press and public to monitor the actions of their government. In 2014 alone, Executive agencies classified 77,562,436 records. That classification is meant to signify that some level of harm to national security “reasonably could be expected” to result if the records were made public. In reality, many of these documents could be disclosed without any risk to national security whatsoever. As President Obama admitted in defending Hillary Clinton’s mishandling of “classified” information: “There’s classified, and then there’s classified.”

*In Husayn v. Mattis, Yale Law Schools’ Media Freedom and Information Access (MFIA) Clinic* is acting on behalf of a Pro Publica reporter to challenge overclassification in a rather novel context. MFIA was created in 2009 to support the essential work of investigative journalists and to promote government accountability. It is pursuing access to classified records filed in *Husayn* as part of the clinic’s Constitutional Access project, which seeks to enforce and expand the public’s First Amendment right of access to government proceedings and related records.

MFIA asserts in *Husayn* that courts violate the public’s First Amendment right of access to judicial records when they seal records containing information “classified” by the Executive branch, without independently assessing whether the constitutional standard governing court access has been satisfied. Simply deferring to the Executive’s classification determinations violates Constitutional separation of powers, contravenes Supreme Court precedent, and creates a situation ripe for abuse.

**The Scourge of Overclassification**

Overclassification is not a new phenomenon. In 1997, Senator Patrick Moynihan chaired a “Commission on Protecting and Reducing Government Secrecy” to investigate the executive’s procedures of classifying information. The resulting report found that “[s]ome two million Federal officials, civil and military, and another one million persons in industry, had the ability to classify information.” The report discussed at length the dangers of overclassification, which it described as “detrimental to both our democracy and our security.”

The Commission’s conclusion was clear: “There needs to be some check on the unrestrained discretion to create secrets. There needs to be an effective mode of declassification.”

Unfortunately, there has been no such check. The number of classified documents has grown exponentially since 1997, and the government’s attempt to implement meaningful declassification procedures has failed. Today, somewhere between 50 percent and 90 percent of “classified” information is improperly so designated. That percentage varies depending on the topic—the entire field of cyber warfare, for example, is “hideously overclassified,” according to former NSA director Michael Hayden.

Though Executive branch officials are wont to portray overclassification as unintentional, senators with access to classified information have opined otherwise. After calling for declassification of evidence that Russia interfered with the 2016 election, for example, a senator on the Intelligence Committee—Democrat Ron Wyden—explained: “My increasing concern is that classification now is being used much more for political security than for national security.”

Indeed, much of the Senate Intelligence Committee’s study of the CIA’s harsh interrogation program—the Senate Torture Report—focused on the CIA’s intentional misuse of its authority to classify information. The publicly released Executive Summary of that report details how the CIA selectively released classified information that suggested its “enhanced interrogation program” was effective, while withholding the overwhelming body of evidence that suggested otherwise.

The report alleges that the CIA intentionally used this strategy to “counter public criticism, shape public opinion, and avoid congressional action.”

**Husayn v. Mattis**

*Husayn v. Mattis* is the habeas corpus action filed by Guantánamo prisoner Zayn al-Abidin Muhammad Husayn, more commonly known as “Abu Zubaydah.” Abu Zubaydah was one of the first three Guantánamo prisoners, and the primary test subject of the CIA’s torture program. He plays a starring role in the Senate Torture Report, which mentions his name on 199 of the 525 pages of the disclosed Executive Summary.

Abu Zubaydah filed his habeas petition...
petition in the D.C. District Court in 2008, following the Supreme Court’s *Boumediene v. Bush* decision holding that Guantánamo prisoners had the right to habeas corpus.21 His petition remains pending. As of April 2016, the case appeared to have ground to a halt: at that time, there were at least fourteen unresolved motions on the docket, several of which dated back to 2009.22 Some pending motions addressed serious issues such as the CIA’s alleged destruction of evidence;23 others were as trivial as a motion for a status conference.24 Things had become so backed up that, somewhat ironically, one of the pending matters was a motion to recuse the then-presiding Judge Roberts for failing to act on the pending motions.25

Pro Publica reporter Ray Bonner wanted to investigate why the court was ignoring Abu Zubaydah’s case. But systematic sealing of the docket prevented him from doing so— the vast majority of the filings on the *Husayn* docket were entirely unavailable for public inspection. On behalf of Mr. Bonner, MFIA moved to intervene and unseal records in the case last year.26

As MFIA demonstrated in its briefings, Mr. Bonner has a First Amendment right to inspect the records of Abu Zubaydah’s habeas proceeding.27 That right of access is implicit in the guarantees of free speech and freedom of the press.28 As the Supreme Court recognized in *Richmond Newspapers, Inc. v. Virginia*, “guaranteed rights to speak and to publish concerning what takes place at a trial would lose much meaning if access to observe the trial could . . . be foreclosed arbitrarily.”29 While the qualified First Amendment access right initially attached only to criminal trials, the right has since been extended to other contexts, including records filed in Guantánamo habeas proceedings.30 The systematic sealing of Abu Zubaydah’s docket violated Mr. Bonner’s right to inspect those records.

Shortly before MFIA Clinic filed its motion, the case was reassigned from Judge Roberts to Judge Sullivan. Four days after the motion was filed, Judge Sullivan ordered the government to file public versions of the documents Mr. Bonner requested, without even waiting to hear from the government.31 Only then did the government finally post public versions of the previously unavailable filings.

Yet many of the newly released records contain pages upon pages of bizarre redactions. For example, a report from the International Committee of the Red Cross appears on the docket twice as exhibits. In the first instance, the report is released in full;32 in the second, it is completely redacted.33 To take another example, the public version of Abu Zubaydah’s amended petition for writ of habeas corpus contains inexplicable redactions to publicly available information, including the deletion of a direct quotation from a 2007 *Washington Post* article.34

In responding to MFIA’s unsealing motion, the government justifies the factual basis for its redactions in lengthy declarations from Executive officials. But those declarations are in themselves classified—the FBI’s 25-page declaration is completely redacted except for the page numbers.35 The CIA went even further by submitting its declaration *ex-parte* to the court—presumably because even the number of pages in the CIA’s declaration is “classified.”36

The government’s legal argument for withholding information from court records is that the Executive Branch has “exclusive control over classified information.”37 But, as President Trump learned after federal courts struck down his two travel bans, courts have a role to play even within the realm of national security. When the Executive takes actions that burden individuals’ rights guaranteed under the Constitution, the judiciary must decide if the intrusion into those rights is warranted. Where the First Amendment access right applies to court records, the Clinic contends, courts must decide whether disclosing classified information would result in a “substantial probability” of harm to a compelling interest.38 That standard is not automatically met when documents are classified, because documents can be classified if some harm “reasonably could be expected” to result from disclosure,39 a far lower standard than the “substantial probability” of harm required to deny the constitutional access right. Thus, even assuming that information is properly classified, classification is not in itself sufficient to overcome the First Amendment access right.

Of course, courts should afford deference to executive classification decisions—the question is how much difference. In the ongoing *Husayn* case, MFIA Clinic concedes that substantial deference is warranted, but cautions that “deference is not equivalent to acquiescence.”40 And, especially given the well-documented phenomenon of overclassification, courts should review the government’s redactions with a degree of skepticism. At the very least, courts should require the government to present a “logical and plausible” explanation for how disclosure of the information in question could harm national security.41 In a similar context, another D.C. district court held just that in *Dhiab v. Obama*,42 but the D.C. Circuit recently reversed on factual grounds. Unfortunately, the panel’s three fractured opinions provide no precedential guidance on the legal issues present in *Husayn v. Mattis*.

**Dhiab v. Obama**

*Dhiab v. Obama* began when Abu Wa’el (Jihad) Dhiab, then a Guantánamo prisoner, filed a petition for writ of habeas corpus to prevent the government from force-feeding him.43 In support of that petition, Dhiab’s attorney filed under seal a classified video recording of Dhiab being force-fed.44 Sixteen press organizations, through counsel at Levine, Sullivan, Koch, and Schulz, intervened and moved to unseal the videos, asserting the public’s First Amendment right to inspect what had become judicial records.45

In a courageous and well-reasoned opinion, Judge Kessler granted that motion.46 She recognized that the qualified First Amendment right attached to the videos, and the government failed to meet its burden merely by asserting that the video was classified.47 Although she afforded substantial deference to the CIA’s assertions of harm, she found that the government’s concerns either were not “rational or plausible” or amounted to little more than a “heck-
On appeal at the D.C. Circuit, Judges Randolph, Rogers, and Williams reversed on factual grounds, but reached no consensus on the legal issues. The only issue on which the judges agreed was that the government had satisfactorily demonstrated that the government had met its burden to keep the videotapes sealed. The judges reached no consensus, however, on what exactly that burden was, nor how much deference courts should afford to Executive classification decisions. Judge Rogers concluded that classified documents in habeas proceeding are still subject to the qualified First Amendment right of access, Judge Randolph concluded they are not, and Judge Williams found the issue unclear. Therefore, Dhiab provides little-to-no guidance as to how Husayn v. Mattis should be resolved.

Conclusion

The Executive’s role of protecting national security does not invite the judiciary to “abdicate its decision-making responsibility to the executive whenever national security concerns are present.” When the Executive seeks to withhold information that is subject to the public’s First Amendment right of access, the judiciary must verify that disclosing the information in question would entail a “substantial probability” of harm. Given the Executive’s lax classification standards, courts cannot simply defer to the Executive’s classification decisions. Unquestioning deference to a branch that routinely and systematically overclassifies information is unconstitutional.
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