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Jackpot! Presumed Damages Gone Wild—and Unconstitutional

SUSAN E. SEAGER

Las Vegas casino billionaire Steve Wynn recently hit a judicial jackpot in Los Angeles with a $17 million jury award for presumed damages in his slander per se lawsuit against Joe Francis, the volatile creator of the Girls Gone Wild video empire.

Never mind that Wynn presented no evidence that anyone believed Francis’s absurd statement. Even the newsman who reported the statement said he didn’t believe Francis, who blurted in court that he heard that Wynn had threatened to hit Francis “in the back of the head with a shovel and bury him in a hole in the desert,” due to Francis’s $2 million gambling debt. Wynn presented zero evidence to the jury of any actual reputational or economic harm to himself. Yet the judge instructed jurors with the standard California instruction for presumed damages that Wynn was “entitled to receive compensation for this assumed harm in whatever sum you believe is reasonable.” The jury decided $17 million was reasonable for presumed reputational damages, and awarded another $3 million for mental anguish.

In 2007, Illinois Supreme Court Chief Justice Robert Thomas won a $5 million jury award for presumed damages in his libel per se lawsuit against a small Chicago-area newspaper and reporter. The Illinois jury handed out the multimillion-dollar award despite the lack of any independent evidence of reputational or economic harm. To the contrary, reputation witnesses testified that Justice Thomas “still enjoy[ed] a good reputation,” had been honored by bar associations, and elevated to chief justice of the Illinois Supreme Court after the news report.

Posttrial evidentiary challenges to the two presumed damages awards met with little or no success. The trial court rejected Francis’s challenge to the size of the presumed damages award and affirmed the entire $17 million award. Justice Thomas’s presumed damages award was “reduced” as excessive by the trial court from $5 million to $3 million. No First Amendment or due process challenges were made to the presumed damages awards in either case. In sum, these presumed damages awards resemble casino jackpots more than carefully weighed court awards supported by hard evidence and subject to meaningful judicial review.

Presumed damages appear to be gaining popularity with public figures and public officials. In California, Wynn filed another lawsuit for slander per se in September 2014 against hedge fund manager James Chanos. In Illinois, a Chicago trial court judge expressly cited Justice Thomas’s big court win when the trial judge demanded $7 million in his 2011 defamation per se lawsuit, saying he was demanding the jury award won by Justice Thomas (who was awarded

(Continued on page 30)
WHAT CLIENTS WANT

DAVID J. BODNEY

Many things unite us as media lawyers. Perhaps what binds us together the most is our commitment to client service. We serve clients whose role in our democracy, and around the world, could not be more important.

What do media clients expect of their lawyers? What don’t they expect? And how have their expectations changed over the years?

Whether we have practiced communications law for decades or are only now beginning the journey, learning the answers to these three questions can help us serve our clients better. So I posed these questions in turn to three individuals who have dedicated their professional lives to journalism, and to building strong news organizations with their fair share of legal challenges.

A few lessons emerged:

Keep Pace with Changing Technology

“You’ve got to keep up with the changing technology and its implications,” said Sue Clark-Johnson, who served as vice president of Gannett Company’s publishing division and was responsible for more than 100 newspapers, along with websites and magazines.

“The changing technology is changing the very definition of ‘journalist,’” she noted, and the “rapidity of technological change” is not only transforming the content of news but also the legal climate that protects its distribution.

“There’s so much data coming at me, it’s like a Category 5 snowstorm,” said Michael Lacey, who, as executive editor of New Times, built a campus “underground” newspaper into the country’s largest chain of metropolitan newsmagazines with its acquisition of the Village Voice. Lacey described the Internet as “so bang-on stupid on so many levels,” and predicted that it will “drive how print and TV operate.” Consequently, lawyers must play a role in making sure that the Internet’s “dumbing-down” tendencies don’t lead to a lowering of standards for journalists who take their work seriously.

Len Downie, Jr., who began his career in 1964 as a reporter at The Washington Post, rose to become its executive editor and now serves as vice president at large, noted that “the basics [of journalism] haven’t changed very much, but the technology has changed.” As Downie observed, “there are new legal issues associated with the new technology.”

With “tweeting and blog posts not necessarily going through editors,” he added, reporters need to know the legal rules, and lawyers need to understand the changing technology to advise them.

Know Our Newsrooms and Our Business

Downie emphasized the importance of having lawyers who are “immersed in journalism, not just court decisions.” He described the media lawyer’s role as one of “collaboration” and “partnership” with the client. When editors and reporters meet with their counsel, it should not be “like you’re going to the principal’s office,” Downie said. Rather, media attorneys should “enjoy dealing with journalists,” and read what their media clients and journalists at other news organizations are publishing.

“The most interesting job at the paper should be the lawyer’s,” Lacey commented. Assuming the lawyer understood the “formulaic” world of journalism’s “inverted pyramid,” Lacey expected his lawyers to grasp the “laziness of the formula” and help ensure that it’s not replaced by the “laziness of the echo chamber.” To serve media clients well, lawyers need to understand what’s happening in journalism and encourage reporters to “take the extra step and find out what’s really happening” behind the headlines and public records.

“Google, Facebook, YouTube—they’re making the decisions that had been made by journalists,” observed Clark-Johnson. She noted ISIS’s beheadings in the Middle East, and the decision by media outlets to put video footage of atrocities on the web. “Can the lawyers address these issues?” she asked. To handle the work, attorneys must understand the changing news business, and the daily decisions that editors and publishers face across platforms.

Tell Us What You Really Think

“Tell me what you think — what do you THINK?” Clark-Johnson underscored. In today’s economic climate, it is not enough for the lawyer simply to acquaint the client with the risks.
Editors and publishers want to know if they can win a legal battle. If they can’t win, she said, the media client may not want to fight it.

“Don’t tell me ‘on the one hand this, and on the other hand that,’” Lacey said. “I know I’m facing exposure no matter what I do,” he added. “Don’t tell me what I can’t do, but extend the borders of what I can do,” Lacey urged. He said he expects an honest answer to the question, “can you see your way to defend this?”

Of course, the client expects the lawyer to know the law. As Lacey put it: “The lawyer should see every dangerous story in a way I couldn’t see it.” Adds Downie: in pre-publication review, the client expects the lawyer to know “every aspect” of risk, and to identify not just the obvious adversary but also the story’s unintended plaintiffs. Clark-Johnson said the media client certainly needs to know she has “24-hour access” to her attorney – for example, when a reporter gets “thrown out of a city council meeting at seven o’clock at night.”

But the most revealing lesson from these giants of journalism may have been a fourth client expectation.

Help Us with Overall Fairness and Accuracy

Downie said lawyers often think about basic issues of “fairness” and “accuracy,” while reporters and editors may not be looking at the publication in quite the same way. He said a media lawyer should be expected to answer this question from the client: “I know there’s nothing ‘actionable’ in the story, but do you really think it’s fair?” Downie pushed the point, saying “good journalists want to hear about that [fairness issue] from good lawyers.” They want to know, he said, how to get the story published “without legal harm – and be fair and accurate.”

Lacey encapsulated the notion in another way. He described lawyers as “gatekeepers of the accord.” When asked to elaborate, he defined the accord as the “agreement governing the standards” of good reporting, and said lawyers are needed for the “enforcement of the standards.” For example, Lacey said the attorney should be asking whether the reporter and editor have challenged the contradictory information and assumptions in the draft story.

Clark-Johnson, like Downie, underscored the importance of lawyers who can educate their clients. “The educational component, due to the changing role of journalists and technology,” she noted, is essential to client service. With journalists “shooting video and taking pictures as opposed to using only notepad and paper,” there is a critical need to educate the media client. Not only episodic advice about “cameras and cell phones” in court and on the streets but also “periodic training” of media clients is vital.

Oh, and what would really be appreciated, Clark-Johnson added, is a “business model for newspaper survival.”

---
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“Click Here to Accept the Terms of Service”

ALLISON S. BREHM AND CATHY D. LEE

In today’s online-centered world, website owners and website users are necessarily reaching agreements, all the time. These agreements govern a variety of terms, from license agreements to privacy policies to choice of law. Courts typically have grouped these contracts into “clickwrap” or “browsewrap” agreements, depending on the manner in which the consumer has notice of or otherwise assents to the terms of the agreement. Given that the terms usually involve an exchange of rights and obligations between a website owner and user, disputes over the enforceability of such agreements abound.

Many times those disputes receive significant media attention, bringing a company’s particular policies and practices into sharp public focus. Indeed, one such online agreement that garnered media attention recently was Facebook’s data use policy, on which the company relied when defending the social experiment it conducted on hundreds of thousands of users’ newsfeeds. The public outcry that resulted illustrates the importance of clarity and fairness when forming contracts online, particularly when significant rights are at stake—for both the website owners and the users.

This article will address the key features of the most common types of online agreements—clickwrap and browsewrap agreements—the circumstances under which courts have upheld such agreements, and best practices for ensuring the agreements are enforceable.

How Clickwraps and Browsewraps Are Used

Clickwrap and browsewrap agreements differ in presentation and functionality. Clickwrap agreements require a user to affirmatively click a box on the website acknowledging agreement to the terms of service, which are often available in a scrolling text box, before the user is allowed to proceed. Browsewrap agreements have hyperlinked terms of use that are typically found on a separate webpage, which the user does not have to visit to continue using the website or its services.

Whatever the name, these agreements govern a variety of terms, including software licensing, terms of use for utilizing a website, privacy policies, terms of sale, subscriber agreements, and credit card applications. The agreements have real ramifications because they can dictate a variety of terms critical both to users and website owners. Among other things, the agreements may govern where a lawsuit can be adjudicated, whether arbitration will be mandatory, whether a prohibition on copying a website’s content will be enforceable, and whether a provision limiting use of the website for noncommercial purposes will be enforceable.

At bottom, many of these terms are no different from those seen in the brick and mortar world, and thus the basic legal landscape for enforcement is not much different. Indeed, Internet commerce “has not fundamentally changed the principles of contract.”

To determine the enforceability of a clickwrap or browsewrap agreement, courts apply traditional principles of contract law and focus on whether the plaintiffs had reasonable notice of and manifested assent to the agreement. There is no manifestation of assent unless a party intends to engage in the conduct and knows or has reason to know that the other party may infer from his or her conduct that he or she assents.

Against this backdrop, courts have considered the presentation, form, and functionality of browsewrap and clickwrap agreements in determining whether there is a clear manifestation of assent.

Cautionary Tales

Browsewrap Agreements

Generally, courts have declined to enforce browsewrap agreements because the fundamental element of assent is lacking. As an initial matter, because no affirmative action is required by the user to agree to the terms other than use of the website, the validity of a browsewrap turns on whether a user has actual or constructive knowledge of a site’s terms.

For example, in Be In, Inc. v. Google Inc., a social media developer alleged that defendants Google Inc., YouTube, and Google UK breached the CamUp website’s terms of service by visiting the CamUp website to copy and exploit the website for the defendants’ social network platform. The home page of the CamUp website included a link to the “Terms of Service,” which stated that “by using and/or visiting this Website . . . you signify your agreement to these Terms of Use, [and] CamUp’s Privacy Policy.”

A district court in the Northern District of California found that the plaintiff failed to allege a contract was formed because beyond the existence of a hyperlink, there were no other allegations showing that the defendants were on notice that the mere use of the website would be interpreted as an agreement to the terms of service. Specifically, the plaintiff did not allege the size or typeface of the link, the central or obvious location of the link on the webpage, or even the text of the link. Accordingly, the plaintiff’s browsewrap agreement was not binding on the defendants.

The reluctance to hold browsewrap agreements enforceable is further supported by the Ninth Circuit’s recent decision in Nguyen v. Barnes & Noble Inc. In Nguyen, the plaintiff purchased Touchpads on Barnes & Noble’s website, but then was notified that his order had been canceled due to unexpected high demand. The plaintiff filed a class action on behalf of consumers whose Touchpad orders had been canceled,
alleging deceptive business practices and false advertising. Barnes & Noble moved to compel arbitration, based on the arbitration agreement in the website’s terms of use. The district court denied the motion. On appeal, the Ninth Circuit affirmed.

The critical question was whether Nguyen assented to the terms of use—specifically, the arbitration clause. Nguyen had neither clicked the hyperlinked terms of use nor read them.22 Barnes & Noble argued that Nguyen was on constructive notice of the terms. Barnes & Noble contended the placement of an underlined, color-contrasting hyperlink that read “Terms of Use” on the bottom left of every page on the Barnes & Noble website, and the hyperlink’s close proximity to the buttons a user must click on to complete an online purchase, were enough to place a reasonably prudent user on constructive notice.24 The court disagreed, concluding that the proximity and conspicuousness of the hyperlink alone is not enough to give rise to constructive notice. The court instructed that a textual notice of the terms of use, such as a final checkout screen reminding the user to review the terms, would likely give rise to sufficient notice.25 In so holding, the court cautioned that website owners must ensure their sites put users on notice of any binding contractual terms in light of the “range of technological savvy of online purchasers.”26

Despite the fact that browsewraps are typically held unenforceable, one court recently deemed a browswrap enforceable. In AvePoint, Inc. v. Power Tools, Inc., the “Terms and Conditions” provided that “[u]ser[s] may access, print and download materials and information on this Site solely for personal and noncommercial use.”27 The plaintiff alleged that the defendant breached the terms and conditions in its browswrap agreement by downloading a copy of the plaintiff’s software for competitive and commercial purposes. The defendant moved to dismiss on the grounds that the plaintiff had not alleged an enforceable contract.28

A district court in the Western District of Virginia disagreed. The court reasoned that the plaintiff alleged additional facts to support that the defendant had actual or constructive knowledge of the terms and conditions, instead of merely alleging the existence of a link at the bottom of the plaintiff’s website. Specifically, the plaintiff contended that the fact that the defendant went to the trouble of creating a fictitious profile and e-mail account to download the software suggested that the defendant knew about the terms and conditions and was aware that they prohibit users from downloading materials for commercial use. The plaintiff also claimed that because the defendant had a similar browswrap agreement on its own website that restricts the use of downloaded software, the defendant should have known that the plaintiff’s website had similar terms.29

AvePoint demonstrates that while browswrap agreements are generally not enforceable, courts may enforce such agreements when there are factual allegations—indeed, independent of the presentation of the agreement on the website—that support a user’s actual or constructive knowledge of a site’s terms and conditions.

**Clickwrap Agreements**

Unlike browswrap agreements, courts have routinely upheld clickwrap agreements.30 The enforceability of these agreements turns not on the label of “clickwrap,” but rather whether the party had constructive notice of the terms of the agreement and thus agreed to be bound by them.31

A Tenth Circuit decision from 2012, Hancock v. American Telephone & Telegraph Co., illustrates this principle.32 In Hancock, AT&T consumers argued that the clickwrap agreement did not give them notice of and meaningful opportunity to assent to the forum selection and arbitration clauses in the terms of service. AT&T technicians presented customers with a printed copy of the terms and gave customers an opportunity to review the terms, to which customers agreed by clicking on the “I Acknowledge” button on the technician’s laptop for the TV/voice terms.33 Customers also clicked on the “I Agree” button to manifest assent to the Internet terms, which customers had an opportunity to review in a scrolling text box.34 The court found the clickwrap agreements enforceable.35

Clickwrap agreements have been enforced even when the consumer did not read the agreement. For example, in Davis v. HSBC Bank Nevada, N.A., the plaintiff alleged that HSBC and Best Buy defrauded customers by offering credit cards without disclosing an annual fee.36 After reading an advertisement stating that applicants would receive a $25 reward certificate, the plaintiff decided to apply for the credit card. While applying, the plaintiff was directed to the terms and conditions, which were available in a scrolling text box on Best Buy’s website. The plaintiff did not read the terms, but he checked the box stating that he agreed to the terms and conditions. After the plaintiff’s application was approved, the plaintiff received his credit card and an “Additional Disclosure Statement.” Upon reading the latter, the plaintiff learned that there was a $59 annual fee for using the card. At that point, the plaintiff revisited Best Buy’s website and discovered the annual fee.37

The plaintiff filed a class action complaint alleging false advertising, fraudulent concealment, and unfair competition. The plaintiff contended that the relevant portions of the terms and conditions were not visible without scrolling down.38 The Ninth Circuit affirmed the dismissal of the plaintiff’s complaint with prejudice.39 The court found that the plaintiff’s failure to read the terms and conditions before checking the box accepting the terms irrelevant to determining enforceability. The court reasoned that the annual fee was “within [the plaintiff’s] observation” because he was able to discover it when he revisited Best Buy’s website and scrolled through the terms and conditions.40

**Hybrid Clickwrap-Browswrap Agreements**

Online agreements do not always fit neatly within the clickwrap or browsewrap categories. Sometimes, the agreements display features of both. In Fieja v. Facebook, Inc., the District Court for the Southern District of New York considered the enforceability of the forum selection clause in the hybrid clickwrap-browswrap agreement between Facebook and its user, requiring that all disputes be litigated in California.41

The Facebook page stated, “By clicking Sign Up, you are indicating that you have read and agree to
The more an online agreement resembles a traditional clickwrap agreement, the more willing courts are to find constructive assent.

The court commented that Facebook’s terms of use are like a browsewrap in that the terms are only visible via a hyperlink, but also like a clickwrap in that the user must click “Sign Up” to assent to the hyperlinked terms. The court analogized Facebook’s terms to a sign next to a bin of apples that says, “By picking up this apple, you consent to the terms of sale by this fruit stand. For those terms, turn over the sign.” Applying that analogy to the instant case, the court saw no reason why the agreement should not be upheld simply because Facebook’s terms of use appear on another screen. The court concluded that the Facebook user consented to Facebook’s terms of use and also to the forum selection clause therein, and thus granted Facebook’s motion to transfer to the Northern District of California.

Fleja shows that the more an online agreement resembles a traditional clickwrap agreement, the more willing courts are to find the notice necessary to give rise to constructive assent. Specifically, a major factor for the Fleja court in holding the agreement enforceable was that Facebook informed the user of the consequences of clicking “Sign Up,” and showed the user where to click to understand those consequences.

Another recent case signals the enforceability of these hybrid agreements. In Tompkins v. 23andMe, Inc., a district court in the Northern District of California determined that just because the hyperlinked terms of service were not presented in the same screen does not mean that customers lacked adequate notice of the agreement. After the Food and Drug Administration informed the defendant that it was violating the law by selling genetics services without approval, the plaintiffs brought class actions alleging false advertising, unfair competition, and consumer protection claims. The plaintiffs’ receipt of genetic information took place in two steps: (1) the plaintiffs bought DNA kits online from the defendant, and (2) the plaintiffs created accounts and registered their DNA kits online and sent DNA samples to the defendant.

At the purchasing stage, the terms of service were accessible via a hyperlink at the bottom of the defendant’s homepage under “LEGAL,” but customers were not required to view the terms or to click to accept the terms. At the subsequent account creation and registration stage, the webpage required customers to check a box next to the statement, “Yes, I have read and agree to the [blue hyperlinked] Terms of Service and Privacy Statement.”

The defendant filed a motion to compel arbitration, arguing that the arbitration provision in the terms of service was enforceable. The court concluded that the plaintiffs had not agreed to the terms of service at the purchasing stage, but that the terms of service took effect upon the account creation and registration stage. After considering various defenses to arbitrability, the court granted the defendant’s motion to compel arbitration.

One recent case underscores that the visibility of the hyperlink to an agreement is critical in determining enforceability. In Harris v. comScore, Inc., before consumers could download and install comScore’s software, the purchasers had to click a box acknowledging that they agreed to the terms of the license agreement, which terms could be accessed through a hyperlink. The terms contained a forum selection clause. A dispute arose when the plaintiffs claimed that comScore had improperly obtained and used personal information from the plaintiffs’ computers after they downloaded and installed the software.

The defendant moved to dismiss the plaintiffs’ complaint on the ground of improper venue, claiming the dispute should be adjudicated in Virginia because of the forum selection clause in the license agreement. The plaintiffs disagreed, contending that the terms of service were obscured during the installation process in such a way that the average consumer would not notice the hyperlinked terms.

The court agreed with the plaintiffs, explaining that the defendant had not provided sufficient detail about how the hyperlinked agreement was presented to the user. It was not clear that the user could reasonably find the hyperlink to the terms or manifest assent to it during the installation process. The court noted that it must accept the complaint’s factual allegations as true, and thus declined to infer that clicking a box acknowledging that a user had read an agreement indicates that the agreement was reasonably available to the user, particularly when the plaintiffs alleged that the hyperlink to the agreement was obscured. The court concluded that the forum selection clause was not reasonably communicated and denied the defendant’s motion.

Best Practices for Ensuring Enforceability

A review of the decisions addressing online agreements—whether clickwraps, browsewraps, or a combination of both—reveals that there are a variety of ways to increase the likelihood that the agreements will be enforced, and these can be easily followed by website owners:

• There is a check-box that users must click adjacent to an affirmation similar to, “By clicking on the box, you are indicating that you have read and agree to the Terms of Use”;
• The webpage is designed so that if the user does not check the box manifesting assent to the terms, the user cannot proceed in the transaction;
• In addition to a check-box that users must click, the terms of use are available either in a nearby scrolling text box or a nearby hyperlink;
• Any hyperlink of the terms is obvious, e.g., “Terms of Use” is underlined and has decent size lettering and visible coloring (not small lettering and not obfuscatory coloring);
• Any hyperlink of the terms has
a central or obvious location on the webpage, e.g., the hyperlink is directly below the “I Agree” button (not relegated to the bottom of the webpage, which would require the user to scroll down to a submerged portion of the webpage);

- Any hyperlink of the terms immediately displays the terms (instead of requiring the user to click on a series of hyperlinks to view the terms);
- The terms of use are evident in every webpage on the website (rather than visible on only one webpage), in addition to requiring users to attest that they have read the terms of use;
- The terms are in readable font (at least 12 point); and
- The agreement contains all requisite elements of an enforceable contract (e.g., consideration, sufficiently definite material terms, etc.).\(^{58}\)

Both website owners and users stand to benefit from such clear presentation of the terms. The owners have more certainty in knowing that the agreements will be upheld, and the users have a greater understanding of the terms dictating their use of the website or any commercial transaction. Ultimately, the more that an agreement looks like a clickwrap (i.e., requiring users to check the box next to the statement, “I have read and agree to the Terms of Use”), the more willing courts will be to find the notice necessary to give rise to constructive assent and enforce the agreement.\(^{59}\)

Endnotes

1. The phrases “terms of use” and “terms of service” are often used interchangeably. See Be In, Inc. v. Google Inc., No. 12-CV-03373-LHK, 2013 WL 5568706, at *6 (N.D. Cal. Oct. 9, 2013).
6. Id. at *8.
16. Be In, 2013 WL 5568706, at *6 (citing Restatement (Second) of Contracts § 19 (1981)).
20. Id. at *8.
21. Id. at *9.
22. 763 F.3d 1171, 1173 (9th Cir. 2014).
23. Id. at 1174.
24. Id. at 1177.
25. Id. at 1178.
26. Id. at 1179.
28. Id. at 509.
29. Id. at 510–11.
32. 701 F.3d 1248, 1251 (10th Cir. 2012).
33. Id. at 1253.
34. Id. at 1254.
35. Id. at 1258.
36. 691 F.3d 1152, 1157 (9th Cir. 2012).
37. Id. at 1158.
38. Id. at 1159–60.
39. Id. at 1159, 1171.
40. Id. at 1163.
42. Id. at 835.
43. Id. at 838.
44. Id. at 839.
45. Id. at 841.
47. Fteja, 841 F. Supp. 2d at 840.
49. Id. at *1–2.
50. Id. at *3.
51. Id. at *2–3.
52. Id. at *3.
53. Id. at *1, *5.
55. Id. at 925.
56. Id. at 925–26.
57. Id. at 926–28.
58. See Davis v. HSBC Bank Nev., N.A., 691 F.3d 1152, 1158 (9th Cir. 2012);
59. See Davis v. HSBC Bank Nev., N.A., 691 F.3d 1152, 1158 (9th Cir. 2012);

Ninth Circuit Court of Appeals Holds that Communications Decency Act Does Not Bar Actions against Website Operators for Failure to Warn

ROBERT L. ROGERS III

For years, courts across the United States have consistently held that the Communications Decency Act (CDA) immunizes website operators from liability for negligently failing to protect website users from other website users. However, in a recent opinion reversing the dismissal of a negligent failure to warn action against modelmayhem.com, the Ninth Circuit Court of Appeals carved out a dangerous exception to this CDA immunity that may be exploited by plaintiffs who seek to shift liability to website operators for injuries caused by other website users.

Claims Asserted against Internet Brands by “Jane Doe No. 14”

Doe No. 14 v. Internet Brands, Inc. involves disturbing allegations about the rape of a member of modelmayhem.com. Model Mayhem is “a networking site for professional and aspiring models to market their services” owned and operated by the defendant, Internet Brands. It has over 600,000 members. The plaintiff, “Jane Doe No. 14,” an aspiring model who listed contact information on the Model Mayhem site, claims that nondefendants Lavont Flanders and Emerson Callum found her profile on the website, contacted her in 2011, and falsely claimed to be talent scouts. She further claims that they lured her to an “audition,” drugged her, raped her, and filmed the rape with the intent to sell the recording as pornography.

Doe further asserts that Flanders and Callum had drugged, raped, and filmed the rapes of other models before they assaulted her. She contends that Internet Brands knew about these activities for years, as they had sued the prior owner of the website in 2010 for “failing to disclose the potential for civil suits arising from the activities of Flanders and Callum.” In fact, Flanders and Callum were convicted and sentenced to life in prison in 2012 for drugging and raping models, filming the rapes, and selling the films as pornography.

In her lawsuit against Internet Brands, the plaintiff asserted a single count for negligent failure to warn under California common law. The U.S. District Court for the Central District of California dismissed Doe’s action with prejudice solely on the grounds that Internet Brands was immune from her claim under the CDA. However, the Ninth Circuit Court of Appeals reversed, holding that Doe’s failure to warn action was not barred by the CDA because she “does not seek to hold Internet Brands liable as a ‘publisher or speaker’ of content someone posted on the Model Mayhem website.”

The Ninth Circuit’s decision in Doe No. 14 turned on several unique facts that appear infrequently in cases in which website operators seek defensive protection under the CDA. However, the court’s broad holding could be exploited by future plaintiffs seeking to avoid limitations imposed by the CDA in a wider variety of actions against website operators.

CDA Section 230 and Liability of Website Operators

The CDA immunizes website operators for content posted on their websites by others by prohibiting providers of “interactive computer services” from being treated as “the publisher or speaker of any information provided by another information content provider.” The CDA also immunizes website operators for their editorial activities, including actions to “restrict access to or availability of material that [they] consider[] to be obscene, lewd, lascivious, filthy, excessively violent, harassing, or otherwise objectionable.”

Courts have construed these provisions to bar lawsuits seeking to hold website operators liable for their “exercise of a publisher’s traditional editorial functions—such as deciding whether to publish, withdraw, postpone, or alter content.” Courts have also long held that website operators are not liable for defamatory posts by website users merely because they invite visitors to post potentially defamatory statements, even if they refuse to remove offensive or defamatory content from their sites.

Ninth Circuit’s Holding in Doe No. 14

In Doe No. 14, the Ninth Circuit refused to apply CDA protection to Internet Brands because of two unusual facts that the court believed distinguished Doe’s negligence action from others rejected under CDA analysis.

First, Flanders and Callum did not post content on the Model Mayhem website. Instead, they trolled models’ profiles posted on the website looking for potential rape victims and contacted the models directly, without posting messages on the website. The Ninth Circuit therefore observed that Doe “does not seek to hold Internet Brands liable as a ‘publisher or speaker’ of content someone posted on the Model Mayhem website, or for Internet Brands’ failure to remove content posted on the website.” Instead, Doe attempts to hold...
Internet Brands liable only “for failing to warn her about how third parties targeted and lured victims through Model Mayhem,” either by posting a notice about Flanders and Callum on the Model Mayhem website, or by sending its 600,000 users an e-mail warning them about Flanders and Callum.15

Second, Internet Brands knew before Doe was raped about “the potential for civil suits arising from the activities of Flanders and Callum” in relation to other models who had posted profiles on the Model Mayhem website.16 In other words, Internet Brands knew before Doe was drugged and raped that other models had claimed they were drugged and raped by Flanders and Callum.

Based on these facts, the Ninth Circuit held that the CDA does not bar Doe’s negligent failure to warn action because:

Posting or emailing such a warning could be deemed an act of publishing information, but section 230(c)(1) bars only liability that treats a website as a publisher or speaker of content provided by someone else: in the words of the statute, “information provided by another information content provider.” A post or email warning that Internet Brands generated would involve only content that Internet Brands itself produced. An alleged tort based on a duty that would require such a self-produced warning therefore falls outside of section 230(c)(1). In sum, Jane Doe’s negligent failure to warn claim does not seek to hold Internet Brands liable as the “publisher or speaker of any information provided by another information content provider.”17

The Ninth Circuit further opined that the “core policies” underlying the CDA—to prevent litigation against website operators from chilling third-party content because her “failure to warn claim has nothing to do with Internet Brands’ efforts, or lack thereof, to edit or remove user generated content.”19 Notably, the court conceded that its decision could have a chilling effect on the Internet by increasing the expense of operating an Internet business, but it characterized that chilling effect as “marginal.”20

The court also characterized the CDA provisions immunizing website operators from tort claims as “narrow,” and held that “[b]arring Jane Doe’s failure to warn claim would stretch the CDA beyond its narrow language and purpose.”21

**Erroneous Holdings in Doe No. 14 and Their Impact on Website Operators**

The Ninth Circuit’s decision in *Doe No. 14* contradicts a long line of cases holding not only that the CDA immunity provisions are to be construed broadly, but also that the CDA bars negligence actions seeking relief for failure to warn or protect.22 The court also places mistaken emphasis on Flanders and Callum’s decision to communicate directly with Doe instead of through the Model Mayhem website. Its holding should also be questioned for suggesting that website operators will be only “marginally” affected by its ruling.

**Immunity for Editorial Decision to Publish Warning on Website**

Courts in other circuits have long held that the CDA immunizes website operators for actions claiming that they negligently failed to protect website users from harm caused by other users. For example, in *Green v. America Online (AOL)*, the Third Circuit held that the CDA immunized AOL from liability for negligently failing to police its services and protect one of its users from another user who transmitted a “punter” signal that disabled the plaintiff’s computer, even after the plaintiff complained to AOL about the activity.23 In *Doe v. MySpace, Inc.*, the Fifth Circuit held that the CDA immunized MySpace from liability for negligently failing to “institute and enforce appropriate security measures” that would have prevented an underage user from meeting and being sexually assaulted by another user.24 In *Beckman v. Match.com*, the U.S. District Court for the District of Nevada held that the CDA immunized Match.com from liability for negligently failing to warn and protect a user “from individuals trolling the website to further criminal activity,” including an alleged “serial murderer” who brutally attacked the plaintiff after the two met through the website.25

One might argue that each of these cases can be distinguished from *Doe No. 14* because Flanders and Callum never posted content on the Model Mayhem website, whereas the sender of the punter signal in *Green*, the alleged rapist in *MySpace*, and the “serial murderer” in *Beckman* all posted content on the websites at issue. But this distinction is irrelevant. The CDA’s protections do not apply solely to defamation actions seeking relief for statements posted on websites by users.26 The CDA also immunizes website operators for other functions related to their management of their websites, including actions taken to enable users to restrict access to their own content.27

The CDA’s protections do not apply solely to defamation actions seeking relief for statements posted on websites by users.

Other circuit courts have construed the CDA broadly to immunize website operators from liability for their “exercise of a publisher’s traditional editorial functions—such as deciding whether to publish, withdraw, postpone, or alter content.”28 Few decisions could be more quintessentially related to Internet Brands’ traditional editorial functions than its decision about whether to post a message on modelmayhem.com about possible harm posed to users by Flanders and Callum.

The Ninth Circuit therefore was not compelled by the CDA to reject the immunity recognized by the district court simply because Flanders and Callum never posted content on
The implications and potential burdens imposed on website operators by the decision are far-reaching and considerable.

Considerable Chilling Effect of Doe No. 14
One must also question the Ninth Circuit’s dismissal of the potential chilling effect of its decision and its impact on the operation of websites as “marginal.” The court seemed reassured in reaching this conclusion by the fact that Internet Brands could have protected Doe, and thereby avoided the lawsuit, merely by sending a single e-mail or posting a single message on its website about two specific persons known to have been accused of violent crimes. But the implications and potential burdens imposed on website operators by the decision are far-reaching and considerable. Even Doe’s own reasoning leads inescapably to the conclusion that the burden posed by the court’s decision is more than “marginal.”

Take first only the facts alleged by Doe against Internet Brands. She alleges, not that Internet Brands knew that Flanders and Callum had actually drugged and raped other users of the Model Mayhem website, but instead that Internet Brands knew that other members of the website had claimed Flanders and Callum drugged and raped them. Although Flanders and Callum had been arrested on charges related to such crimes in 2007, those charges were dropped, and Flanders and Callum were not actually convicted of drugging and raping any women until December 2011.

Therefore, before Internet Brands could have e-mailed or posted any statement about Flanders and Callum, it would have had to investigate the claims made by other users. Such an investigation would have required an exertion of time, energy, and financial resources by Internet Brands that would have been more than “marginal.” Furthermore, even if Internet Brands had concluded after such an investigation that Flanders and Callum had actually committed the crimes, Internet Brands would have had to weigh the risk of exposing itself to liability for potential defamation claims by Flanders and Callum if Internet Brands chose to warn its users about them (because the CDA clearly would not have shielded Internet Brands from liability for any statements it made about Flanders and Callum to its users).

When one looks beyond the unique facts of this specific lawsuit, the large burden imposed by the court’s decision becomes more clear. A website like Model Mayhem with 600,000 members could easily receive hundreds or thousands of complaints about persons with whom those members connected through the website. Must Internet Brands investigate all of those complaints, in order to determine which ones merit a warning to its users and which ones do not? Is Internet Brands required to risk liability for defaming the subjects of those complaints, simply to warn users of its website about potential risks posed by such persons, based simply on the conclusion of investigations that may be mistaken? The framers of the CDA could not have wanted website operators to be compelled to make such expensive investigations or to expose themselves to such liability. The costs of such investigations and liability—particularly for websites like Match.com designed to connect strangers for romantic interactions—could easily deter such websites from operating. The chilling effect of the Ninth Circuit’s decision in Doe No. 14 is therefore anything but marginal.

Conclusion
The Ninth Circuit seems to suggest that any failure to warn action, including those not involving rapists or violent crimes, is not subject to CDA immunity. Plaintiffs will therefore probably be tempted to try to extend the reach of the Ninth Circuit’s holding beyond the unique facts of Doe No. 14. The chilling effect on the operation of websites could be great if other courts continue to chip away at CDA immunity.
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Cloud-Based Public Records Pose New Challenges for Access

STEVE ZANSBERG

New York Governor Andrew Cuomo authorizes all state employees to destroy tens of thousands of e-mail records in which public business is discussed.1 Florida Governor Rick Scott and his staff use “private” Gmail accounts to keep their official communications from being publicly scrutinized on the governor’s highly touted “Project Sunburst” transparency website.2 Pennsylvania Governor Tom Corbett deletes his e-mails every two weeks, specifically so that they will not be subject to that state’s Right to Know Law (RTKL).3 Corbett’s key higher education adviser deleted his e-mails daily and later resigned after he responded to RTKL requests by producing only five e-mails for his entire first year in office.4 Colorado’s state legislature adopts a “read and delete” policy for all legislative staff e-mails.5 It seems every day brings forth another crafty maneuver by government officials to evade accountability and transparency mandates through data destruction, manipulation, or obfuscation.6

More information concerning the operations of government is being generated on a daily basis today than at any time previously—for example, in the predigital age, when pen, paper, and typewriter were the methods of written communications.7 And, in many instances, the cost of providing copies of that information has plummeted to practically zero. Yet, despite the exponential growth in the amount of data and the ease of storing and accessing it, ironically, these communications and data storage technologies have simultaneously raised new barriers to citizens’ ability to inspect those records under freedom of information (FOI) laws.

This article examines three related issues that digitized government records pose for citizens and journalists who wish to mine the burgeoning data repository to keep tabs on “what their government is up to”:9 (1) are e-mails and texts discussing public business, that are exchanged or housed on nongovernmental servers or devices, subject to disclosure under open records laws?; (2) what obligation do government employees have to retain e-mails and other electronically stored information so that they are available for inspection?; and (3) are citizens entitled to inspect and obtain copies of digital records in their “native format,” including database files and “metadata”?

Control: Whose Records Are They? Government entities across the nation are allowing, and even encouraging, public employees to utilize handheld devices not paid for by the government to communicate about public business; these governmental bodies are also retaining third-party vendors (e.g., Gmail, Yahoo!, etc.) to provide and maintain e-mail or text messaging accounts that are completely separate from, and inaccessible to, government servers.10 Thus, increasingly, courts and state attorneys general are being called upon to answer whether electronic records housed on such “private” communications devices and servers are subject to the states’ public records statutes, or are simply beyond their reach.

As with many issues discussed in this article, the application (or non-application) of various records laws to a particular category of record (here, e-mails discussing “public business” that are housed exclusively on a nongovernmental server or device) depends, in large part, on how the relevant statute defines “public record.” Most states have a version of a definition that defines public records as (1) any “writing,” usually defined quite broadly to include any written communication “regardless of physical form or characteristics”; (2) that is “made, maintained, or kept” by a government employee or over which a government agency has either physical custody or a right of access; and (3) whose content bears some logical connection to the conduct of public business.12 Thus, electronic communications that address “purely private,” nongovernmental matters, have been found not to be “public records,” even if they are exchanged over, and/or housed upon, government-funded communications devices (because all three conditions above must be satisfied).13

This article addresses whether the converse is true: is a record that is “made, maintained, or kept” by a government employee, acting in an official capacity, and whose content does concern his or her official conduct, a “public record” even though it does not reside (and perhaps never did reside) on a government-provided or–funded device or data repository? (See table 1.)

There are two subcategories within public business records kept on privately funded systems: (1) records kept or maintained on a server or in a records repository operated and controlled by an “outside vendor,” beyond the physical possession or actual custody of the government (e.g., Gmail, Verizon, BlackBerry, or Sprint Communications) but on behalf of a government agency; and (2) records kept or maintained exclusively in a “personal” account or device belonging to a public official or employee.
but not accessible to the government employer, other than through that official’s or employee’s consent. Both sets of cases will be discussed below.

Under traditional notions of which public records “belong” to the government, and therefore to the public, the answer to the question posed above Table 1 is emphatically and unequivocally, “yes.” To understand why, you need only consider how the answer would be determined in another context, before the advent of electronic communications. Suppose a governor, mayor, or city police chief transmits official government communications—e.g., orders or directives to subordinate public employees or policy statements to constituents—using his or her own personal stationery (not official government letterhead), envelope, and stamps, and thereafter maintains copies of all such written correspondence only in a personal filing cabinet at his or her private residence or, alternatively, off government premises at a privately owned document warehouse. Without question, all such writings were (1) “made, maintained, or kept” by a government official, acting in his or her official capacity; (2) their content is directly related to official governmental functions; and (3) those writings are within the possession, custody, or control of the government employee (and therefore, under the traditional rules of agency, are available to the government employer). Thus, under the three-part test that generally applies under public records statutes, those writings—though not transmitted via, nor stored within, government-provided media—are nonetheless “public records.” Not surprisingly, several courts that have addressed this question in the context of digitized records have resorted, by analogy, to “life before the digital era,” and have reached the same conclusion.16

The key question in these cases—whether e-mails (and other electronic records) stored on servers and/or devices not owned by the government—turns, in large measure, on whether under the applicable statutory text those records are deemed to be within the possession, custody, or control of the government entity from whom the records are sought. With respect to the records residing only on individuals’ “personal” accounts or devices, there is also an ancillary question whether a governmental search of a government official’s or employee’s “personal” account and/or device would constitute an unreasonable search or seizure in violation of the Fourth Amendment.

### Table 1: Public vs. Private Records

<table>
<thead>
<tr>
<th>Location of the Record</th>
<th>Content of the Record</th>
</tr>
</thead>
<tbody>
<tr>
<td><strong>Purely “Private” No Official Business</strong></td>
<td><strong>Public Business</strong></td>
</tr>
<tr>
<td>On Publicly Funded Device or System</td>
<td>(Generally) Not a Public Record15</td>
</tr>
<tr>
<td>On Privately Funded Device or System</td>
<td>Not a Public Record</td>
</tr>
<tr>
<td>On Third-Party Vendor’s System</td>
<td></td>
</tr>
<tr>
<td>On Government Employee’s “Personal” Drive</td>
<td></td>
</tr>
</tbody>
</table>

**“We’d Love to Give You Those Records, but We Don’t Have Them”**

There is a fair degree of consensus in the case law that public records stored on nongovernmental accounts on behalf of the government entity, to which the government retains a contractual right of access, are that entity’s public records. Flagg v. City of Detroit17 provides one of the most extensive and well-reasoned explanations of why e-mails, text messages, and other electronic “public records” maintained by a third-party vendor for the benefit of a government entity are within the “control” of the government, and are therefore required to be produced by that government entity in response to a records request.

Flagg involved a records request under civil discovery rules on the City of Detroit for text messages sent or received by former Mayor Kwame Kilpatrick, all of which resided in a message archive on the servers of Skytel, a private messaging service provider. None of the messages at issue resided on any city-owned server. U.S. District Court Judge Gerald E. Rosen found that because, presumably, the city had a contractual right to access the archived messages maintained by SkyTel, the city had sufficient “control” over those messages to require the city to produce them in response to a records request. Although the ruling arose under the federal rules governing civil discovery, the court expressly drew upon case law applying Michigan’s Freedom of Information Act (FOIA):

Because at least some of the text messages maintained by SkyTel are “public records” within the meaning of Michigan’s FOIA, it would be problematic, to say the least, to conclude that the City lacks a legal right to obtain those records as necessary to discharge its statutory duty of disclosure. Such a conclusion also would be contrary to the pertinent Michigan case law. First, the Michigan courts have
held that the FOIA duty of disclosure, like the Rule 34 duty of production, extends to public records within the possession or control of a public body.\(^{18}\)

After summarizing that case law, the court concluded:

[Case law applying Michigan’s FOIA] provides a compelling basis for concluding that the Defendant City has control, within the meaning of Rule 34(a)(1), over any “public records” that might be retained by third party SkyTel under its contract with the City.

[While the record does not disclose the terms of the City’s contracts with SkyTel, . . . the Court assumes that the City has at least some sort of contractual right of access to the text messages preserved by SkyTel in the course of its contractual relationship with the City.]

Thus, in jurisdictions where the definition of “public records” or “agency records” includes an explicit or implicit “possession, custody, or control” criterion, the fact that a government entity has a contractual right to access records maintained on its behalf by an outside vendor (whether a paper records “cold storage” warehouse, or a cloud-based provider like Gmail) should require the government entity to exercise its right of access to make available such records in response to a request for inspection from the public.

This approach has been followed by courts applying the federal FOIA, which provides public access only to “agency records” but does not define what is an agency record.\(^{20}\) Under that statute, several courts have held that when an executive branch agency has the right to obtain a document from a nongovernmental outside vendor, the agency has “constructive control” over such records, rendering them “agency records” subject to the FOIA.\(^{21}\)

“Those Records Belong to Me, Not to My Government Employer”

The far more contentious issue to date is whether records discussing public business maintained exclusively on an individual government official’s personal account and/or device is a public record of the government employer. As demonstrated below, the majority of courts that have addressed the issue have determined that all records generated or received by a public official acting in his or her official capacity, in which official public business is discussed, are the appropriate “property” of the government employer; thus, such records, even if housed on nongovernmental devices or accounts, should properly be deemed the public records of the government, not the individual. However, not all courts have reached this conclusion.

Applying the federal FOIA, one federal court held that e-mails maintained by a government employee exclusively in his nongovernmental (university) account were not “agency records” because they were not within the agency’s “control” as defined by the court.\(^{22}\) This ruling is at odds with other courts’ recognition that there is “no basis” in the FOIA or its legislative history to view an agency employee as “distinct from his [or her] department [or agency] for FOIA purposes.”\(^{23}\) Under these precedents, if a federal agency employee creates, receives, or maintains an electronic record in the course of fulfilling or carrying out his or her duties on behalf of the agency,\(^{24}\) those records are subject to a FOIA request on the agency, even if the record is maintained exclusively in the employee’s “personal” account or device.\(^{25}\) Summarizing this body of case law, two commentators recently concluded: “Common sense, case law, and FOIA’s plain language compel the conclusion that, irrespective of federal executive branch agencies’ employees’ reasons for using personal e-mail accounts or personal communications devices to conduct agency-related business within the scope of their employment, their work-related communications must be subject to FOIA’s disclosure provisions.”\(^{26}\)

Judges in nine states (Alaska, Arizona, Arkansas, Illinois, New York, Ohio, Pennsylvania, Virginia, and Washington)\(^{27}\) and the District of Columbia have held that if the content of an e-mail, text message, or other electronic record sent or received by a government employee relates to the conduct of governmental business, it is subject to those states’ open records acts; the actual physical location of such a writing is immaterial.

In July 2014, the Superior Court for the District of Columbia, applying D.C.’s FOIA,\(^{28}\) held that D.C. councilmembers’ e-mails maintained exclusively on so-called “private” accounts were public records subject to the Act.\(^{29}\) Judge Stuart G. Nash held that e-mails of Dianne Barnes, maintained in her personal e-mail account while acting in her capacity as commissioner of D.C.’s Advisory Neighborhood Commission, were “prepared, owned, used, in the possession of, or retained by a public body” and were therefore “public records” of the Commission under the Act.

In addition to the above judicial opinions, the attorneys general in 10 states (Alaska, Florida, Illinois, Maryland, New Mexico, North Dakota, Oklahoma, Oregon, Texas, and Wisconsin) have issued formal opinions stating that e-mail messages created, sent, or received by government officials that discuss public business are public records under those states’ FOI laws, regardless of the physical location or records repository where such e-mail messages reside.\(^{30}\)

Recently, the Texas Court of Appeals twice addressed whether e-mails of government employees maintained exclusively in personal accounts are subject to that state’s Public Information Act (PIA).\(^{31}\) In Adkisson v. Abbott, the court of appeals affirmed both the Texas attorney general’s and the Travis County District Court’s ruling that a county commissioner’s e-mails in which he discussed public business were public records under the PIA.\(^{32}\)

If the information in the official-capacity e-mails contained in the Commissioner’s personal e-mail accounts 1) is collected, assembled, or maintained for the County; 2) is connected “with the transaction of official business” for the County; and 3) the County either owns or has a right of access to the information, then the information is...
public information under the statutory definition.33

Commissioner Adkisson did not contest that the e-mails requested by the San Antonio Express-News were connected with the transaction of official business; instead, he argued that they were not collected, assembled, or maintained for Bexar County and that Bexar County had no right to access his official-capacity e-mails stored off of county computers.34 The court rejected Adkisson’s first argument:

To conclude otherwise would lead to the absurd result that the Commissioner could conduct all his official County business correspondence through his personal e-mail accounts without it being subject to the PIA, even if the same correspondence would be subject to the PIA if he used his County e-mail account.35

Relying on the county’s records management administrative policy, the court further concluded that:

any local government records collected, assembled, or maintained in the Commissioner’s e-mail accounts belongs to the County, not to the Commissioner in his individual capacity. Conducting County business through a personal e-mail account instead of through an official County e-mail account does not change the County’s ownership of the local government records created or received by the Commissioner as a County government officer.36

The court also rejected Adkisson’s claim that inspection of the official business e-mails in his personal account would constitute an invasion of his personal privacy, noting that Adkisson had failed “to explain how the release of documents concerning the transaction of official business could be confidential.”37

But how much pressure can a government agency bring on its employees to provide the records that reside entirely outside of the government’s filing systems? In the second of the two rulings, the Texas Court of Appeals answered by saying, essentially, “none.” After a citizen, Stephanie Allala, asked to inspect the e-mails of the City of El Paso’s councilmembers, and specifically “any public business emails that may have been conducted on the personal email accounts of these individuals,” the state’s attorney general opined that such records were, in fact, subject to the Texas PIA.38 Accordingly, the City of El Paso produced to Allala all of the e-mails it had retrieved, upon request, from the city councilors, and then stated it had fully complied with her request. Allala challenged the city’s representation, and sought discovery to determine how assiduously the city councilors—one of whom had stated in writing he would not produce his “private emails” absent a court order—had complied with the City’s request that they search their personal e-mail accounts and produce responsive records. The court of appeals stated that the city could not compel the city councilors to comply with its request, and so the city had satisfied its burden to produce its responsive records to Allala.

Both the Adkisson and Allala cases were decided under the prior (2010) version of the Texas PIA. In 2013, that statute was amended expressly to clarify that:

“public information” means information that is written, produced, collected, assembled, or maintained . . . by an individual officer or employee of a governmental body in the officer’s or employee’s official capacity and the information pertains to official business of the governmental body; [in addition, this definition] applies to and includes any electronic communication created, transmitted, received, or maintained on any device if the communication is in connection with the transaction of official business.39

Absent such a legislative “fix” to this ruling, perhaps the appropriate—and necessary—procedural step is to name each of the agency’s employees (or here, the individual city councilors) as defendants, and ask the court to order each of them, individually, to retrieve the “public records” in their personal possession, just as the El Paso city councilor had stated would be necessary to compel his compliance with the law.

Notwithstanding this trend of recent cases favoring the public’s right to know, in March 2014, California’s Court of Appeals ruled to the contrary, reversing a trial court’s determination that the e-mails sent and received by the mayor of San Jose, California, exclusively over a nongovernmental exchange server, were “public records” of the city under the California Public Records Act (CPRA). The case began in August 2009, when the San Jose Mercury-News received two e-mails from a San Jose city councilmember indicating that councilmembers were communicating during and after city council meetings in regard to a proposal to give “millions of city redevelopment dollars to former Mayor Tom McEnery.”40 The Mercury-News filed a complaint asking that the City of San Jose and the San Jose Redevelopment Agency, as well as city officials and former officials, be required to provide access to “e-mails, text messages, and other electronic information relating to public business, regardless of whether they were created or received on the City owned computers and servers or the City Officials’ personal electronic devices.”41 In March 2013, the superior court held in favor of the San Jose Mercury-News, ruling that all

How much pressure can a government agency bring on its employees to provide records that reside entirely outside of the government’s filing systems?
of the requested records were public records of a “local agency.”42
However, in March 2014, the California Court of Appeals reversed, holding that the statute’s definition of “local agency” did not include the agency’s individual officers or employees: “It is the agency... that must prepare, own, use, or retain the writing in order for it to be a public record, [and thus] those writings that are not accessible by the City cannot be said to fall within the statutory definition.”43 The court held that the CPRA does not impose a duty on the

Access to electronic records turns on how long the government is required to maintain copies of those records in which public business is discussed.

city to produce messages stored on the personal electronic devices and accounts of its employees or officials that are inaccessible to the agency; nor is the city required to search those devices and accounts in response to a CPRA request. The court rejected the plaintiff’s (and media amici’s) argument that the city had “constructive control” over the mayor’s and councilmembers’ personal devices. Curiously, although the court acknowledged that in 2004 California’s voters had passed Proposition 59, which declared that “the meetings of public bodies and the writings of public officials and agencies shall be open to public scrutiny,”44 that language was not considered in the court’s analysis.

As this article goes to press, briefing is being prepared before the California Supreme Court45 in this important case that will be closely watched by other courts throughout the nation.

“Privacy Rights” of Government Employees Should Not Bar Access to “Public Records”

As indicated above, some courts have expressed concern for public employees’ privacy rights that would supposedly be implicated by a regime requiring government entities to search individuals’ personal devices and Gmail accounts to locate writings that satisfy the definition of public records (those whose contents bear a “demonstrable connection” or “substantial nexus” to the discharge of official public duties). However, these concerns are properly limited only to the e-mails or records whose content is truly “private,” i.e., those that do not satisfy the definition of “public record.” No claim can be made by a public employee that his or her communications in his or her official capacity, discussing official public business, are subject to a reasonable expectation of personal privacy.46 Thus, only purely private information—i.e., information that does not reflect or document the public employee’s discharge of his or her official duties—is entitled to any expectation of privacy, and is outside the statutory definition of “public records.”47

One way to minimize the intrusion on a public employee’s legitimate privacy rights—by exposing his or her truly private e-mails to scrutiny by his or her government employer—is to impose upon the employee himself or herself the duty to search and provide access to public records housed in a personal account. Increasingly, states, cities, and municipalities are adopting policies requiring public employees to send public records from their personal accounts and devices to a government central repository.48 Other government leaders have issued directives requiring public employees to restrict their use of personal devices to nongovernmental communications, so that all “public records” will be exchanged and housed on government-controlled media.49

Indeed, the it is this very concern for personal privacy interests and the “burden” of having government employees sort through electronic records to extract only those whose contents address public business that provides the strongest policy argument for why government employees, as a general policy/rule, should be required to maintain a separate account and/or electronic folders in which only their governmental IMs, texts, e-mails, and other records are stored. A rule of law that condones the intermingling of private and public records—whether electronic or paper form—to shield public records from inspection under FOI laws only incentivizes the intermingling of records. If a government official chooses to intermingle his or her public and private writings in a single account, device, or file cabinet, then he or she should not be heard to complain about the “administrative burden” of sorting those records into two piles, private and public, to comply with FOI mandates.

Retention: “I’d Be Glad to Give You Those Records, Only We No Longer Have Them”

Both the federal FOIA and state public records laws provide a right of access only to those records that are in existence at the time of the request; the government is not required to generate a new record in response to a records request, nor to provide access to a record that no longer exists.50 Thus, for many records requesters, the question of access to electronic records turns on how long the government is required to maintain copies of those records in which public business is discussed. (Notably, unlike paper records, which required affirmative physical action to destroy or discard, digital records—especially text and e-mail messages—have a built-in, automatic “shelf life” as a result of standardized “auto-delete” functions).

The answer to the question “how long must a record be kept?” frequently depends on a set of laws and policies extraneous to the FOI or “right to know” law.51 The duty to retain public records generally is found in companion statutes that define “public records” for purposes of records preservation, as in a state archives.52 Unfortunately, in many instances, these statutes, and the records retention schedules promulgated by state archivists thereunder, leave a tremendous amount of discretion to individual records custodians. Worse still, those custodians are often the very employees who generated and exchanged the e-communications. Yet they are given the authority to determine whether the records are of “preliminary or short-term informational value” or “lasting value” in documenting the workings of government agencies.53
At the federal level, the recent high-profile scandal involving the destruction of hundreds of e-mails that had been on the laptop computer of former (and embattled) IRS Commissioner Lois Lerner brought to the fore the issue of what obligations executive branch agencies have to retain electronic records. During congressional hearings exploring the loss of Lerner’s e-mails, the U.S. archivist, David Ferriero, told the House Oversight and Government Reform Committee that the IRS “did not follow the law” when it failed to report that the e-mails had been lost.54

The Federal Records Act sets forth the executive branch agencies’ duties to preserve records in accordance with the general records schedules promulgated by the National Archives and Records Administration (NARA).55 It is the duty of each federal agency (270 of which are subject to the Federal Records Act) to propose disposition schedules for their records, and the vast bulk (95–97 percent) of records are eventually destroyed.56 Under the Managing Government Records Directive adopted by the Obama administration in 2011, “[b]y the end of 2016, all agencies need to manage e-mail in automated, electronic ways.”57 In August 2013, NARA issued its guidance on e-mail management,58 which sets forth what is referred to as a “capstone” approach: under this tiered system, all work-related e-mails of certain high-level department officials, who are deemed “capstone” employees, are to be maintained permanently by the agency; those of lower (mid-) level agency employees are to be preserved for seven years; and those of the more subordinate employees are to be retained for shorter periods of time, according to the agency’s needs.59

As many government entities have discovered, failure to ensure that electronic records are properly maintained and preserved can give rise to additional burdens on such agencies to conduct adequate “search and retrieval” of records.60 The consequences of intentional public records destruction can also prove quite costly. In 2012, a Colorado school district was ordered to pay $122,000 in attorneys’ fees to the parents of a student after a school official had ordered several school employees to destroy thousands of e-mails and other public records.61 In January 2014, Orange County, Florida, agreed to pay a coalition of citizen groups $90,000 to settle a lawsuit the media dubbed “textgate” after a criminal investigation concluded that the mayor and four county commissioners had violated state law when they deleted text messages that were public records.62 And in 2009, the City of Venice, Florida, was ordered to pay $750,000 in attorneys’ fees following the settlement of a lawsuit brought by a citizen’s group that accused city councilmembers of having conducted illegal meetings via e-mail and then destroying or failing to preserve public records; that was on top of the $600,000 the city paid to defend the councilmembers in the suit.63

Even though storing digitized records is generally much cheaper than warehousing paper files, massive data storage imposes significant costs and administrative burden on governments, particularly in light of the tremendous volume of data that governments generate daily. Hence, government agencies at all levels—federal, state, and local—have a legitimate need to not “keep” everything in perpetuity. Most states’ public records preservation and archives statutes dictate that the length of time for keeping records must be determined by the content of the record, not its format, medium, or title.64 But the manner in which specific records retention schedules are promulgated and implemented, and particularly when e-records “expire” automatically, will continue to pose problems for public records requesters.

The conclusion of the 2009 report on this subject by the Reporters Committee for Freedom of the Press (RCFP) is as relevant and accurate today as when it was published five years ago: “E-mail retention policies likely will generate increasing amounts of litigation—and deservedly so. In states where the issue has not been settled by statute or case law, there are effectively no bright-line legal mandates requiring officials to retain e-mail [or other digitized] records for a given period of time.”65

Production: “Of Course You Can Have Our Database; We’ll Print It Out for You”

Another issue that often arises is whether the public is entitled to access the electronic records in the same format in which the government maintains the data. FOIA case law prior to the “digital era” sheds some light on this question: federal courts recognized that a request to inspect (and listen to) an audio recording is not satisfied by obtaining access only to a written transcript of the recording, precisely because the “quantum of information” on the recording (voice fluctuations, pauses, and inflection) is lost in the transcription process.66 However, when the quantum of information remained unchanged—as when a set of data points is transferred from a computer tape to a microfiche—the courts held that there was no “right” under the FOIA to demand access to the tape itself.67 However, subsequently (and after the FOIA was amended in 1996),68 federal courts have disagreed with this analysis, and have required federal agencies, such as NOAA, to provide access to information kept in a digitized form, finding that a paper printout of the same data set does not provide access to the particular “agency record” sought.69

But how much effort must the government expend to make its records available to the public? The federal FOIA provides that an agency shall make a record available “in any form or format requested by the person if the record is readily reproducible by the agency in that form or format.”70 The Justice Department’s Office of Information Policy has stated that the onus is on the records requester to dictate the format in which he or she wishes to receive an agency record.71 Further, agencies should make “reasonable efforts” to produce a record in a requested format if it is “readily reproducible” in that form.72 Many federal courts adhere to the standard for reasonableness announced by the Ninth Circuit in TPS, Inc. v. U.S. Department of Defense: a record is readily reproducible if an agency already has the means to create and convert documents into a specific format even if it does not routinely do so for purposes of responding to FOIA requests.73 Some, but not all, states’ open records laws expressly guarantee the right to obtain records in a particular format if so requested.74 For example, Mississippi’s statute provides that “[a]
public body shall provide a copy of the record in the format requested if the public body maintains the record in that format.” Notwithstanding these legislative directives to provide access to digitized records in their native format, many government entities have refused to do so. Common excuses include concern about security of the data and the “burden” of redacting nonpublic information, such as Social Security numbers.

State and federal courts called upon to enforce these directives have not been consistent in doing so. Some courts have upheld the right of the requester to receive information in the particular medium requested, liberalizing construing the relevant FOI law, while other courts have adhered to a very narrow interpretation of what is “readily reproducible.” Several state courts have distinguished case law applying the federal FOIA because it has been interpreted to provide access only to “information,” as opposed to state statutes that guarantee the right to access the very “public records” in the hands of the government.

In 1992, Ohio’s Supreme Court provided a clear and compelling explication of why access to information—in the same form and format in which is maintained by the government—is required to fulfill the purposes of a “public records” act:

"Electronic Fingerprints": Access to Metadata

Prior to the digital age, when paper documents were stored in filing cabinets, there would sometimes be an index to the files, generated by government employees, showing the “filing scheme” that might, in appropriate circumstances, reveal how the documents were characterized and classified by government officials (e.g., "enemies" or "personas non grata"). Such government-generated catalogs or file indexes were unquestionably "public records" that reflected the "mental processes" or "inner workings" of the government.

With the advent of the digital age, however, the filing systems are automated, and the data-processing systems—whether they be spreadsheets, word processing, e-mails, or text messaging—automatically record and track various information that previously required human labor (and that more often than not was simply not recorded). Examining the "metadata" on a typical document created and edited on Microsoft Word, for example, one can determine who first generated the document, on what date and at what time, and for how long it was open and being edited, and thereafter, by whom, on which dates, and at which times; indeed, depending on the document settings, it is sometimes possible to recreate earlier drafts of a document and to show which persons made which edits.

Here, the added value is not only the organization of the data, but also the compression of the data into a form that allows greater ease of public access. Thus, in keeping with the expressed intent of the General Assembly to provide broad access to public records, we hold that a governmental agency must allow the copying of the portions of computer tapes to which the public is entitled, if the person requesting the information has presented a legitimate reason why a paper copy of the records would be insufficient or impracticable, and if such person assumes the expense of copying.

As Communications Technology Evolves, So Will the Legal Battles over Access to Public Records

Progress toward the “paperless office” continues in the halls of government as it does in the private sector. As ever more government records that shed light on the conduct of the public’s business are comprised of digital zeros and ones, and are stored “off premises” in the cloud and/or on portable electronic devices, the issues discussed in this article will increasingly be litigated. Thus far, courts have generally (and appropriately) recognized that it is the content of the record, not its physical form or location, that should determine whether the public is entitled to inspect and copy such data. It is hoped that government leaders’ lofty proclamations extolling the virtues of “transparency” and committing to “proactive access” will someday translate into concrete steps—that the government will systematically post and/or distribute public records without requiring that individual requests be submitted. Until that Elysian day arrives, however, advocates for access will continue to battle to inspect public records, wherever they reside, and constitutes an “agency record” under the federal FOIA. In 2011, Judge Shira A. Scheindlin of the Southern District of New York ruled that “metadata maintained by the agency as a part of an electronic record is presumptively producible under FOIA, unless the agency demonstrates that such metadata is not ‘readily reproducible.’” However, that opinion was short-lived. The parties subsequently settled and the opinion was withdrawn, so it holds no precedential value.

State courts, on the other hand, have been fairly uniform in concluding that metadata encompasses an “agency record” that must be produced under state open records laws. Based on the language of FOIA itself, state courts’ interpretations of similarly worded state open records laws, and executive guidance, there is a strong argument that metadata should be considered part of an agency record subject to the federal FOIA, as Judge Scheindlin had once concluded.
in whatever format. After all, such records are often the only way reliably to determine what our government is up to.
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Jurisdictional Issues in Anonymous Speech Cases

MARC FULLER

For more than a decade, courts have grappled with constitutional issues relating to the protection of anonymous online speech. These courts have focused primarily on the First Amendment requirements that plaintiffs must satisfy in order to unmask bloggers, commenters, and others whose speech is alleged to be defamatory. On this issue, the case law has generally coalesced around the basic principle that plaintiffs must make a prima facie evidentiary showing to support their claims, rather than merely plead a possible claim.1

Courts have paid less attention to the jurisdictional issues relating to the unmasking of anonymous speakers. But two cases—one recently decided by the Texas Supreme Court and another currently pending before the Virginia Supreme Court—highlight the importance of jurisdictional considerations in the protection of anonymous speech.

**Trooper: The Role of Personal Jurisdiction**

On August 29, 2014, the Texas Supreme Court decided *In re Doe a/k/a “Trooper”*, a case that many expected to set the substantive standards in Texas for unmasking anonymous Internet posters in defamation cases.2 *Trooper* involved a presuit discovery petition by a company and its CEO under Rule 202 of the Texas Rules of Civil Procedure. The petitioners sought the deposition of Google in an effort to discover the identity of an anonymous blogger, “the Trooper,” who had derided the company’s software products as “crap” and had compared its CEO to Bernie Madoff and Bobo the Clown. According to their Rule 202 petition, the company and CEO anticipated filing defamation and business disparagement claims against the Trooper.3

This use of Rule 202 has become common in Texas. For decades, the state has had the country’s broadest presuit discovery practice. Rule 202 has its origin in the courts of equity, and equitable principles frequently prevail over formal legal requirements in the Texas trial courts’ application of the rule.4 As a result, Rule 202 courts often do not scrutinize the petitioner’s anticipated claim to ensure that it is legally viable or that it will satisfy jurisdiction and venue requirements. If petitioners can articulate a good faith interest in the requested information, they stand a very good chance of obtaining it. Accordingly, when businesses and individuals feeling aggrieved by online speech seek to unmask anonymous bloggers and commenters, they frequently turn to Rule 202.

In *Trooper*, the company and CEO’s Rule 202 petition was served on Google, which hosted the Trooper’s blog. Google notified the Trooper of the petition by e-mail. The Trooper then entered an anonymous special appearance, challenging the petition on the grounds that it violated the procedural requirements of Rule 202 and the substantive protections for anonymous speakers under the First Amendment. Procedurally, the Trooper argued that the Texas court was not a “proper court” under Rule 202 because it would not be able to exercise personal jurisdiction over him in the anticipated defamation case. Substantively, the Trooper argued that the company and CEO were required, and had failed, to satisfy the *Dendrite/Cahill* standards.5 He lost on both issues at the trial court and the intermediate appellate court.

The Texas Supreme Court saw things differently. In a 5–4 split decision, the court reversed and vacated the order requiring Google to identify the Trooper. But instead of using the case to address the First Amendment right to speak anonymously, the court decided the case on procedural grounds. Noting that only a “proper court” could issue a Rule 202 order, the Texas Supreme Court held that a “proper court” must have personal jurisdiction over the anonymous potential defendant. The court further held that it is the plaintiff’s burden to make this jurisdictional showing, just as it would be in a pending suit.6

Trooper’s impact on presuit discovery in Texas is obvious. With the new personal jurisdiction requirement, Rule 202 is now decidedly less attractive to plaintiffs seeking to target anonymous speech and commerce.7 But beyond the presuit context, and outside Texas, the potential impact of the decision is less clear. While some parts of the court’s opinion focus narrowly on Texas law, the most compelling section embraces a due process analysis that could have wide application—outside Texas and beyond the context of presuit discovery.

The court’s opinion begins with an extended discussion of the history of Rule 202.8 Yet this discussion merely sets the stage for the precise legal question to be answered: Must a “proper court” under Rule 202 have personal jurisdiction over the potential defendant?9 The court’s answer to this question owes almost nothing to its discussion of Rule 202’s history, or to any analysis of the text of Rule 202, which is silent on the issue of personal jurisdiction.

Rather, the court bases its decision to engraft a personal jurisdiction requirement onto Rule 202 in large part on its belief that presuit discovery in Texas has become too broad and needs to be reined in, so that Texas does not become “the world’s inspector general.”10 In addition, the court argues that principles of “fairness” mandate a personal jurisdiction requirement.

There are two dimensions to this “fairness” argument. The narrower—and less persuasive—argument is based on Texas procedure. Specifically, the court compares the procedural protections available to an anonymous defendant in the presuit context with those available in the pending-suit context.11 According to the court, under Texas civil procedure, a “Doe”
the absence of a personal jurisdiction requirement under Rule 202 would “eviscerate the protections” afforded anonymous defendants in pending suits. In fact, one could argue that there is no clear difference between the procedural protections available to anonymous potential defendants in the presuit context and those available to anonymous actual defendants in the pending-suit context.

Which brings us to the broader—and more compelling—part of the Trooper court’s “fairness” argument: the court’s recognition that the absence of a personal jurisdiction requirement poses serious due process concerns under the Fourteenth Amendment.21 On this point, the court is careful to clarify that its holding is based on Rule 202, not the Fourteenth Amendment. But the court’s interpretation of Rule 202 is thoroughly infused with due process considerations.22 For example, the court quotes extensively from the “prescient words” of Hanson v. Denckla,23 explaining that the Fourteenth Amendment protects against even “minimal” burdens being imposed on a defendant who lacks a sufficient connection with the forum state.24

In cases like Trooper, the “burden” imposed on the defendant is the adjudication of his or her First Amendment right to anonymity. Trooper’s real significance, therefore, lies in the court’s recognition that the adjudication of a speaker’s right to anonymity implicates Fourteenth Amendment, as well as First Amendment, concerns. Whereas the First Amendment requires that certain questions be asked about the substance of the plaintiff’s claim prior to the unmasking of an anonymous speaker, the Fourteenth Amendment requires that a proper court undertake that inquiry. And a court lacking personal jurisdiction over the speaker is not a proper court.25

In essence, Trooper is not just a Rule 202 case; it is a due process case. As such, its potential impact may be felt beyond the context of presuit discovery, and outside Texas. Although the court bases its holding on the “proper court” language of Rule 202, that concept is not unique to this Texas presuit discovery rule. The requirement that discovery be authorized by a proper court is implicit in civil procedure rules across jurisdictions, including in the pending-suit context. If Trooper is correct that due process—and, specifically, personal jurisdiction concepts—affects the determination of whether a court is a “proper court” to issue a discovery order, then the decision has broad and deep significance.

This potentially wide application raises important and difficult questions of logistics: Is a personal jurisdiction requirement in such circumstances workable? And is it fair to plaintiffs, some of whom have legitimate claims and therefore a right to pursue those claims?

The majority and the dissent in Trooper could not agree on the answers to these questions. The majority acknowledged that the plaintiff’s burden to show a prima facie case of personal jurisdiction over an anonymous defendant was a heavy burden—maybe even “impossible” in some cases.26 The dissent predicted much more drastic consequences:

[T]he Court’s holding does not reduce or circumscribe pre-suit discovery of anonymous parties in Texas. Instead, it is the end of such discovery. . . . [W]hen a party chooses to conceal his identity, he prevents the trial court from conducting a minimum-contacts analysis to determine whether it may exercise personal jurisdiction over him.27

The dissent’s concern—that “a court cannot conduct a minimum-contacts analysis while wearing a blindfold”28—has been expressed by several courts.29 As the dissent recognized, however, many of these cases involved copyright infringement claims based on the illegal downloading of copyrighted videos.30

The Trooper dissent’s reliance on these types of copyright cases is misplaced for two important reasons. First, the defendant’s right to anonymity in illegal downloading cases is negligible, which makes a court’s adjudication of that right much less consequential than when core First Amendment speech is at issue. Second, the conduct in question—illegal downloading and file sharing—provides no clear indicia of the defendant’s contacts with the
The issue is not one of personal jurisdiction but of the territorial limits of subpoena power.

Online publication will contain sufficient indicia of the defendant’s forum contacts to allow a plaintiff to satisfy its prima facie burden. In short, it is premature to accept the Trooper dissent’s conclusion that a personal jurisdiction requirement in an anonymous speech case is inherently unworkable. Just as they have with the First Amendment right to anonymity, courts must now grapple with the Fourteenth Amendment concerns highlighted by the Trooper majority, hopefully arriving at a standard that adequately protects the anonymous defendant’s due process interests while allowing the plaintiff a reasonable chance of satisfying its burden.

Hadeed: The Limits of Subpoena Power

Just as Trooper gives anonymous speakers another arrow in their quiver, the pending Virginia Supreme Court case, Yelp, Inc. v. Hadeed Carpet Cleaning, Inc., reminds third-party online service providers seeking to protect their users’ anonymity that they, too, have a “jurisdictional” argument. However, for these third parties, the issue is not one of personal jurisdiction but of the territorial limits of subpoena power. Properly applied, these limits can help shift battles over the discoverability of identifying information to jurisdictions with strong protections for anonymous speech.

In Hadeed, a carpet-cleaning business filed suit in Virginia state court against the authors of seven scathing reviews posted on Yelp. Hadeed alleged that the reviewers had falsely represented themselves to be customers and that their allegations of shoddy service were defamatory. The day after Hadeed filed suit against the Doe defendants, it issued a subpoena to Yelp, seeking documents that would identify the authors of each of the challenged reviews.

Yelp objected to the subpoena on substantive and on procedural grounds, but the district court overruled its objections and held the company in contempt. On appeal, Yelp argued that Hadeed had failed to satisfy its burden under the First Amendment and Virginia law to unmask these anonymous reviewers. The court of appeals rejected this substantive argument, holding that Virginia law governed the inquiry and that Hadeed has satisfied all of the relevant statutory requirements. Procedurally, Yelp argued that Virginia courts did not have subpoena power over it, based on the company’s residence in San Francisco, California. The court of appeals also rejected this argument, holding that Hadeed’s service of the subpoena on Yelp’s registered agent in Virginia subjected it to the subpoena powers of Virginia courts.

In its appeal to the Virginia Supreme Court, Yelp has again raised both arguments. Its briefs, and the briefs of supporting amici, have focused primarily on the First Amendment issue. But to reach this issue, the Virginia Supreme Court will have to consider first whether the district court erred in asserting subpoena power over a nonresident service provider. There is a very good argument that it did.

The court of appeals summarized its holding on this procedural issue as follows: “[W]e agree with the [district] court’s holding that ‘service of a subpoena duces tecum on Yelp’s registered agent in Virginia provides jurisdiction for the Court to adjudge the motion to compel.’” This holding improperly conflates three distinct concepts: service, personal jurisdiction, and subpoena power. Contrary to the court of appeals’ assumption, proper service of process alone does not confer personal jurisdiction. The exercise of personal jurisdiction still must be consistent with the state’s long-arm statute and constitutional due process. Moreover, a company’s designation of a registered agent for service of process in the state is generally insufficient, on its own, to establish personal jurisdiction.

The court of appeals also failed to distinguish between personal jurisdiction and subpoena power. These are fundamentally different concepts, subject to different limitations. Personal jurisdiction is primarily concerned with a state’s ability to subject a defendant to the judgment of its courts. Since International Shoe, the U.S. Supreme Court has recognized that this power may be exercised outside the territorial borders of the forum state, provided there are “minimum contacts” between the defendant and the forum state. But subpoena power is governed by the “strict territorial approach” of Pennoyer v. Neff. Courts and commentators have consistently recognized that subpoena power ends at the state borders. There is no such thing as “long-arm” subpoena power, and a court’s ability to exercise personal jurisdiction over a nonresident company does not mean that it has subpoena power to compel that company to produce documents located outside the state. These territorial limits on a court’s subpoena power cannot be avoided by serving the subpoena on the registered agent of a nonresident witness.

In short, the court of appeals’ holding on Yelp’s procedural argument is doubly wrong. First, Hadeed’s service of the subpoena on Yelp’s registered agent in Virginia does not provide Virginia courts with jurisdiction. And even if Hadeed could show that Yelp has sufficient contacts with Virginia to justify personal jurisdiction, there is no legal basis for a Virginia court to exercise extraterritorial subpoena jurisdiction over Yelp by requiring it...
to produce documents located outside the state. Accordingly, Hadeed must involve the California courts if it seeks documents from Yelp, a California resident.45

There are sound policy reasons for requiring plaintiffs like Hadeed to follow well-established subpoena procedures when attempting to secure documents from a nonresident online service provider. Unless and until the U.S. Supreme Court weighs in on the First Amendment requirements for unmasking anonymous online speakers, different courts will continue to have different tests. Even among the majority of courts that have embraced the Dendrite/Cahill approach, variations remain. Indeed, even Dendrite and Cahill differ in some respects. Plaintiffs with dubious claims should not be able to forum shop their way to a jurisdiction with weak protections for anonymous speech, and online service providers ought to know the circumstances under which they will be forced to disclose their users’ identifying information.

In addition, the exercise of universal subpoena power over online service providers raises serious due process concerns. Even though nonparty witnesses are not at risk of being subjected to the judgment of a court, their compliance with discovery orders obviously imposes a burden on them. A deposition subpoena may require the witness to travel to the forum state, and even a document subpoena may necessitate the hiring of local counsel. In addition, as Hadeed demonstrates, nonparties who do not comply with a court’s discovery orders are at risk of being held in contempt, which could include a fine or other sanction.46

Yet it is not clear that the exercise of extraterritorial subpoena power over service providers like Yelp would satisfy a “minimum contacts” test. It is well established that minimum contacts come in two forms: specific and general jurisdiction.47 Specific jurisdiction requires a connection between the forum, the party, and the claims being adjudicated.48 But nonparty witnesses are not facing any claims; they are merely repositories of information relating to the claims being adjudicated by the parties to the case. And the U.S. Supreme Court has recently limited general jurisdiction such that, absent extreme circumstances, a company is not subject to general jurisdiction outside the state of its principal place of business, or “home.”49 Indeed, the concept of universal “subpoena jurisdiction” based on a service provider’s virtual omnipresence harkens back to the long-discredited line of early Internet cases that found personal jurisdiction in any forum in which the defendant’s website was accessible.50 In short, a Virginia court’s direct exercise of subpoena power over Yelp would extend that power well beyond the territorial limits of the state, as well as the limits of due process.

Conclusion
It remains to be seen whether the Virginia Supreme Court will adhere to the traditional limits of subpoena power or wade into a due process dilemma. Similarly, it remains to be seen whether Trooper’s personal jurisdiction requirement will catch on in other courts, where the reasoning will need to be based explicitly on the demands of due process instead of the “proper court” requirement of Rule 202. But both cases serve as a helpful reminder that, as attention remains focused on the substantive protections of the First Amendment, potentially powerful procedural arguments remain available for online speakers and the service providers that would seek to protect their anonymity.51
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$5 million in presumed damages, $1 million in emotional distress, and $1 million in "future economic losses" by the jury).8

In theory, presumed damages are designed to help a plaintiff recover damages without proof of reputa-
tional harm because it is difficult to prove a negative—that a publication of a horrible lie accusing the plaintiff of criminal, professional, or sexual conduct (categorized as slander or libel per se)9 has caused clients and friends to stop calling.10 But court-
blessed windfalls are hardly necessary for a state supreme court chief justice or well-connected casino billionaire to vindicate their names, when they have plenty of other public venues and resources to create posi-
tive public opinion about themselves.

This article argues that presumed damages for public officials and public figures violate the First Amendment. These multimillion-dollar presumed damages awards chill speech and punish unpopular speakers who dare criticize government officials and public figures—something the First Amendment is supposed to guard against. In addition, presumed damages in defamation per se11 cases violate the due process clause of the Fourteenth Amendment. Punitive damages are now subject to a due process analysis; presumed damages should be as well. Indeed, presumed damages are much more arbitrary than punitive damages. Presumed damages are not tied to any evidence, give jurors unbridled power, and leave trial and appellate courts unable to conduct any meaningful review. Moreover, they are speculative, arbitrary, grossly excessive, and compulsory. Presumed dam-
ages, therefore, violate fundamental notions of fairness.

Arkansas, Kansas, Maryland, Missouri, New Mexico, and Tennessee already have eliminated presumed dam-
ages in defamation per se cases based on the First Amendment, due process, and public policy grounds, as discussed below. Iowa has barred presumed dam-
ages against media defendants, and New Jersey has restricted presumed damages. Media defense attorneys should urge more state and federal courts to follow their example.

Supreme Court Constitutionalizes Presumed Damages in Gertz

Plaintiffs love to cite Gertz v. Robert Welch, Inc.12 as their ticket to presumed damages. But Gertz contains hidden gems for defense counsel. The Supreme Court made clear in Gertz that presumed damages are subject to review under the First Amend-
ment, and are per se unconstitutional in some circumstances.13 Some juris-
dictions and legal commentators have interpreted Gertz as abolishing presumed damages altogether or when brought against media defendants involving speech of public concern, as discussed below. The door remains open for these First Amendment arguments.

The issue of presumed damages was not raised by the parties when plain-
tiff Elmer Gertz, a civil rights attorney, sought review by the Supreme Court. Remarkably, the Court decided sua sponte to constitutionalize presumed damages without "the benefit of briefs and argument" on the presumed damages issue.14 The Court delivered an unexpected broadside to the centuries-old common-law doctrine of presumed damages. It described presumed dam-
ages as "an oddity of tort law" that instructs jurors that "injury is presumed from the fact of publication," giving juries the power to "award substan-
tial sums as compensation for supposed damage to reputation without any proof that such harm actually occurred."15

The Court cautioned that presumed damages threaten First Amendment protections for free speech and press in two ways: First, the "largely uncon-
trolled discretion of juries to award damages where there is no loss" car-
ries the "potential . . . to inhibit the vigorous exercise of First Amendment freedoms."16 Second, the rule of pre-
sumed damages "invites juries to punish unpopular opinion rather than to com-
pense individuals for injury sustained by the publication of a false fact."17 The Court expressly found that "the States have no substantial interest in securing

for plaintiffs such as this petitioner gra-
tuitous awards of money damages far in excess of any actual injury."18

The Court’s 5–4 decision in Gertz held that private figure plaintiffs who establish mere negligence are precluded from recovering presumed damages.19 The Court opined that the states’ inter-
est in compensating “private individuals for injury to reputation . . . extends no further than compensation for actual injury.”20 Based on the First Amend-
ment, “[s]tates may not permit recovery of presumed . . . damages . . . when liability is not based on a showing of knowledge of falsity or reckless disre-
gard for the truth.”21

Nearly a decade after Gertz, the Supreme Court issued its confusing plurality opinion in Dun & Bradstreet, Inc. v. Greenmoss Builders, Inc.22 The Court interpreted Gertz as allowing private individuals to recover presumed damages against nonmedia defendants based on a showing of simple negli-
gence when the speech relates to private matters as opposed to speech about a matter of public concern.23 Legal scholars and courts have debated about the limits on presumed damages created by Gertz and Dun & Bradstreet. Second Circuit Judge Rob-
ert A. Sack states in his treatise that “Gertz eliminated the recoverability of presumed damages, at least, at the time, in media cases about matters of public concern.”24 Judge Sack has observed that “the Supreme Court has never stated . . . affirmative[y] . . . that presumed damages may be recovered” under the First Amendment “if actual malice is proven.”25 Thus, Gertz and Dun & Bradstreet leave the door open to arguing that the First Amendment does bar presumed damages in media cases involving public official/public figure plaintiffs, even if they prove actual malice.

The Restatement (Second) of Torts broadly defines Gertz’s First Amend-
ment safeguards against presumed damages: “The Supreme Court held that the common law rule of presumed damages is incompatible with the First Amendment freedoms and therefore unconstitutional.”26 The Restatement’s
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“general damages” rule states that “[o]ne who is liable for a defamatory communication is liable for the proved, actual harm caused to the reputation of the person defamed.” However, the Restatement refuses to take a stand on whether the First Amendment allows a plaintiff to recover presumed damages even with proof of actual malice, and posits that “there is little reason to conclude that the constitutional limitation on recoverable damages will be confined” to the circumstances of \textit{Gertz}.\textsuperscript{27}

Notwithstanding the Supreme Court’s failure to state affirmatively that presumed damages might be permitted with a showing of actual malice, lower “courts have generally assumed that proof of ‘actual malice’ permits an award of presumed damages.”\textsuperscript{28}

It is time to start challenging the assumption that presumed damages by public figures and public officials would withstand First Amendment scrutiny. \textit{Gertz} made clear that presumed damages must be tested against the First Amendment protections for free speech and press, and that “the States have no substantial interest in securing for plaintiffs ... gratuitous awards of money damages far in excess of any actual injury.”\textsuperscript{29} Surely that must be the case for public official and public figure plaintiffs who suffer no actual reputational or economic harm and still recoup millions.

\textbf{A Minority of States Have Abolished or Limited Presumed Damages}

Eight states have already eliminated or restricted presumed damages as unconstitutional or unworkable “relics” of the past. Tennessee, Maryland, Kansas, and Missouri have interpreted \textit{Gertz} as barring presumed damages in all defamation cases. In these jurisdictions, the defamation and slander plaintiff must plead and prove injury from the allegedly defamatory words. Tennessee held that “presumed damages are no longer permissible” under any circumstance, and that \textit{Gertz} had created a “uniform requirement for proof of actual damages” that “obliterate[d]” the “illogical distinctions” of libel per se and per quod, which were mostly “relics from centuries past.”\textsuperscript{30} Maryland also interpreted \textit{Gertz} as completely “forbid[ding] presumed damages.”\textsuperscript{31} Not only has Kansas abolished presumed damages entirely under \textit{Gertz} and the First Amendment, but the state also requires a defamation plaintiff to prove actual reputation harm as a prerequisite to “parasitic” emotional distress damages.\textsuperscript{32}

Missouri and New Mexico have both concluded that \textit{Gertz} abolished presumed damages under all circumstances, and rejected the view that \textit{Dun & Bradstreet} permitted presumed damages in some cases. The Missouri Supreme Court concluded that a total ban was necessary to avoid “unjustifiable iniquities for plaintiffs and defendants alike” and that all defamation plaintiffs “must prove actual damages in all cases.”\textsuperscript{33} The New Mexico Supreme Court held that the libel per se/ per quod distinction was “outmoded” and barred under \textit{Gertz}, and declined to resurrect presumed damages after \textit{Dun & Bradstreet}.\textsuperscript{34}

In contrast, when the Arkansas Supreme Court “abolished” presumed damages entirely, it relied on an implicit due process analysis.\textsuperscript{35} The court relied heavily on an article by media law Professor David A. Anderson.\textsuperscript{36} Professor Anderson, who is now a professor at the University of Texas, is highly critical of the First Amendment protections for public officials and public figures to recover presumed damages in media cases if actual malice is proven,\textsuperscript{41} the court has made clear that the First Amendment creates additional burdens for public officials and public figures suing reporters over speech of public concern, even if those constitutional burdens curb the plaintiffs’ rights under centuries-old common-law rules.

\textbf{Presumed Damages Violate the First Amendment}

Although the Supreme Court has never stated “affirmative[ly]” that the First Amendment allows public officials and public figures to recover presumed damages in media cases if actual malice is proven,\textsuperscript{41} the Court has made clear that the First Amendment creates additional burdens for public officials and public figures suing reporters over speech of public concern.

It is time to start challenging the assumption that presumed damages by public figures and public officials would withstand First Amendment scrutiny.
common-law defamation rules by prohibiting recovery without proof of fault and restricted the recovery of presumed damages.43

In Philadelphia Newspapers, Inc. v. Hepps, the Supreme Court cited New York Times and Gertz when it decided, once again, that the First Amendment required “the common-law rule [to be] superseded by a constitutional rule.”44 In Hepps, the Court held that the First Amendment required the Court to toss out the old common-law burden requiring defamation defendants to prove truth in cases involving media defendants and speech of public concern, and switched the burden to plaintiffs: “We believe that the common law’s rule on falsity—that the defendant must bear the burden of proving truth—must similarly fall here to a constitutional requirement that the plaintiff bear the burden of showing falsity, as well as fault, before recovering damages.”45

Under New York Times and its progeny, the First Amendment should be read as requiring public official and public figure plaintiffs suing over speech of public concern to prove reputational harm and as barring them from recovering any presumed damages awards. Without such a burden, plaintiffs like Justice Thomas win a promotion to chief justice of the Illinois Supreme Court and a $7 million jury award comprised of $5 million in presumed damages, $1 million for “embarrassment, mental suffering, and humiliation,” and $1 million in “future economic loss.”46 Both Justice Thomas’s $7 million jury award and his reduced award of $4 million violate the First Amendment because multimillion-dollar court awards are per se chilling to news reports about powerful public officials. Indeed, most news reports about public officials focus on their fitness in their “business, trade, profession, or office,” which opens the news organization to a claim for libel per se. Multimillion-dollar presumed damages verdicts awarded to public officials encourage other public officials to follow suit, literally.47

It is also chilling to the media when a jury awards a powerful public figure such as Wynn $17 million in presumed damages, plus $3 million in “mental anguish” or actual damages, without requiring him to prove actual reputational harm. Reporters will think twice about reporting news about Wynn and other public figures. Wynn’s only evidence of harm was his own self-serving testimony concerning his “mental anguish” about the harm that might befall his employees if his casinos suffered harm, and testimony by a gaming commission expert about all the possible investigations that gaming authorities might have taken in response to Francis’s statement.48

Because Wynn was not required to present any evidence of any harm to his reputation, there was no way for the jury to measure whether Wynn was actually shunned by friends, business associates, or potential clients. It is also possible that the Los Angeles jury punished Francis because he was an unpopular defendant, which would violate the First Amendment. Indeed, the California Court of Appeal noted that Francis “gained notoriety for creating an adult entertainment enterprise which included ‘Girls Gone Wild’ videos and DVD’s which featured ‘young, and sometimes underage, women in states of partial or total nudity, and sometimes performing more explicit sex acts.’”49

If the jury used presumed damages to punish Francis for his volatile personality or sexually oriented business, it would be an impermissible use of presumed damages to punish “unpopular opinion rather than to compensate individuals for injury sustained by the publication of a false fact,” as the Supreme Court warned in Gertz.50

The Court correctly held in Gertz that the “state interest in compensating private individuals for injury to reputation . . . extends no further than compensation for actual injury.”51

The Court also acknowledged that presumed damages in defamation cases provide “largely uncontrolled discretion of juries to award damages where there is no loss,” create the danger that the “system of liability for defamatory falsehood [will] inhibit the vigorous exercise of First Amendment freedoms,” and “invite[] juries to punish unpopular opinion.”52

These multimillion-dollar presumed damages awards are indeed “an oddity of tort law,” are outdated, and violate the First Amendment. Jury awards for presumed damages of $5 million or $17 million are “largely uncontrolled,” are not narrowly tailored to protect a substantial state interest, invite frivolous litigation, “punish unpopular opinion rather than compensate individuals for injury sustained,” chill First Amendment free speech and free press rights, and unnecessarily exacerbate “the danger of media self-censorship,” as described in Gertz.53 It is time for courts to conclude once and for all that presumed damages present a severe unconstitutional burden on defendants when sought by public official or public figure plaintiffs claiming libel per se over speech of public concern, especially against media defendants. The First Amendment and New York Times, Gertz, and Hepps require the imposition of a burden on public official/public figure plaintiffs to prove actual reputational harm to recover compensatory damages when suing over speech of a public concern, and only after reputational harm is proved can the plaintiff seek “parasitic” emotional distress damages, as the Kansas Supreme Court held in Gobin.54

Presumed Damages Violate Due Process

The Supreme Court has held that punitive damages must be subjected to constitutional scrutiny to ensure that punitive jury awards do not violate the due process clause of the Fourteenth Amendment. “One must concede,” Justice Blackmun wrote for the majority in Pacific Mutual Life Insurance Co. v. Haslip, “that unlimited jury discretion—or unlimited judicial discretion for that matter—in the fixing of punitive damages may invite extreme results that jar one’s constitutional sensibilities.”55 Justice Blackmun cautioned that just because punitive damages have been recognized for so long, “they are not immune from constitutional review.56 “[N]either the antiquity of a practice nor the fact of steadfast legislative
and judicial adherence to it through the centuries insulates it from constitutional attack.”

Perhaps in a foreshadowing of the Joe Francis empire, Justice Blackmun said that the Supreme Court was “once again . . . concerned about punitive damages that ‘run wild.’” The same due process scrutiny should be applied to the common-law doctrine of presumed damages, even if the doctrine is deeply entrenched in our judicial and legislative branches. In Haslip, the Court found that Alabama jury instructions satisfied due process because they did not give jurors “unlimited discretion” and “explained that their imposition was not compulsory.” The Court also found that Alabama met due process requirements by adopting posttrial procedures requiring courts to examine jury awards to ensure “punitive damages awards are not grossly out of proportion to the severity of the offense and have some understandable relationship to compensatory damages,” which created “meaningful and adequate review by the trial court.”

In BMW of North America, Inc. v. Gore, Justice Breyer opined in his concurrence that this due process scrutiny, “itself harkening back to the Magna Carta, arises out of the basic unfairness of depriving citizens of life, liberty, or property, through the application, not of law and legal processes, but of arbitrary coercion.” He explained that due process scrutiny is necessary to ensure that damages are fairly and uniformly applied to “similarly situated persons” and not the result of a jury’s “caprice,” and that the civil court rules governing damages must provide “some kind of constraint upon a jury or court’s discretion, and thus protection against purely arbitrary behavior” by jurors and courts alike. The due process clause, therefore, “prohibits a State from imposing a ‘grossly excessive’ punishment on a tortfeasor.”

In Gore, the Supreme Court held that a $2 million punitive damages award (reduced from $4 million) violated due process because it was “grossly excessive” compared to the $4,000 in actual harm awarded to the plaintiff. The Court concluded that the reduced award was still “grossly excessive” because it was 500 times the actual harm—a more extreme ratio than the 1:4 or 1:10 ratio between compensatory and punitive damages it had discussed in previous cases—and remanded the case back to Alabama.

In Exxon Shipping Co. v. Baker, the Supreme Court again decreed the increasing size and unpredictable nature of punitive damages and the lack of relationship to the plaintiff’s actual harm. The Court held that the ratio of compensatory to punitive damages should be 1:1 in maritime cases. The Court majority signaled that it probably would apply that same 1:1 ratio to tort cases as well.

The Court justified its drastic limitation on punitive damages as necessary “to protect against the possibility (and the disruptive cost to the legal system) of awards that are unpredictable and unnecessary.”

The due process guideposts required under Haslip and Gore are utterly lacking for presumed damages. There is no meaningful guide in jury instructions. Some jurisdictions, such as California, instruct jurors that the plaintiff is “entitled” to a presumed damages award and that they “must” award at least nominal presumed damages. These instructions for presumed damages create a category of “compulsory damages” that the Supreme Court cautioned would create due process problems.

There is also little guidance for trial courts and appellate courts. When the size of the presumed damages award is left to the unbridled discretion of the jury, it is difficult for a court to determine if the jury’s award is “grossly excessive.” If there are no actual damages awarded for out-of-pocket losses or actual reputational harm, the court is unable to conduct an analysis to measure proportionality of the presumed damages. There can be no ratio of 1:10 or 1:4 or 1:1 described in Haslip, Gore, and Exxon Shipping. As scholars have explained:

Judges cannot give meaningful instructions when the substantive law concedes that “there is no legal measure of damages in actions for these wrongs. The amount which the injured party ought to recover is referred to the sound discretion of the judge.” As a result, “the process of fixing the amount of presumed damages is inherently irrational.”

Juries also may be tempted to consider factors, such as the defendant’s unpopularity, that have nothing to do with any harm caused to the plaintiff. The huge size of some presumed damages awards—even when there is a complete lack of evidence of actual harm—suggests that they function as de facto punitive damages.

New Jersey is one jurisdiction that has implicitly recognized large presumed damages awards violate due process. The New Jersey Supreme Court recently held that presumed damages must be limited to nominal damages and compensatory damages must be established with actual harm to reputation, pecuniary or otherwise.

Yale University argued in a libel per se case in a U.S. district court in North Carolina that presumed damages are unconstitutional under the due process clause because they are “inherently speculative and irrational,” invite jury awards “based on emotion and prejudice,” and “offend our fundamental notions of fairness.” Calling Yale’s due process argument “novel,” the court “conceded[d] that, as a policy matter, reasons exist to disfavor presumed damages” and that “there may be room for debate concerning the wisdom of presumed damages.” But the district court rejected the due process challenge, observing that the Supreme Court “has had ample opportunity to strike down presumed damages and has not done so,” while admitting that the Court has not considered a due process challenge to presumed damages.

Perhaps the Supreme Court will one day decide to find presumed damages unconstitutional but obviously that has not yet occurred.” However, the district court did not address Haslip, and the Supreme Court had not yet decided Gore or Exxon Shipping at the time of the district court’s 1993 decision.
Given the inherent “unlimited jury discretion” and “unlimited judicial discretion” in fixing presumed damages, the “extreme” multimillion-dollar awards despite the utter lack of reputational or economic harm, and the “compulsory” jury instructions, there is no question that presumed damages “jar one’s constitutional sensibilities” and have “run wild.”

**Presumed Damages Create Evidentiary Barriers that Violate Due Process**

In some jurisdictions, plaintiffs argue that presumed damages are not arbitrary or unfair because the defendant can present rebuttal evidence showing the plaintiff suffered no injury at all. In practice, however, the rebuttal evidence doctrine does not work.

The problem is that courts allow plaintiffs to introduce purely speculative evidence that is difficult to rebut, while barring defendants from obtaining discovery on the plaintiff’s finances and other records that would rebut the presumption of reputational harm. In *Wynn*, the Los Angeles County Superior Court allowed casino mogul Wynn to introduce expert testimony that casino licensing authorities “could” have opened an investigation into Wynn based on the statements by Francis.** Wynn also testified that he suffered “mental anguish” over worries that his employees might suffer if his casinos suffered future potential harm caused by Francis’s statements. Cross-examination may not be strong enough to rebut such speculative evidence.

In *Thomas*, the state court trial judge allowed Justice Thomas to introduce speculative testimony by experts that if Justice Thomas ever followed up on his vague plan to apply for a federal judgeship or equity partnership in a Chicago firm at some point in the future, his application would be hurt by the newspaper report. The highly speculative testimony won Justice Thomas $1 million from the jury in “future economic losses.” The trial court later vacated the future economic losses award as “purely speculative,” but not before the defendants incurred significant expense on economic damages experts at trial and Justice Thomas scored sympathy points with the jury.**

Justice Thomas also won a $5 million jury award for presumed reputational damages despite the fact that every third-party witness testified that the plaintiff did not suffer any loss in reputation caused by the article, “still enjoys a good reputation, and earned a promotion on the high court. The jury seemed to ignore this rebuttal evidence. The trial court held that Justice Thomas did “not need evidence” for a presumed “loss of reputation, thereby making the determination of such damages purely a jury function.”** The trial court did, however, reduce Justice Thomas’s presumed reputational harm award to $3 million. The court held that given the “paucity of evidence” of actual reputational harm, the jury’s $5 million presumed reputational award “falls outside the range of fair and reasonable compensation, was the result of passion and prejudice, and shocks this judicial conscience.”** Despite the lack of evidence of reputational harm, the court refused to vacate Justice Thomas’s $1 million emotional distress award.**

The reliance on speculative evidence is nothing new. In *Gertz*, after remand from the Supreme Court, Gertz established actual malice and was permitted to introduce similarly speculative presumed reputation testimony at his second trial. Gertz was permitted to call a witness who testified “that calling a lawyer a Communist would be highly injurious to professional reputation”—not that it actually caused reputational harm to Gertz.**

Sometimes, even rebuttal evidence establishing a plaintiff’s unharmed reputation will not dissuade a jury from awarding presumed damages or persuade a court to vacate them. For example, in *Liberty National Life Insurance Co. v. Daugherty*, the Alabama Supreme Court refused to vacate the jury’s $300,000 presumed damages award, despite rebuttal evidence of the plaintiff’s “excellent” reputation.** The court held that “the law recognizes a right to recover for mental anguish” for presumed damages—even if the defendant’s rebuttal evidence “negated any injury to his reputation.”**

Courts also may block a defendant entirely from discovery of powerful impeachment evidence to rebut presumed damages. This happened in a libel per se case in Kansas state court. The plaintiff said he was not seeking any damages against the newspaper for actual reputational harm or economic loss, only for emotional distress/presumed reputational damages. The trial court agreed to block discovery and trial testimony about the plaintiff’s lengthy criminal record, civil litigation, and economic status. The jury awarded the plaintiff $100,000 “for claimed harm to his innermost feelings” about presumed reputational harm, without learning about his criminal past and or “hearing and determining what his true reputation was in the community.”** Stung by the realization that a criminal plaintiff could use presumed damages to whitewash his reputation and win a $100,000 jury award, the Kansas Supreme Court issued a new rule barring all presumed damages and requiring all defamation plaintiffs to present evidence of reputational harm, because “[d]efamation actions in Kansas are primarily concerned with injury to reputation, not injury to one’s personal sensitivities” and “[i]njuries to the latter alone cannot support a claim for defamation.”**

**Conclusion**

As these cases illustrate, trial courts tend to allow purely speculative presumed damages that would normally be excluded under well-established discovery rules for future economic losses in other tort and contract cases. Courts sometimes bar discovery or testimony on the plaintiff’s actual reputation. The idea that defendants will be able to challenge “presumed” damages with rebuttal evidence is largely an illusion when discovery of the plaintiff’s finances and other records is blocked by the court as “irrelevant” to presumed reputational harm. These
discovery issues provide another basis to challenge presumed damages on due process grounds.

The use of presumed damages by all plaintiffs—but especially public official and public figure plaintiffs—is an abuse of our judicial system and a violation of due process. Our public courts are supposed to mete out justice and follow the rule of law, not rubber-stamp huge monetary awards to uninjured plaintiffs when the awards are, by definition, compulsory, speculative, arbitrary, unreviewable—and unconstitutional.
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