Bankrupt Marketplace: First Amendment Theory and the 2016 Presidential Election

LEN NIEHOFF

In this article I advance two arguments. The first is that 2016 was a particularly important year for freedom of speech and of the press, although not for conventional reasons. The second is that the events of 2016 revealed that one of the essential components of our democracy—the central role that free expression plays in the democratic process—is in a state of serious dysfunction, if not crisis.

2016: An Important Year for the First Amendment

In determining the significance of a year for First Amendment purposes we often apply a measure that has to do with the decisions issued by the Supreme Court of the United States. We ask whether the Supreme Court gave us one or more cases that extended, limited, or clarified our understanding of this open and ambiguous text in a meaningful way.\(^1\)

So, for example, we might identify 1919 as such a year, because that is when Justice Holmes wrote his influential dissenting opinion in *Abrams v. United States*\(^2\)—a case about which I will have a great deal more to say later. Or we might identify 1964 as such a year, because that is when the Supreme Court issued its opinion in *New York Times Co. v. Sullivan*\(^3\)—a case that made it much harder for public officials to bring libel cases based on critical statements made about them. Or we might identify 1971 as such a year, because that is when the Supreme Court decided *New York Times Co. v. United States*,\(^4\) a case that upheld the right of a newspaper to publish information even in the face of government allegations of national security concerns.

In this conventional sense, 2016 has no claim for special prominence. In the winter, the Supreme Court did not decide any especially provocative First Amendment cases. The closest it came was its decision in *Heffernen v. City of Paterson*,\(^5\) which somewhat expansively held that a public employee’s constitutional rights were violated when his employer punished him for engaging in protected speech—even though the employer was mistaken and the employee had not, in fact, made the statements in question. Furthermore, none of the half-dozen or so First Amendment-related cases on the Supreme Court’s fall docket seems likely to move the Court’s jurisprudence in dramatic ways.

No, 2016 is important for much less conventional and more colorful reasons. One reason relates to the invasion of privacy lawsuit brought against Gawker Media by Terry Bollea, a Florida resident who had professionally wrestled under the name “Hulk Hogan.” The case arose from the dissemination of a video made by Todd Clem—one of Bollea’s best friends—of
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During the recent 23rd Annual Conference of our Forum on Communications Law, I had the pleasure of interviewing our keynote speaker, Jack Abernethy, CEO of Fox Television Stations, LLC, and co-president of FOX News. I asked him both before and during the interview to tell us what he expected from the attorneys who advise him, both in-house and outside counsel.

He gave an example of what he did not like. He took a flight many years ago and saw the programming of two broadcast networks available for viewing on the seatback monitors. Fox was not one of those networks. When he landed, he asked several in-house attorneys why Fox was not available on that airline. All of the attorneys said that it was unclear whether FOX had the necessary rights to allow the airline to offer Fox programming. The attorneys learned that the other two networks, like Fox, were also uncertain whether any third-party content providers would object to that exhibition of their content. The other networks ostensibly had taken a risk reasoning that, because the exhibition of third-party content would provide additional free exposure of the various programs, and the exhibition was on a closed system, the third parties would not object. Notwithstanding the analysis and decision of the other two networks, the Fox in-house attorneys remained steadfast with their advice that Fox could not and should not give the airline the right to exhibit its programming. They said outside counsel agreed with their assessment. He was clear that, rather than merely telling him what he could not do, the attorneys should have laid out the possible outcomes from taking the risk and the scope of potential damages in each scenario, to enable him to make the best decision.

I have no doubt that many of you reading this have been in the same situation. You have had to advise a client against taking the exact course of action that the client wants to take. I asked Mr. Abernethy to tell me whether the in-house attorneys could have said anything else that would have satisfied him. He said quite succinctly that he expected his attorneys to know the law well enough to be able to assess the real-world risks of taking a particular course of action and to give him a realistic appraisal of such risks and the likelihood of any litigation. He immediately followed by saying that he would accept responsibility and would support his attorneys if adverse litigation resulted from a risk he took.

What Mr. Abernethy wanted from his attorneys seems obvious in hindsight. However, I am fairly certain that my initial judgment would have been to give the same advice as our other in-house attorneys. Conventional wisdom is that you cannot sublicense (or give-away) third party content without having clear rights to do so. You could be in breach of your license agreement and in violation of the owner’s copyright. I have never discussed this situation with any of the attorneys who were involved, but I know they are all knowledgeable, accomplished lawyers who have the best interests of the company in mind. I also know that Mr. Abernethy ultimately decided to take the risk and none of the possible horrible outcomes came to pass. (The business executive, here the CEO, no less, can and must decide how much risk to take.)

Moreover, the keynote presentation really made me think a lot about what is expected of me, as an in-house attorney. As in-house attorneys, our role is not to make the decision for the businessperson by saying either “no” or “yes.” Our role really is about helping the decision-makers achieve their goals, while also fulfilling our fiduciary duty to the company, by ensuring that we have adequately advised the business people about the risks of their choices. I would go a step further and say that in-house counsel should also make the effort to present alternatives to the executive’s suggested course, which might pose less of a risk to the corporation. (Note: You also would be wise to check the Model Rules of Professional Conduct regarding your obligations to the ultimate client, which usually is the corporation and not the executive decision maker. M.R.P.C. §1.13(b) provides “If a lawyer for an organization knows that an officer … with the organization is engaged in action, intends to act or refuses to act, … that is a violation of a legal obligation to the organization, or a violation of law that reasonably might be imputed to the organization, and that is likely to result in substantial injury to the organization, then the lawyer shall proceed as is reasonably necessary in the best interest of the organization. Unless the lawyer reasonably believes that it is not necessary in the best interest of the organization to do so, the lawyer shall refer the matter to higher authority in the organization, including, if warranted by the circumstances, to the highest authority that can act on behalf of the organization as
determined by applicable law.”)

Because, as in-house counsel, we frequently must rely upon outside counsel to advise or represent our clients adequately, I also began to think more specifically about what we should expect from the outside counsel who we retain. I contacted in-house attorneys throughout Twenty-first Century Fox, FOX News Channel, FOX Group Legal and Fox Television Stations for their requirements. Everyone responded with more or the less the same points.

I should note at the outset that we all recognize that advising in-house attorneys is not easy. The Fox in-house lawyers are expected to be knowledgeable in their respective areas of expertise. (Long gone are the days when an in-house counsel’s job consisted primarily of hiring outside counsel.) We also are accountable to the business people. Thus, when we retain outside counsel we already have some idea of what the businessperson expects. And, because we have assessed the transaction or litigation matter before retaining outside counsel, we already have decided what we expect from your representation. Moreover, outside counsel, who are retained by in-house lawyers, must navigate the expectations of both the in-house lawyers and the business people with whom outside counsel may have limited or no contact. With these dynamics in mind, the following summarizes what Fox in-house lawyers want and expect from outside counsel.

Be the expert in your area. Know the substantive law. It no longer is sufficient for outside counsel merely to be knowledgeable, unless we already are aware of your limitations in a particular area. We are coming to you because we expect you to know more than we know in the substantive area. We also expect clear guidance about available choices. However, if you do not know the answer to a question, it is better to let us know right away that you need time to research it, than it is to waste time discussing an answer about which you are uncertain. (And, when the question is narrow in scope, you should not assign someone to research the issue, expecting us to pay for having a 15-page memo to the file drafted.) If it is an issue where you do not feel comfortable outlining the answers, you should tell us so that we can decide whether a detailed memo would be helpful to us. You also should let us know when we can expect to receive your answer. Alternatively, you should consider whether it may be more appropriate for you to direct us to someone else in your firm who is more knowledgeable. However, the added cost of consulting with someone else in your firm should be an option for us to decide in advance.

Ensure that the junior members of your team are also knowledgeable. We do not want to pay for the time that an associate spends learning the relevant law. Supervise your associates closely enough to prevent them from spending hours pursuing red herrings. If it is litigation, know the most recent decisions in your jurisdiction and the local rules of your courts. For transactional work, know what provisions are standard or favored in the industry and, if your recommendation is to deviate from the standard, be ready and able to articulate why.

You also are expected to know something about the industry. Read the trades so that you are aware of the issues impacting us. You should even learn the applicable “terms of art” for the industry.

Be prepared before we retain you. For litigation, maintain files, ready at your fingertips, which spell out most possible scenarios for various types of cases. Have an outline for each phase of the litigation in state and federal courts handy. During the initial call, be able to outline clearly the alternative courses of action for the matter. For example, you should know, without having the issue researched, when the answer is due, how much time you have to respond to discovery that is filed with the answer, whether filing a particular motion stays discovery and whether there is an automatic right of appeal. You also should know the local rules of the applicable court.

For transactional matters, know what questions to ask. Have form language and alternatives for standard provisions of the agreement. Know whether you will need the assistance of a technical advisor. Provide thoughtful analysis and suggest alternative strategies based on the concerns we give you. In other words, regardless of the type of matter, you should not have to reinvent the wheel each time we contact you.

Be able to provide practical advice. Although it may cost you a few billable hours, let us know when you think that another course of action might be to our advantage or might save us money. For example, if you are helping to draft an agreement, do we really need all of the bells and whistles. If you think we would be protected adequately with a shorter agreement, which might be easier to get the other side to accept, let us know that it could save time and money. If you think we would prevail in a litigation matter, but only after an appeal, let us know that settling might be a better outcome. We consider your ability to ground your legal advice in our business realities an “added value” – making us more likely to return to you.

Be respectful of our time. Because most of our in-house attorneys have multiple clients and multiple areas of responsibility, it is difficult to give our undivided attention to a single matter for extended periods of time, or to drop everything to give unscheduled attention to a matter you are handling. Therefore, it is helpful to discuss a deadline for submitting your draft and for you to honor it, even though it is an artificial one. We may need to circulate the draft to executives or other lawyers to whom we report. The agreed-upon deadline further should be sufficiently in advance of when it is required to give us time to review the draft.

Unless we have expressly asked you to send us a “rough” draft, we want to receive a “solid” draft; one that is not riddled with typos and grammatical errors. We prefer well-developed and supported arguments in a brief. In an agreement, ensure that a defined term is used consistently and that sections are accurately referenced throughout the document. Except in unusual circumstances, we do not want to receive sections of a document separately. We also do not want to rewrite, redraft or
Before emailing or calling us to discuss a matter, think through what you want to say. It will help you to communicate your thoughts effectively. Consider whether it is possible for us to address a number of concerns in a single sitting, rather than addressing your concerns piecemeal. However, when there is an important development, communicate it without delay, particularly if it will require us to consider changing strategy, or it will increase the cost of your representation.

If you need us to make a decision, succinctly give us the pros, cons, and alternatives, keeping in mind possible outcomes and costs, and give us your recommendation.

Be cognizant of our budgeting and billing procedures. Fox has stringent controls in place requiring approval before any costs may be incurred. Regardless of whether a matter is litigation or transactional, we are required to submit and obtain approval for your budget. Likewise, our business people are responsible for maintaining their budgets and must be able to predict the cost of the legal services they will receive. Our process requires you to think through the work you will undertake and to use your best judgment about the staffing you will need. It is not acceptable for us to pay for multiple attorneys to learn the facts of the matter because you change staffing throughout the process. We also should not have to pay for junior members of the team to learn the substantive law.

While we understand that legal work is unpredictable, we expect you to keep track of your billing to ensure that you are remaining within the budget. If unexpected circumstances arise that may cause you to deviate from the budget, let us know what has changed and why it will require more time before you begin the work. You also should be able to give us a solid estimate of the additional fees so that we may again seek the required approvals. It puts us in a difficult position, and we may be unsuccessful, if we have to seek approval for an invoice that is over budget after the time for the work already has been billed and the costs already have been incurred.

It also is helpful if you do not delay in submitting your invoices. We do not like to chase outside counsel to submit invoices, but it is worse to receive invoices four months after the work was completed.

Lastly, be professional and courteous. We expect you to discuss in advance whether it is appropriate for you to make public statements about your representation of us for a specific matter. (In fact, we generally insist that outside counsel refrain from any public communications about our legal matters unless coordinated with us.) We think it is inappropriate for you to contact the businessperson without discussing it with us first. We appreciate the expertise of our outside counsel and enjoy the camaraderie when we are working together. My hope is that, by sharing our expectations and concerns, our relationships with one another will only be improved.
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Bollea having sex with Clem’s estranged wife.

The brief and grainy video of their tryst found its way into the hands of Gawker Media, an online publication that delighted in revealing the secrets of the rich and famous. Gawker posted the video and Hogan brought an invasion of privacy action, which he won—big. A Florida jury awarded him $115 million in compensatory damages ($15 million more than he sought) and $25 million in punitive damages.

This case has very significant implications for the First Amendment in three respects. The first relates to the finding of liability in that case. For purposes of assessing the significance of that finding, I want to put aside questions about the specific conduct of Gawker, whether it should have posted the video, and whether it should have taken the video down when Bollea pro-
when Americans support a multi-million-dollar pornography industry and spend vast amounts of time viewing online obscenity? One of La Rochefoucauld’s famous maxims is that “hypocrisy is the tribute that vice pays to virtue.” Did Hogan simply find a way to cash in as a big-time payee of our hypocritical guilt?

Or perhaps these are the wrong questions. Maybe the finding of liability here stands for the exquisitely narrow proposition that a media entity shouldn’t post video of a popular professional wrestler having sex with his friend’s wife. But if the case stands for something further—something that could and should shape the decision making of the mainstream media—then it is not obvious what that “something further” is. And in the field of free speech, where we view legal clarity as critical to the preservation of our liberties, a vague, amorphous, and free floating source of potential liability is deeply worrisome.

This case is even more troubling, however, because of the size of the verdict. The judgment against Gawker was so large as to drive the company into bankruptcy and effectively out of existence. This fulfilled a concern that the Supreme Court voiced in New York Times v. Sullivan—that civil judgments pose a fearsome threat to free expression.

Indeed, in Sullivan the Court argued that in this arena civil judgments pose even more troubling threats than criminal prosecutions. After all, the Court observed, criminal fines tend to be relatively low; substantial procedural safeguards apply to criminal cases; and the principle of double jeopardy guards against multiple prosecutions for the same offense. In contrast, civil jury verdicts can be astronomical; procedural safeguards are fewer; procedural costs, such as those associated with discovery, can be crippling; and there is no double-jeopardy-like principle to protect a media entity from being sued by multiple plaintiffs over the same story. The Gawker verdict demonstrates how a civil lawsuit can accomplish something that no other kind of proceeding could have done: censor speech by annihilating the speaker.

And there is a third reason the Gawker case is particularly important. After the verdict came down, it became known that Bollea’s lawsuit had been financially underwritten by Peter Thiel, the Silicon Valley billionaire who helped found Pay Pal. In part, Thiel may have acted out of one of history’s oldest motives—revenge—because Gawker had revealed that Thiel is gay, a fact he had maintained as private.

Thiel has stressed that his support of Bollea was primarily about deterrence, sending a message on behalf of those who do not have the resources to pursue invasion of privacy claims against the media. To the extent Thiel offered this explanation as a source of consolation it provides none. An isolated act of retribution has less ominous implications than does a corrective philosophy that might find numerous occasions for expression.

Of course, the concern here should not be overstated. Third-party litigation funding serves a purpose within our civil justice system and has become increasingly commonplace. And, although such arrangements can give rise to ethical questions about whether the lawyer involved is maintaining his or her independence and is making decisions in the best interest of the client, it is not clear that the problems they create are any greater than those encountered when financing comes through insurance or a contingent fee.

Finally, as a practical matter it seems unlikely that we will see a huge rash of billionaire-funded privacy and libel cases in the near future.

But it is also important that we do not underestimate the concern. At least to some degree, the design of our libel and privacy laws reflects our assumptions about the financial incentives that will exist for plaintiffs and defendants in such cases. Third-party litigation funding can skew those incentives and dramatically change the dynamics. Think, for example, of the financial motivations that would have existed for Terry Bollea to reach an early settlement with Gawker if he had been financing his own case and then what happens to those considerations when a billionaire starts writing checks to cover his costs.

Furthermore, the Gawker case fulfills the most disturbing of possibilities anticipated by the Supreme Court in Sullivan. After all, the judgment in this civil suit did not just chill the speaker: it resulted in the onset of fatal hypothermia. Of course, it may turn out that third-party litigation financing will only rarely result in the bankruptcy and destruction of a media entity, but surely those numbers do not even need to reach double digits before we pronounce the consequences dire.

One additional fact makes Thiel’s funding of the Hogan lawsuit particularly interesting. Thiel is closely linked with another public figure who has within the past year repeatedly threatened lawsuits against media entities and even individuals. That public figure is, of course, President Donald Trump, who named Thiel to the executive committee of his transition team.

This brings us to the primary reason 2016 proved to be a particularly important year in the history of the First Amendment: the President. It seems inarguable that during the election cycle Mr. Trump had a profound and multi-dimensional influence on freedom of expression. This is not a partisan statement and for purposes of this article we need not decide whether that influence was beneficial or baleful or both. The measurement here refers simply to the extent of the influence and the multiple ways in which it played out.

During his campaign, Mr. Trump fully availed himself of his own right to freedom of expression. He used the full range of the vernacular. And he did so without any of the self-censorship or restraint that has usually characterized aspirants to our nation’s highest office. Indeed, by one count, in the course of this election cycle Mr. Trump (via Twitter alone) insulted 282 different people, places, and things.

Experts continue to try to discern the primary drivers of his election victory, but his apparently unfiltered speech may have held appeal for a number of voters.

Mr. Trump so pushed the boundaries of ordinary political discourse that commentators repeatedly predicted that
he had, at long last, gone too far. In this respect, however, a public appetite for unscripted speech may not be the only thing that helped Mr. Trump. He may also have received an assist from the fact that the public knew him as a television personality—as the outsized caricature of himself that he played as a guest on Saturday Night Live and as the star of The Apprentice.

In this sense, Mr. Trump deployed a strategy not unlike that used by Terry Bollea, although he did it less explicitly. He argued: do not confuse the “real me” with the “celebrity me,” the serious candidate who wants to shake things up in Washington with the guy who engages in “locker room talk.”21 And, as with Bollea, he benefited from the blurring of the very line he wished to draw.

The similarity is not surprising. Both Mr. Bollea and Mr. Trump owe a good deal of their notoriety to the Howard Stern show, where they honed their celebrity personas and put them on full display.22 Mr. Trump’s strategic use of his persona aligns with the trenchant observation made in The Atlantic that while the press took Mr. Trump literally but not seriously, his supporters took him seriously but not literally.23

Furthermore, in advancing this speech, Mr. Trump made successful use of a wide variety of vehicles, ranging from local rallies to national television platforms to international social media. His use of Twitter was particularly noteworthy. He tweeted relentlessly—often into the late hours of the night and early morning—and (consistent with his unfiltered theme) never in the carefully curated voice of a handler or spokesperson.24

While exploring the outer reaches of his own free speech rights, Mr. Trump argued vigorously for curtailing the expressive rights of others. For example, he declared that as President he would “open up” libel laws in order to make it easier for public officials to sue media entities.25 “We’re going to have people sue you like you’ve never got sued before,” he declared.26

To indulge in a variation on a phrase of Mr. Trump’s, this did not appear to be just “lawyer-room talk.” To the contrary, Mr. Trump has on numerous occasions threatened libel suits against individuals and entities. For example, in October of 2016, his legal counsel sent a letter to The New York Times demanding a retraction of stories it had published about two women who had come forward to allege that Mr. Trump had forcibly touched them.27 And in the same time frame he announced that after being elected he would commence libel suits against those women individually.28

In a number of instances, Mr. Trump has gone beyond a demand for retraction and has commenced suit. Shortly before the election, Susan Seager prepared a report describing and assessing the speech-related lawsuits that Mr. Trump and his companies have filed. She reached the conclusion that Mr. Trump had proven himself to be a “libel bully,” because he used litigation to try to silence critics, but also a “libel loser,” because his efforts had met with little success.29

Seager reports that, of the seven speech-related cases that Mr. Trump filed, four were dismissed on the merits and two were voluntarily withdrawn. And some of those cases—like a breach of contract lawsuit based on a prank pulled by Bill Maher—seem conspicuously weak. Nevertheless, as if to place a punctuation mark on the chilling effect that even unsuccessful libel suits can have, the American Bar Association initially expressed concern over publishing the piece in this journal.30

At the same time, during 2016 a national dialogue ensued with respect to the legality of some of Mr. Trump’s own speech. For example, early on accusations were made that Mr. Trump had incited his supporters to engage in acts of violence against protestors at his rallies.31 Discussions about a presidential candidate unexpectedly turned to analyses of the Supreme Court’s decision in Brandenburg v. Ohio.32

The debate intensified in August of 2016, when Mr. Trump gave a speech in which he decried Secretary Clinton’s likely appointments to the Supreme Court. He cautioned: “If she gets to pick her judges, nothing you can do, folks.” And then added: “Although the Second Amendment people—maybe there is, I don’t know.” This comment sparked a discussion of whether Mr. Trump had made a distasteful joke or had crossed a line by encouraging his followers to assassinate Clinton or her judicial nominees.33

Then, toward the end of his campaign, concerns were expressed that he was inciting crowds to violence against the media—a favorite target of his criticisms.34 Allegations were made that journalists had been verbally harassed, violently grabbed, choked, and thrown to the ground.35 A photograph went viral of a man wearing a t-shirt at a Trump rally that had emblazoned across the back the words: “Rope. Tree. Journalist. Some assembly required.”36

Turning the tables, a debate also ensued over whether the women who had accused Mr. Trump of assaulting them could sue him for libel on the theory that he had falsely accused them of lying.37 Such lawsuits have a recent precedent. When Bill Cosby claimed that the women who had accused him of sexual assault had lied, a number of them sued for defamation.38

Discussion of Mr. Trump’s statements involved not just domestic but international law. Toward the beginning of his campaign, questions were raised as to whether some of his statements about Arab-Americans, Muslims, and Mexicans ran afoul of European “hate speech” laws.39 Some public officials even argued that he should be banned from entering their country on this basis.

2016 thus proved a signal year in the debate over the reach and limitations of freedom of expression. But additionally—and ironically—2016 is of critical importance for another reason as well. For it was during this period that we also saw a massive failure of our leading conceptual model of how free speech works and how it contributes to the democratic process.

Our Democratic Crisis

This brings me to my second argument: that we are in the midst of a crisis involving an essential component of our democracy. I refer here to a dynamic that goes to the very heart of how our democracy works—or does
Ronald K.L. Collins has observed that opinion of Justice Holmes in Abrams v. United States almost certainly comes from the and influential model for how the First Amendment plays an essential—indeed, indispensable—role in the democratic process. The Supreme Court has repeatedly so held, often deploying some of the most rhapsodic language it knows how to use. This includes Justice Brandeis’s poetic concurring opinion in Whitney v. California.\footnote{39}

In that opinion, Brandeis declared that “[t]hose who won our independence … believed that freedom to think as you will and to speak as you think are means indispensable to the discovery and spread of political truth.”\footnote{40} He added that they believed that “without free speech and assembly discussion would be futile; that with them, discussion affords ordinarily adequate protection against the dissemination of noxious doctrine; that the greatest menace to freedom is an inert people; that public discussion is a political duty; and that this should be a fundamental principle of the American government.”\footnote{41} The Supreme Court has sounded the same theme in numerous later decisions, in opinions written by justices across the political spectrum.

Over time a dominant conceptual model has emerged to describe how free expression plays this central role in our democracy. I do not mean to suggest that there is only one such model—to the contrary, courts and legal scholars have articulated a variety of explanations for why free expression matters and how it helps us achieve our democratic goals. But the most persistent and influential model for how the First Amendment works in our democratic system almost certainly comes from the opinion of Justice Holmes in Abrams v. United States.\footnote{42}

As Lee Bollinger has stated, “[W]ithin the legal community today, the Abrams dissent of Holmes stands as one of the central organizing pronouncements for our contemporary vision of free speech.”\footnote{43} In the same vein, Ronald K.L. Collins has observed that “in its own secular way, the opinion has become canonical.”\footnote{44} Some notable scholars have criticized the opinion, but “many view [its central] metaphor as key to any healthy system of freedom of expression.”\footnote{45}

The facts of Abrams seem stunning today. Five people wrote, printed, and distributed leaflets around New York City that were supportive of the Russian Revolution and that, by contemporary standards, seem utterly harmless. Although this was the extent of their activity, the five were charged with and convicted of violating the federal Espionage Act. In one of its darker and less competent moments, the Supreme Court upheld the convictions.

Justice Holmes wrote a dissenting opinion that has so carried the judgment of history that people sometimes forget it was a dissent. Justice Holmes begins by noting the understandable, perhaps even good, intentions of those who want to censor speech:

Persecution for the expression of opinions seems to me perfectly logical. If have you no doubt of your premises or your power and want a certain result with all your heart you naturally express your wishes in law and sweep away all opposition.

Holmes starts with this valuable insight: the impulse to silence speech with which we disagree is understandable and extends to people with benevolent designs.

Of course, this does not make the impulse any less dangerous. In his dissenting opinion in Olmstead v. United States,\footnote{46} a case involving a different kind of constitutional concern, Justice Brandeis observed that: “Experience should teach us to be most on our guard to protect liberty when the government’s purposes are beneficent. Men born to freedom are naturally alert to repel invasion of their liberty by evil-minded rulers. The greatest dangers to liberty lurk in insidious encroachment by men of zeal, well-meaning but without understanding.”

And so Holmes continues: But when men have realized that time has upset many fighting faiths, they may come to believe even more than they believe the very foundations of their own conduct that the ultimate good desired is better reached by free trade in ideas—that the best test of truth is the power of the thought to get itself accepted in the competition of the market, and that truth is the only ground upon which their wishes safely can be carried out. That at any rate is the theory of our Constitution. It is an experiment, as all life is an experiment.

This model—often called the “marketplace of ideas” model—tells us how free speech works to advance our democratic goals: ideas compete for our allegiance in a free market; through this competition we entertain alternative possibilities; as a result of this consideration and analysis we arrive at the truth; and that truth empowers us to participate constructively as informed citizens of our democracy.

This model rests upon certain assumptions about this market operates, how human beings behave, how we receive and consider information, how we ascertain the truth, and how we make decisions based on what we have learned. In 2016, however, most—perhaps all—of these assumptions turned out to be wrong. To stay with Justice Holmes’s storied metaphor, in this election cycle the marketplace of ideas went just as bankrupt as Gawker Media.\footnote{47} We can see this if we consider some of the assumptions that underlie Justice Holmes’s model and see how they betrayed us this year.

As an initial matter, the marketplace of ideas model assumes that people will receive information (or what passes for it) in quantities that they can manage. But this election cycle has shown us that this assumption no longer holds true. Although the model rests upon the proposition that more information is always better, 2016 showed us that at some point the number of inputs becomes so great, and their pace so fast, that we can no longer effectively process them.
Writing before we understood the full significance of this informational barrage, Justice Scalia said *McConnell v. FEC,* concurring in part and dissenting in part:

The premise of the First Amendment is that the American people are neither sheep nor fools, and hence fully capable of considering both the substance of the speech presented to them and its proximate and ultimate source. If that premise is wrong, our democracy has a [great] problem to overcome … Given the premises of democracy, there is no such thing as too much speech.

Or so we thought.

The too-many-inputs-too-fast phenomenon might not be problematic if we responded by slowing down, working through the complexity, and withholding judgment until we had sorted things out. But for the most part we do not do that. Because the informational onslaught moves quickly and does not let up we find it difficult to focus our attention on the same issue for a sustained period. We therefore often take a much simpler course, simply defaulting to our biases and predispositions.

Sociologists and psychologists have documented that when we find ourselves in a “landscape of near-infinite choice,” we “do what feels easiest”: we gorge on information that aligns with what we think and ignore what does not. Or, as Simon and Garfunkel succinctly put it: “a man hears what he wants to hear and disregards the rest.” In this sense, we no longer have a marketplace of ideas; we have a marketplace of confirmation bias. And this undermines one of the principal goals of the marketplace of ideas, which is to compel us to defend our accepted truths—or abandon them.

The marketplace of ideas model further assumes that we will be able to sort reliable information from unreliable. But 2016 showed us that this assumption no longer holds true, either. In the course of this election cycle it became apparent that “fake news” stories were being uncritically accepted, posted, reposted, and re-re-posted on social media. To take one dramatic example, a widely circulated fake news report identified a pizza parlor as a front for a child abuse ring secretly run by Hillary Clinton and John Podesta—a story absurd on its face but that some people accepted so literally as to prompt them to threaten the restaurant owner. Measuring the effect, if any, that fake news had on the election and its outcome poses serious challenges, but there are good reasons to believe that these stories may have significantly skewed public dialogue and opinion during the past year.

The public’s inability to tell reliable from unreliable information may have given both major party candidates increased confidence that they could freely indulge in misstatements. This may explain the dismal truthfulness records both candidates amassed. Perhaps such behavior inevitably comes with the territory of a marketplace of ideas where the making of false statements has no negative consequences.

Consider Politifact’s evaluations of Mr. Trump and Secretary Clinton. The Politifact website assessed 19% of Mr. Trump’s evaluated statements as mostly false, 34% as false, and 17% as what they call “pants on fire” false. Hillary Clinton scored better, with 14% as mostly false, 10% as false, and only 7% in the worst category. In other words, Politifact maintains that the *more truthful* of our two major candidates was making false statements to us almost a third of the time.

In the course of 2016, we also discovered just how stubborn misinformation can be. Efforts made to correct false statements were often dismissed as the work of partisans or mouthpieces or a biased and unreliable press—the last an ironic criticism given the prevalence of fake news in non-mainstream media. But the important point is this: the marketplace of ideas becomes wholly unworkable once no form of counter-argument remains possible; at this stage, the marketplace of ideas becomes the marketplace of ossified stances.

Occasionally in 2016 the struggle with misinformation became so great that the media were excoriated for not reporting facts that were not facts. For example, during this election cycle Mr. Trump bemoaned that the murder rate is the highest it has been in forty-five years and chided the press for not reporting on it. But the omission is easily explained: this “fact” is simply wrong. Indeed, the murder rate is less than half of what it was in 1980 and it is lower than it has been during any time between 1965 and 2009.

These developments have prompted some commentators to ask whether we have entered into a “post-factual” or “post-truth” politics. The irony is titanic. In the midst of vast, prevalent, and easily accessible information, facts and truth appear to have become an unanticipated casualty. And even if we do not accept quite so dim an assessment, it seems clear that truth struggles now, more than ever, to get breathing space—let alone attention and allegiance.

In this respect, it is important to note that the marketplace of ideas model also assumes that we care about the truth and want to find it. But 2016 strongly suggests to us that an election may have little to do with what is factually right or wrong. An election may be about something else altogether: a shaking up; a destabilization; a cry for something different; an angry scream from those who believe no one hears them anymore.

Such gestures are not wholly without value in our quest for truth. If someone yells: “You’re not listening to me!” they may be right and the complaint may be justified. But, importantly for purposes of how we ordinarily think about the marketplace of ideas as functioning, the yelling does nothing to advance the merits of any underlying substantive point.

There are other problems as well. The marketplace of ideas model assumes that all ideas will have equal access to the conversation. But in 2016 the barriers to entry into this market became obvious. For example, critics pointed out that three presidential debates were conducted with almost no discussion of climate change, which many people view as one of the most
pressing issues of our time.53

Or consider this: at present, an estimated 1.4 million American children are homeless.54 We heard almost nothing about this during the 2016 election cycle—and certainly less than we heard about Mr. Trump’s sexual peccadillos and the size of his hands and Secretary Clinton’s emails and her stumble on some stairs. It seems reasonable to expect that ideas about how to address this national tragedy should enter the marketplace where we supposedly engage in our national problem solving. The absence of such discussion may prompt us to wonder whether in 2016 the marketplace of ideas wholly crashed and we now find ourselves in a Great Depression of clear, informed, and productive thought.

Conclusion

There is no single, comprehensive strategy for restoring the vigor, integrity, and viability of this market. Some measures are already underway, such as efforts by Google and Facebook to police the dissemination of fake news. But our fundamental, and most daunting, challenge lies in the reality that the effective functioning of the marketplace of ideas depends upon our cautious, critical, and considered analysis of the “information” that comes our way. That has always asked a lot of human beings; in the current communications environment it demands still more.

It may console us, in some small way, to remember that the man who formulated the marketplace of ideas model was a pragmatist and realist. Justice Holmes understood that this marketplace could sputter, fail, and leave us intellectually and ideologically bereft. But he saw it as the best, if not the only, means through which we might accomplish the ideals of democracy.

“It is an experiment,” he says in his dissent in Abrams, “as all life is an experiment.” And so it is. Sometimes the experiment will go well. Sometimes it will go poorly. Sometimes its protocols will work effectively. Sometimes they will need fine-tuning or even radical adjustment.

Sometimes the experiment will lead us to grand discoveries. Sometimes it will reveal to us, in the language of a sacred text, “things hidden since the foundations of the world.” Sometimes the experiment will fail spectacularly. Sometimes the laboratory will catch on fire.
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Defending the Physician’s Defamation Claim

GAYLE C. SPROUL AND MATTHEW L. SCHAFER

“Dangerous Doctors,” “Doctors are bad for your health,” and “Surviving Your Doctors” are catchy titles of no doubt interesting news reports, but these reports can attract more than curious consumers. There is an obvious risk inherent in any news report that calls into question a physician’s medical judgment. Such reports can sometimes result in either exorbitant jury verdicts or dearly won verdicts for the defense. In light of this, it is worthwhile to consider routes to early dismissals. There are two in particular that may work, depending, as always, on the facts.

First, defamation lawsuits casting doubt on a doctor’s medical judgment can often be defended on opinion grounds asserted in a motion to dismiss. It is not at all unusual for physicians to disagree with each other regarding treatment. A doctor who is a defamation plaintiff may readily admit that treatments can differ because of differing professional opinions, and defamation defendants can capitalize on such disagreements in fending off these lawsuits.

Second, doctors who have gained special prominence in their fields or those who advertise extensively may be deemed limited purpose public figures. If that is a possibility, defendants should consider moving to bifurcate discovery to focus first and exclusively on evidence of the plaintiff’s status and the lack of actual malice, followed by statistical means that may fall short of demonstrating that the allegedly defamatory factual statements are instead the opinions of the patient and the medical professionals whose views are included in the report.

It is for the court to decide in the first instance if a statement is an opinion rather than an assertion of fact. News reports about medical malpractice often will disclose the facts underlying the accusations against a doctor and then include interviews with the patient or experts who express opinions regarding the patient’s treatment. So long as the facts on which those opinions are based are stated in the report (and are true or privileged), the opinions should not provide a basis for liability.

Thus, for example, in *Images Hair Solutions Medical Center v. Fox News Network, LLC*, the court found that the allegedly defamatory statements were expressions of opinion and, therefore, not actionable. The plaintiffs operated a hair-loss restoration business using a laser treatment called MEP-90. The five-minute news report included an interview with a doctor unaffiliated with the hair-loss clinic, who stated his view that the MEP-90 was ineffective. The doctor’s statements, the court explained, were medical opinions based on uncontested facts and thus were not actionable and the complaint was dismissed.

On the other hand, in *Dougherty v. Boyertown Times*, this approach was only partially successful because of the court’s view that undisclosed facts were implied by the published opinions. There, a chiropractor sued a newspaper over statements made about him by the wife of a patient in a letter to the editor. The patient’s wife complained about the plaintiff’s billing methods and characterized the treatment of her husband as “ineffective and possibly harmful,” stating that her husband “became worse and had to go to another doctor.”

Although the court dismissed as opinions the wife’s statements regarding billing, it declined to dismiss the claims.

---

regarding treatment because no facts about “[t]he nature and frequency of the treatments as well as [the patient’s] condition before, during and after these treatments [were] addressed.”

Moreover, because “the author of the letter was the patient’s wife, a reader of the letter could easily infer that the wife . . . was in a good position to know undisclosed facts concerning the treatments upon which she based her opinion.”

For these reasons, the court held that the statements were “mixed opinion which could reasonably be interpreted to imply undisclosed defamatory facts,” and therefore refused to dismiss the remaining claims.

**Doctor v. Doctor**

*Images Hair Solutions and Dougherty* are two of the very few decisions on this issue involving the media. Most of the precedent comes instead from cases in which doctors are sued for offering their expert opinions regarding treatment by another doctor. An opinion is an opinion, so these cases are nevertheless helpful in briefing a media defamation case.

For example, in *Woodward v. Weiss*, a doctor-plaintiff sued for defamation another doctor who prepared an expert report questioning the plaintiff’s treatment of patients after a car accident. The defendant had stated in the report: (1) “[the patients] have both received excessive and not recommended treatment and x-rays”; (2) “[the doctor’s] opinion that these patients were entitled to 5% and 6% permanent disability . . . is not supported by the records”; and (3) “[t]he treatment rendered is far in excess of any possible injury from this accident.”

The *Woodward* court concluded that these statements “are all opinions, not verifiable facts,” because there “is no standard which could be used to render an objective, verifiable, factual answer to these questions.” Indeed, it held: “Medical, with all its great accomplishments, remains an inexact science. Doctors frequently refer to ‘medical science’ but other disciplines have always referred to the practice of medicine as the healing art. Treatment considered appropriate by one doctor may be considered excessive by another doctor.”

Similarly, in *Marshall v. Planz*, a doctor-plaintiff alleged that the defendant “made an unfounded quality of care complaint” to a hospital committee, “criticizing and questioning [the plaintiff’s] treatment of two patients.” The defendant’s specific concerns related to “an incident with an extubation of a patient in the [cardiovascular surgery intensive care unit] . . . that he thought didn’t display good judgment” and “that two of [the plaintiff’s] patients had suffered post-operative strokes,” arguably implying that the plaintiff had “poor medical judgment.”

The court found this alleged implication to be a non-actionable expression of opinion. It noted that the implication “like virtually all judgments regarding the adequacy of a physician’s treatment of his or her patients, may be debatable among medical experts.” It concluded that the implication had an “inherently subjective nature, confirming that [the] opinion is not capable of being verified as true or false, and that it presents or implies no truly objectively verifiable facts that would infuse it with defamatory content.”

Likewise, in *Willman v. Dooner*, the court held that statements that the plaintiff could have used an alternative method to better treat the patient and performed multiple unnecessary surgeries were opinions. And, in *Morris v. Blanchette*, the court concluded that stating “it would not really be appropriate to continue” treatment and that there was “no medical necessity for any additional treatment” were expressions of opinion.

**Malpractice and Other Lawsuits**

Doctors attempting to stave off adverse medical malpractice judgments often rely on a similar opinion defense. In *Mohan v. Westchester County Medical Center*, for example, the plaintiff brought suit for malpractice after a doctor released a patient with delusions who later killed his brother, who was the plaintiff’s husband. In concluding that the plaintiff’s expert testimony that the hospital “failed to consider” the strength of the delusions was not persuasive, the court held that “the decision to release [the patient] was” nothing more than “a professional medical determination.”

**The Public Figure Physician**

In addition to the protection afforded by the opinion defense, physicians may, in many instances, be elevated to the rank of public figure, thus requiring them to demonstrate actual malice in order to prevail on defamation and related claims. Discovery into that status and into the existence of actual malice accompanied by the possibility of an early summary judgment motion may limit the overall discovery in these cases by precluding an extensive inquiry into the truth or falsity of statements regarding the patient’s treatment, which, as noted, can take on the quality, and expense, of a malpractice case.

It is most likely that a physician will qualify as a limited purpose public figure rather than a general purpose or involuntary public figure. In analyzing whether a plaintiff is a limited purpose public figure, the standard is well-known: a court must generally consider whether (1) the alleged defamation involves a public controversy; (2) the plaintiff played an important role in the controversy; and (3) statements were “germane to the plaintiff’s involvement in the controversy.”

**Grounds for Public Figure Status**

The “paradigm of the limited-purpose public figure” is Dr. William McBride, an Australian doctor and expert on birth defects. *Science* published a story about McBride in the context of the battle over the once commonly prescribed drug Bendectin, taken by millions of women experiencing morning sickness in pregnancy. In subsequent class action litigation, the plaintiffs claimed that the drug was the cause of severe birth defects. McBride, a vocal and published proponent for the anti-Bendectin camp, argued that he was not a public figure and thus should not have to prove actual malice, but the D.C. Circuit disagreed.

The alleged link between Bendectin and birth defects had begotten a widespread and heated public contro-
versy over the drug’s safety. McBride voluntarily entered this controversy, intending to influence its outcome. As a world-renowned expert on birth defects – he was prominent in discovering the dangers of Thalidomide and has been dubbed the “Father of Teratology” [the study of physiological defects] – McBride occupied a central place in the Bendectin debate. His role included testifying before the FDA about the perceived dangers of Bendectin and serving as an expert witness in litigation challenging the drug’s safety.

In other words, the doctor “vigorously [look] an important role in a current public controversy,” thereby assuming “public figure status.”

In addition, the nature of a doctor’s work and resulting stature in the community can make public figure treatment especially appropriate. As the Third Circuit explained in Marcone v. Penthouse International Magazine for Men, “[w]here a person has . . . chosen to engage in a profession which draws him regularly into regional and national view . . . he invites general public discussion.” In other words, “If society chooses to direct massive public attention to a particular sphere of activity, those who enter that sphere inviting such attention must overcome the Times [actual malice] standard.”

In Marcone, the court followed the lead of the Fifth Circuit in Rosanova v. Playboy Enterprises, Inc., where the plaintiff was held to be a limited purpose public figure based on his “underworld ties” regardless of his “desires” to remain a private figure:

[The status of public figure vel non does not depend upon the desires of an individual. The purpose served by limited protection to the publisher of comment upon a public figure would often be frustrated if the subject of the publication could choose whether or not he would be a public figure. Comment upon people and activities of legitimate public concern often illuminates that which yearns for shadow. It is no answer to the assertion that one is a public figure to say, truthfully, that one doesn’t choose to be. It is sufficient, as the district court found, that “Mr. Rosanova voluntarily engaged in a course that was bound to invite attention and comment.”

**Decisions Regarding Public Figure Status**

Medicine is rife with unsettled questions and controversies, and prominent physicians who take sides or can be fairly characterized as leaders in fields where controversy exists may fairly be deemed public figures.

Thus, courts have found physicians to be limited purpose public figures where they are considered to be “pioneers” of controversial treatments or procedures or “fathers” of particular branches of medicine. In Patrick v. Cleveland Scene Publishing, LLC, for example, a doctor who associated himself with the inventor of the Heimlich Maneuver was found to be a public figure because there existed a “public controversy” relating to “the development, acceptance, . . . and specific application of the Heimlich Maneuver.” And in Park v. Capital Cities Communications, Inc., the court held that a doctor who was a “pioneer” or ‘champion’ of new techniques in eye surgery” and invited public attention through local radio and television appearances was a public figure for the purposes of comment on the state health department’s inquiry into his practice.

Potential public figure physicians may also publish books or articles in medical journals, or lecture their colleagues on controversial or new modes of treatment at conferences. In Renner v. Donsbach, the court found a “well-respected [medical] scholar, author, lecturer, professor of family medicine and consultant in the areas of family practice and health and nutrition fraud” to be a public figure with respect to those topics. And in Schwartz v. American College of Emergency Physicians, the Tenth Circuit found public figure treatment appropriate where a doctor-plaintiff had published his medical views about emergency medicine in an editorial and was generally “held in high repute” as a doctor. As the Seventh Circuit has explained, “By publishing your views,” in that case in scientific journals, “you invite public criticism and rebuttal; you enter voluntarily into one of the submarkets of ideas and opinions and consent therefore to the rough competition of the marketplace.”

Courts have also found doctors to be limited purpose public figures where they are battling an investigation into the quality of their patient care. As an example, in Rodriguez-Erdmann v. Ravenswood Hospital Medical Center, the court found that a doctor was a public figure after holding a press conference to oppose an adverse disciplinary report alleging “major compromises in patient care.” Similarly, in Govito v. West Jersey Health System, Inc., a New Jersey appellate court found a nurse under investigation for dispensing narcotics without a medical license was a public figure due to the “undoubtedly” public interest of the “quality of health care at hospitals” and because she was “an integral partner in the health care delivery network.”

And some courts have gone even further, finding that a doctor’s success in creating a nationwide practice sought out by patients far and wide may transform him or her into a limited purpose public figure. In Martinez v. Soignier, for example, the doctor was properly considered a public figure for purposes of comments regarding his surgeries on “women from throughout the United States [who] came to Opelousas for Dr. Martinez to perform breast augmentation surgery.”

Not all courts take this approach, however. In Bongiovii v. Sullivan, the plaintiff and the defendant were both plastic surgeons, and the evidence showed that the defendant had lied to a patient in telling her that the plaintiff had “killed” one of his patients on the operating table. The Nevada Supreme Court affirmed the trial court’s refusal to characterize the plaintiff as a public figure, even though the plaintiff had:

[A] national reputation as a skilled and caring plastic surgeon, went to the top-rated medical school in the country, was trained at the top-rated plastic surgery school in the country, part of his training was at the leading cosmetic surgery hospital in the
country, where he later became chief and ran the residency program, was selected for a prestigious fellowship, was Chief of Plastic Reconstructive Surgery of Wayne State University’s Children’s Hospital of Michigan, had published numerous articles and abstracts, contributed to chapters in books and textbooks, and belonged to specialized medical groups. He traveled to Nepal and Africa on his own expense to provide medical care. He was the subject of newspaper articles because of a surgery performed on an infant. Other doctors testified that Sullivan had a national reputation and was prominent in the plastic surgery field.47

This case may be an outlier and its outcome may be explained by the old axiom that bad facts make bad law, but it is a lesson in practicality that litigators must nevertheless heed.48

Case in Point

A recent case demonstrates how both of these issues may arise. It grew out of a news report regarding a hospital’s investigation into possibly unnecessary surgeries performed by the plaintiff on over 700 patients, each of whom was notified by the hospital of this possibility. Plaintiff claimed that the news report implied that he was a bad doctor. In his complaint, however, and throughout the litigation, he touted himself as a renowned surgeon, prominent in the United States and Asia, who had mastered a novel surgical technique and then submitted articles and abstracts about it to medical journals, which were eventually published. He also lectured about and taught the technique to other surgeons in the United States and Asia. In addition, the plaintiff was a long-time professor at a well-regarded local medical school who led community health programs, encouraging lay individuals to consult with him on the surgery at issue. At the same time, the efficacy of the surgeries was also part of an ongoing debate in the profession, with some specialists taking the view that they were useful and necessary in treating disease, while others equally qualified, publicly disagreed. And, in addition to the ongoing hospital investigation discussed in the news report, the doctor was, at the time of the broadcast, the subject of insurance investigations regarding the necessity for his many surgeries.

The court allowed bifurcated discovery, permitting the parties to focus on the plaintiff’s status and any evidence of actual malice, avoiding, at least at the outset, time-consuming and complicated discovery on the plaintiff’s treatment of hundreds of patients. In discovery, he submitted to the defendants an impressive 59-page CV detailing his many accomplishments and accolades. At the same time, he submitted letters from supportive colleagues, who referred to him as, among other things, “a living legend” and the doctor to whom other doctors would go when they needed treatment. All of this was intended to buttress his claim that he had previously had a flawless reputation, but this material also served the purpose of demonstrating the lofty, public figure-like perch occupied by the doctor in his field of practice. The defense also did its own independent research into the doctor’s career history, collecting, among other things, numerous publicly available scientific and lay publications that described the ongoing controversy in general and the plaintiff’s own prolific scientific publications.

Relying on the case law discussed above, a credible case was made that the plaintiff was a limited purpose public figure on the topics contained in the subject news report, thus requiring proof of actual malice, which did not exist. In addition, at his deposition, the doctor helpfully testified that it was his “opinion” that the surgeries were required and further that no one could prove that he was wrong because medical practice depends on the doctor’s own interpretation of the patient’s symptoms, and that critics were simply voicing contrary “opinions.”

The lawsuit was ultimately withdrawn after the filing of the defendant’s motion for summary judgment.49 Thus, the case was concluded without any inquiry into the necessity of any of the 700 surgeries at issue in the matter.

Conclusion

As with any case, the facts will dictate whether these defenses should be pursued and whether they will be effective. But, at a minimum, these defenses warrant serious consideration, particularly in light of the potential for exposure and the burdensome nature and expense of discovery in these complex cases.
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Stronger Protections Needed to Close Third-Party Subpoena Loopholes

CINDY GIERHART AND ADRIANNA C. RODRIGUEZ

Virtually every newsgathering method at a journalist’s disposal today leaves a digital footprint. Phone calls, email messages, text messages, and documents transfers all require stops at third-party servers creating a significant challenge to journalists’ ability to control and protect sources and newsgathering information. This information, which journalists themselves may be able to protect with a reporter’s privilege, is left vulnerable when in the hands of third parties, who can be subpoenaed, in most cases, without the journalist’s knowledge.

A recent survey of investigative journalists revealed that 64 percent of those surveyed believe the U.S. government has probably obtained records of their telephone, email, or online communications.1 Additionally, 80 percent of those surveyed believe their data is more likely to be collected because they are journalists, and 71 percent have “not much or no confidence at all” in their Internet service provider’s ability to protect journalists from surveillance or hacking.2

Their fears are not unfounded. In 2013, it was revealed that the federal government had obtained through secret subpoenas telephone records of more than 20 Associated Press phone lines in an attempt to discover who leaked information about a terrorist plot in Yemen.3 The Associated Press was not notified that its records had been seized until one year later.4

It was also discovered in 2013 that the government secretly obtained a search warrant for Fox News reporter James Rosen’s email messages three years prior.5

Similar incidences are also occurring at the state level. In 2014, an Ohio county prosecutor obtained cell phone records of an Ohio reporter in attempt to discover who revealed information to her about a local sheriff’s office. She discovered this only months after the release upon seeing her cell phone records in the prosecutor’s report.6

Subpoenaing third parties for journalists’ records creates an alarming end run around reporter’s privilege protections at the state and federal level, and yet only a minority of jurisdictions have taken any steps to close this loophole.

Federal Jurisprudence Lends Little Guidance

Federal case law analyzing protection of journalists’ materials in the hands of third parties is sparse. There are just three federal cases deciding the issue, and even though two of those three resulted in forced disclosure of journalists’ newsgathering materials, they contain the bedrock of protection against third-party subpoenas for journalists’ newsgathering materials.

The D.C. Circuit in Reporters Committee for Freedom of the Press v. American Telephone & Telegraph in 1978 easily expressed the most hostility of the three cases toward the notion that journalists have any privilege in protecting their third-party records.7 In Reporters Committee, various newspaper corporations, organizations, and journalists sought a judicial declaration that two telephone companies be required to give notice to journalists before they release journalists’ telephone records to government investigative agencies.8 The Court flatly denied this request, finding journalists had no right to resist good-faith subpoenas and no right to have the court screen for bad-faith subpoenas. The decision rested primarily on the court’s interpretation of Branzburg v. Hayes, which, in the court’s view, held that journalists themselves have no right to resist subpoenas for information relating to “good faith felony investigations.”9 If they have no right to resist their own subpoenas, they “certainly” have no right to resist third-party subpoenas for the same information, the court found.10

Yet while the court speaks in sweeping, unforgiving terms about the audacity of journalists to suggest they have any rights above average citizens or rights that may supersede law enforcement efforts, underlying throughout the opinion is restraint, limiting the opinion to the facts in this case.11 From this, a narrow interpretation may emerge, limiting Reporters Committee to mean only that where no privilege exists for the journalist, then no privilege exists in the journalist’s third-party records. That leaves open the interpretation that, where a privilege does exist, that privilege extends to third-party records. That narrow proposition easily comports with the two other federal cases that found that a privilege exists in journalists’ third-party records.

The Reporters Committee decision, however, may be more instructive for its dissent than its majority opinion. In his dissent, Chief Judge J. Skelly Wright argues that journalists’ First Amendment interests are threatened by the disclosure of telephone records to the government and that subpoenas of journalists’ records should be subject to “prior judicial supervision on a case-by-case basis to safeguard that interest.”12

Notably, Chief Judge Wright argues in his dissent that subpoenas to third parties for journalists’ records should be afforded more protection than journalists themselves are afforded in grand jury proceedings, because the potential for harm is greater. In a grand jury proceeding, a journalist is limited to testifying in relation to a single crime or under similarly narrow circumstances. In contrast, a subpoena for journalists’ telephone records results in the “wholesale disclosure of names . . . many of whom may be individuals who bear no relation to any potential criminal investigation and thus would never be...“
subject to disclosure through grand jury proceedings.”

Emphasizing the severity of harm that may come from third-party subpoenas of journalists’ records, Chief Judge Wright noted that 47 federal government agencies have the power to subpoena journalists’ records, “usually in secret, on their own initiative, and without any judicial control.” And because journalists’ records are often subpoenaed without notice to the journalist, the journalist is not afforded the opportunity to contest the subpoena in court – a right that belongs to the journalist even under the majority’s interpretation of Branzburg.

In a more recent case, the Second Circuit held that a reporter’s privilege extends to records held by third-party providers when “the third party plays an ‘integral role’ in reporters’ work.” Because the telephone is “without question” an essential tool of journalism and plays an integral role in gathering information, any reporter’s privilege afforded to a journalist extends to the journalist’s telephone records. Ultimately, however, the court found that the government was able to overcome a common law qualified privilege, and the telephone records were ordered to be released.

Finally, a California district court valued the hands of a third party were also extension, the journalist’s records in by a reporter’s privilege but also, by not only was the journalist protected is the only federal court to find that the journalist’s source (the journalist connection with a defamation claim against the government had obtained telephone records from more than 20 Associated Press phone lines and obtained a search warrant for a Fox News reporter’s email – all without the journalists’ knowledge – then-Attorney General Eric Holder announced plans to revise the Department of Justice’s media subpoena guidelines.

One of the most significant changes to come from revising the guidelines was to reverse the presumption concerning notice: previously, the government’s default was not to give notice to journalists of third-party subpoenas unless it would not threaten an investigation. The revised guidelines flipped the presumption so that notice is required in all circumstances, and only the Attorney General may determine, “for compelling reasons,” that notice may be withheld in certain circumstances.

While the change to the guidelines was undoubtedly a step in the right direction, the measures are policy, not law. Given the recent change in administration, the new attorney general – who, as a senator, voted against advancing the 2013 federal shield bill, which contained identical language on notice as in the guidelines could easily retool the media subpoena guidelines, removing the gains for journalists that were so hard fought.

Federal Shield Bill

While journalists remain without a shield law at the federal level, the last federal shield bill, which was introduced in 2013, contained provisions explicitly extending, with limited exceptions, the privilege to “any document or part-time basis.” Other states, like Nebraska, extend the privilege to any person or entity, whether domestic or foreign, that is “engaged in procuring, gathering, writing, editing, or disseminating news or other information to the public.”

Similarly, little uniformity exists in the information protected from compelled disclosure under each state’s shield law, with some statutes providing absolute protection of all published and unpublished newsgathering and source information, and others narrowly providing only a qualified privilege against the compelled disclosure of confidential source information.

Of the states with shield laws, seven provide some level of protection against subpoenas to third parties for journalists’ information. The provisions have all been adopted in the last decade as either an amendment to existing shield law provisions or as part of newly enacted shield laws in states that previously had none.

Shield Laws Prohibiting Subpoenas to Third Parties

Three states—Montana, Wisconsin, and Texas—contain prohibitions against subpoenas to third parties for journalist records.

In 2015, Montana extended the absolute privilege against compelled disclosure of “any information obtained or prepared [by a journalist] or the source of that information” in its Media Confidentiality Act to information
held by an “electronic communication service.” Specifically, the amendment provides that an “electronic communication service,” defined as “a service used to send, receive, transmit, store, or facilitate electronic communications,” may not be held in contempt for refusing to disclose journalists’ information in its possession. The Act further prohibits “[a] judicial, legislative, administrative, or other governmental body” from requesting or requiring that an “electronic communication service” disclose privileged information. These protections created what many consider the strongest shield law in the country.

Wisconsin’s shield law, adopted in 2010, absolutely prohibits the issuance of subpoenas to third parties for confidential source and newsgathering information:

No person having the power to issue a subpoena may issue a subpoena to compel a person other than a news person to testify about or produce or disclose, information, records, or communications relating to a business transaction between that person and the news person if the purpose of the subpoena is to discover [the identity of a confidential source, information that would tend to identify a confidential source, or confidential news or information].

The statute further makes inadmissible for any purpose “any news, information, records, communications, or the identity of a source of any news or information obtained in violation of this section.”

The Texas shield law, known as the Texas Free Flow of Information Act, was passed in 2009 and provides a qualified privilege in criminal and civil cases. The law also prohibits subpoenas communication service providers.

A subpoena or other compulsory process may not compel the parent, subsidiary, division, or affiliate of a communication service provider or news medium to disclose the information, documents, or items that are privileged from disclosure []

No published decisions have yet applied the provisions against third-party subpoenas in these shield laws.

Shield Laws Requiring Notice When Subpoenaing Third Parties

Another four states—California, Connecticut, Maine, and Washington—require a journalist be given notice and an opportunity to oppose a subpoena to a third party. While these provisions do not prohibit subpoenas to third parties, they provide journalists time to work with the subpoenaing party to narrow or rescind it, or to involve the courts.

Spurred by the secret subpoenaing of the Associated Press phone records in 2013 by the Department of Justice, California strengthened its shield law to require that journalists receive five days’ notice before a subpoena is issued to a third party. The notice must include “at a minimum, an explanation of why the requested records will be of material assistance to the party seeking them and why alternative sources of information are not sufficient to avoid the need for the subpoena.” The requirement applies in all but exceptional circumstances. The amendment was sponsored by the California Newspaper Publishers Association. It passed both houses of the California Legislature unanimously and became effective on January 1, 2014. In a press release following the passage of the bill, Sen. Ted Lieu, the bill’s author and sponsor, noted that “Today’s bipartisan vote makes it clear: California will protect the First Amendment.”

Connecticut’s, Maine’s, and Washington’s shield laws—adopted in 2006, 2008 and 2007, respectively—contain nearly identical provisions requiring journalists “be given reasonable and timely notice of the subpoena or compulsory process before it is executed or initiated, as the case may be, and an opportunity to be heard” when a third party will be subpoenaed for the purpose of discovering the identity of a source or other newsgathering information protected by each state’s shield law. While all three states’ notice provisions contain nearly identical language, Connecticut’s shield law importantly goes one step further in establishing that “[a]ny information obtained in violation of the provisions of this section, and the identity of the source of such information, shall be inadmissible in any action, proceeding or hearing before any judicial, executive or legislative body.”

Republic of Kazakhstan v. Does 1-100

In a matter of first impression, in Republic of Kazakhstan v. Does 1-100, the Court of Appeals in Washington, Division 1, applied Washington’s shield law and quashed a subpoena seeking source information to a domain registration company. After Respublika, an online newspaper, published leaked emails from high-ranking Kazakh officials, the Kazakh government sought to subpoena eNom, Inc., which is located in Kirkland, Washington, seeking “the IP and Mac addresses [of the registrant for Respublika’s website] to cross-reference against IP addresses that accessed Kazakh government servers at the time of the alleged hacking . . . and . . . the domain name registrants’ identities . . . to . . . ‘confirm who hacked into Kazakhstan’s computers and stole privileged documents.’” The newspaper moved to quash the subpoena. After the trial court denied the motion, the Court of Appeals reversed, holding that Washington’s shield law prohibited the subpoena, because regardless of whether the government sought to establish that the registrants were the hackers or that they had information that could lead to the hackers, either purpose sought privileged source information prohibited from disclosure under Washington law.

Conclusion

More is needed at the federal and state level to ensure hard-fought protections for journalists’ newsgathering materials are not eroded through end runs around reporter’s privilege protections. Without a federal shield law, the foundation for protecting journalists’ records in the hands of third parties is shaky and, in most jurisdictions, largely dependent on varying strengths of support in the courts for a reporter’s privilege generally.

At the state level, few states have included any third-party protections
in their shield statutes, though they are slowly increasing with each amendment and newly introduced statute. States need to increase this trend, enacting absolute privileges against third-party subpoenas for journalists’ records, where possible. Otherwise, notice provisions are an important step toward ensuring journalists have the opportunity to contest a third-party subpoena in court. Additionally, provisions that make inadmissible improperly obtained journalists’ records from third parties provide additional protections, even when notice provisions are not followed.

Given the uncertainties in the federal landscape, it is now more important than ever to achieve consistent and strong protections at the state level and to aggressively seek to enforce those protections.
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“Regardless of Physical Form”: Legal and Practical Considerations Regarding the Application of State Open-Records Laws to Public Business Conducted by Text Message

HELEN VERA

Introduction

In 2010, the city of San Jose, California, adopted a policy that applies California’s Public Records Act to text messages sent or received by city officials in the course of public business, including those on personal devices. The policy was lauded by open-government advocates as a model for bringing state open-government law into the twenty-first century. Although many state open-records laws, including California’s Public Records Act, by their plain terms apply to text messages, San Jose’s policy attempted to resolve practical confusion regarding public access to such communications. Not surprisingly, within a year a dispute arose, with a local activist requesting text messages sent and received by the San Jose mayor and other public officials in relation to a real estate development—and the city denying the request because the messages were on personal devices not in the city’s possession. In the ensuing legal battle, a local judge granted summary judgment in favor of releasing the messages; in the city’s appeal the order was reversed. On March 2, 2017, the California Supreme Court overturned that reversal, holding “that when a city employee uses a personal account to communicate about the conduct of public business, the writings may be subject to disclosure under the California Public Records Act,” and the opinion explicitly noted that the “writings” at issue included text messages.

The ruling is significant, because it applies existing public access laws to new technologies in a way that vindicates their underlying open-government purposes and may serve as a national model, but also in line with decades of court precedent—if not actual practice. Since 1967, with the enactment of the federal Freedom of Information Act (“FOIA”), the American public has had a right to access federal government agency records, subject to certain exemptions based on personal privacy, national security, law enforcement, trade secrets, and other discrete categories. Today, FOIA is a cornerstone of government transparency and accountability. The statutory definition of “records” subject to FOIA is broad, including:

- all recorded information, regardless of form or characteristics, made or received by a Federal agency under Federal law or in connection with the transaction of public business and preserved or appropriate for preservation by that agency or its legitimate successor as evidence of the organization, functions, policies, decisions, procedures, operations, or other activities of the United States Government or because of the informational value of data in them.

In short, the law provides a right to access records related to federal agency business—regardless of the medium in which official business is done. In addition to the federal FOIA, every state also has some form of open-government law, most with similar scope.

In the decades since FOIA’s enactment, incredible unforeseen advances have occurred in technology and electronic communication—advances with which agency compliance has yet to catch up. Application of FOIA’s document retention and access requirements to communications such as emails and text messages remains subject to confusion and challenge by public bodies, and compliance with FOIA requests for these types of records is inconsistent. For example, in 2015, following a drawn-out dispute with Congress over requests for communications of Environmental Protection Agency (“EPA”) head Gina McCarthy, the EPA released extensive text messages but still disputed the argument that the text messages were agency records subject to FOIA.

Most federal agencies have directly addressed the question have concluded that electronic records, including text messages, are subject to FOIA. Notably, the National Archives and Records Administration (“NARA”), which issues guidance for other federal agencies to assist them in interpreting their responsibilities under FOIA, in 2015 issued a bulletin that lists text messages as federal records, even when the messages are created in or sent to personal accounts or devices. The Department of Homeland Security (“DHS”) appears to follow similar guidelines, as a toolkit published on the agency’s website explicitly discusses FOIA obligations related to emails, and instructs employees to err on the side of treating communications as records when in doubt. Despite these attempts, some other federal agencies have either remained silent on the issue or have published conflicting opinions.

Text messages present unique challenges in the context of open-records laws—and these challenges are equally confounding at the state level. This article surveys state open-records, open-meetings, and freedom of information laws, regulations, and policies, and provides an overview of practical application of these laws to text messages. The first section surveys the
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current state statutory and administrative landscape in the applicability of state open-records laws to text messages, concluding that, in most states, there is a clear right to access text messages from public officials, even on personal cell phones or devices, as long as the messages otherwise meet the statutory definition of a public record. The second section surveys state attorney general and other agency opinions that have reached similar conclusions. The third section then reviews access to text messages in practice, including in litigation to compel access, and assesses the logistics of retention, production, and possession of text messages as public records. The article concludes with a survey of issues on the horizon, such as the treatment of social media accounts and messaging apps under open-records laws.

**Statutory Texts: A Survey of State Open-Records Laws as Applicable to Text Messages**

Among state open-records laws, a handful apply to text messages explicitly. More common are laws applying to writings, communications, or other records that pertain to official state or agency business and are sent or received by public officials—often mirroring the federal FOIA’s language providing that records may be subject to the law “regardless of physical form,” and sometimes specifically applying to electronic records. In a majority of states, there is thus a statutory right to access communications including text messages sent or received by public officials and relating to official business.

**Statutory Provisions Expressly Applying to Text Messages**

In at least three states, text messages are explicitly included within the purview of state open-records laws, either under the statute itself or by regulation. The Texas Public Information Act, which was originally passed in 1993 and amended in 2013 to explicitly apply to text messages, carries the strongest provision:

the general forms in which the media containing public information exists include a book, paper, letter, document, email, Internet posting, text message, instant message, other electronic communication, printout, photograph, film, tape, microfiche, microfilm, Photostat, sound recording, map, and drawing and a voice, data, or video representation held in computer memory.11

This explicit inclusion of text messages and other electronic communications was precipitated by disputes as to whether the statute applied to such communications. Before the statute itself was amended, the question had been raised in a dispute over access to text messages and emails between City of San Juan commission members, the city secretary, and senior personnel.12 In the context of the dispute, then-Attorney General Greg Abbott (now governor), a Republican, issued a formal letter interpreting the statute at the time, concluding that text messages are subject to the law, just as any other format of record:

to the extent the requested cellular telephone text messages and e-mails maintained by the individuals at issue relate to the official business of the city, they are subject to the [Texas Public Information] Act. To the extent the cellular telephone text messages and e-mails do not relate to the official business of the city, they are not subject to the Act and need not be released.13

The eventual amendment of the Texas Public Information Act would bring the statute into explicit alignment with this interpretation of the preceding version of the statute, providing a potential model for other states that hope to update current open-records laws to reflect the realities of modern communication.14

Georgia and New Mexico have also explicitly included text messages, by, respectively, statutory amendment and regulation. Under Georgia’s Open Records Act, public record has long been defined broadly, and in 2012, revisions to statutory provisions discussing the content of requests included text messages:

Requests to inspect or copy electronic messages, whether in the form of e-mail, text message, or other format, should contain information about the messages that is reasonably calculated to allow the recipient of the request to locate the messages sought, including, if known, the name, title, or office of the specific person or persons whose electronic messages are sought and, to the extent possible, the specific data bases to be searched for such messages.15

In addition to these statutory provisions in Texas and Georgia, New Mexico has explicitly addressed text messages in administrative regulations promulgated by the New Mexico Commission of Public Records. The regulations require that compliance with the Public Records Act, which defines public records broadly, includes retaining “electronic messages,” including “a text message, social media and e-mail that is created and delivered in an electronic format. . . . [E]lectronic messages must be managed pursuant to established record retention and disposition schedules . . . .”16

In Kansas, recent statutory revisions provide additional support to an interpretation that the Kansas Open Records Act applies to text messages, even though the statute does not facially address texts. The law previously excluded emails on personal computers and accounts, even if they were sent between public officials regarding public business. The statute was amended in 2016 to eliminate the exclusion for personal emails,17 a change which the University of Kansas has interpreted to bring private email, text messages, “and perhaps even voice messages” into the scope of the statute.18

Not every state to consider the issue has adopted similar amendments. In South Dakota, a bill that would have amended the state’s Open Meetings Law to include text messages in the law’s definition of a teleconference—thus requiring retention of and access to text message discussions by a quorum of a governmental body and relating to public business—was considered during the 2015 legislative term but died in committee.19 The bill, which resulted from a proposal of a 2012 Open Government Task Force in the...
state, failed despite significant support from the public and the state Attorney General.20

Uncommon, but not unheard of, are initiatives to expressly limit state open-records laws so that they categorically exclude certain formats of communications. In 2011, based largely on privacy concerns, state legislators in Utah passed a bill modifying the state’s Government Records Access and Management Act to explicitly exclude text messages from the definition of a public record;21 the bill was quickly repealed following strong public opposition.22 The question of whether and how the law should treat text messages remains unresolved.23 Under the current law, Utah excludes from the definition of “record” a “personal note or personal communication prepared or received by an employee or officer of a governmental entity . . . in a capacity other than the employee’s or officer’s governmental capacity; or . . . that is unrelated to the conduct of the public’s business,” as well as “material that is legally owned by an individual in the individual’s private capacity.”24 While this exception would carve out personal text messages, it leaves room for public access to text messages related to public duties.

As more states grapple with open-records requests to access text messages, similar amendments may be proposed around the country. And while the overall trend is toward providing access, the experiences in Utah and South Dakota highlight potential pitfalls in attempting to improve access to public records by directly amending statutes. Indeed, in a majority of states, broad public-records laws are most clearly interpreted to already apply to records in any form—without a need to expressly reference text messages or other new technologies in the statutory texts.

Broad Statutory Definitions of Public Records

In many states, statutory definitions of public records are sufficiently broad to establish a right to access text messages relating to public business.

Broad Definitions of Public Records Expressly Including Electronic Records

At least seventeen state open-records laws explicitly include electronic media in broad definitions of public records. As a general matter, these state laws’ applicability to certain records is determined based on the content of the record—that is, on whether it relates to public business—rather than on the format or medium. For example, in Illinois, whether a record is subject to public access is determined based on whether it “pertains to the transaction of public business,” and the statutory language expressly includes electronic messages.25 The most straightforward interpretation of these laws suggests that they apply to relevant text messages, including those stored on personal devices. Simply put, there is no reason why a categorical exception would apply to text messages. In some cases, the statutory text directly includes electronic “correspondence,” as in the Colorado Open Record Act, which defines public records to include “writings,” including “the correspondence of elected officials,” and includes “digitally stored data, including without limitation electronic mail messages . . . transmitted between two or more computers or electronic terminals.”26 Several other state statutes include less specific descriptions of electronic records.

Echoing the federal FOIA’s language, many of these statutes also specify that a document may be a public record regardless of its physical form or medium. For example, Virginia’s Freedom of Information Act defines “public records” to include “all writings and recordings,” “regardless of physical form or characteristics”:

“Public records” means all writings and recordings that consist of letters, words or numbers, or their equivalent, set down by handwriting, typewriting, printing, photostatting, photography, magnetic impulse, optical or magneto-optical form, mechanical or electronic recording or other form of data compilation, however stored, and regardless of physical form or characteristics, prepared or owned by, or in the possession of a public body or its officers, employees or agents in the transaction of public business. Records that are not prepared for or used in the transaction of public business are not public records.28

Several other state statutes employ similar verbiage: the Alaska Records Management Act (a public record may take any of a variety of formats, including any “electronic record, or other document of any other material, regardless of physical form or characteristic”),29 the Louisiana Public Records Act (applying to documents “regardless of physical form or characteristics, including information contained in electronic data processing equipment”),30 the Maryland Public Information Act (defining “public record” as being in “any form” including “a computerized record”),31 the New Hampshire Right-to-Know Law (applying to “governmental records . . . whether in paper, electronic, or other physical form”),32 the Ohio Public Records Act (applying to “any document, device, or item, regardless of physical form or characteristic, including an electronic record”),33 and the Rhode Island Access to Public Records Act (defining “public records” to include “computer stored data (including electronic mail messages, except specifically for any electronic mail messages of or to elected officials with or relating to those they represent and correspondence of or to elected officials in their official capacities) or other material regardless of physical form or characteristics”).34 The Tennessee Open Records Act defines “public record” to include “all documents, papers, letters, maps, books, photographs, microfilms, electronic data processing files and output, films, sound recordings or other material, regardless of physical form or characteristics” and additionally provides that the definition “shall be broad and construed so as to give the fullest possible public access to public records”), further bolstering an interpretation that there is no categorical exclusion for text messages.35 The plain language of these statutes supports their broad application to any form of communication, including text messages.

Statutory Definitions Sufficiently Broad to Establish a Right to Access Text Messages

Additional state laws are sufficiently
broad that they are most reasonably understood to apply to relevant text messages, even though they do not explicitly refer to electronic messages or records. For example, under Massachusetts law, although there is no explicit reference to text messages or electronic records, text messages related to public business would appear to be accessible, as public records include documentary materials or data, regardless of physical form or characteristics, made or received by any officer or employee of any agency, executive office, department, board, commission, bureau, division or authority of the commonwealth, or of any political subdivision thereof, or of any authority established by the general court to serve a public purpose, or any person, corporation, association, partnership or other legal entity which receives or expends public funds for the payment or administration of pensions for any current or former employees of the commonwealth or any political subdivision.

A number of other state statutes define public records in similarly broad strokes; almost all of these statutes also include provisions specifying that records may be considered public records regardless of physical form. For example, Connecticut law defines “public records” to include “any recorded data or information relating to the conduct of the public’s business . . . whether such data or information be handwritten, typed, tape-recorded, printed, photostated, photographed or recorded by any other method.” Under the Mississippi Public Records Act, public records are defined to include “all books, records, papers, accounts, letters, maps, photographs, films, cards, tapes, recordings or reproductions thereof, and any other documentary materials, regardless of physical form or characteristics, having been used, being in use, or prepared, possessed or retained for use in the conduct, transaction or performance of any business, transaction, work, duty or function of any public body, or required to be maintained by any public body.” Under Idaho law “public records” include “any writing” relating to public business “prepared, owned, used or retained” by a public body “regardless of physical form or characteristics.” Other states with similar provisions include Iowa, Kentucky, Nebraska, New York, North Carolina, Michigan, Oklahoma, Oregon, Pennsylvania, South Carolina, Vermont, and Washington State.

Because text messages are often sent and received on personal devices and thus not in a state’s possession, application of open-records laws can present practical challenges. Mitigating this difficulty somewhat, some statutes expressly contemplate that records need not be in the custody of the state to be considered public records. The Delaware Freedom of Information Act defines public records broadly and expressly applies to emails and other records not in the custody of the public body. Missouri’s Sunshine Law requires transmission of “any message relating to public business by electronic means” to a public office computer or to the state custodian of records—so, although under the statute public records include “electronically stored” records “retained by or of any public governmental body,” under the statute relevant records would meet this definition because their retention would be required. Presumably, this means that Missouri officials must retain and make accessible any text messages relating to public business. Many statutes are silent on this question of whether custody or possession of a record is necessary, while a number of statutes include state possession as a factor of the definition of public records. As explored below, these possession provisions can pose significant challenges in attempts to obtain text messages through open-records requests.

Official State Attorney General Opinions and Other Agency Interpretations

Many state attorneys general, archival agencies, legislatures, or other official bodies have issued binding opinions, formal statements, and other guidance providing that text messages can be public records under existing laws. Although in many cases these guidances recognize a clear right of access, practical implementation challenges persist.

Attorney General Opinions

In several states, attorneys general have issued formal opinions concluding that text messages may be public records subject to open-records laws’ requirements to retain and, when requested, produce records. State attorneys general have been grappling with these questions for several years, and many have issued formal opinions or other guidelines specifying that text messages fall within interpretation of the relevant statute. Often, these opinions have been issued in response to disputes on this precise question, resolving practical cases in favor of production of text messages. In some cases, state attorneys general have specifically included messages sent or received by private phones. In a binding “Public Access Opinion” issued in 2011, the Illinois attorney general considered the question in detail after the city of Champaign challenged a media request under the state FOIA for records including text messages sent and received on public officials’ personal devices. The attorney general concluded that text messages could be public records under the law. Two analyses informed this finding. First, the attorney general reasoned, “[w]hether information is a ‘public record’ is not determined by where, how, or on what device that record was created; rather, the question is whether that record was prepared by or used by one or more members of a public body in conducting the affairs of government.” Second, the attorney general also found that a categorical exclusion for text messages would be inconsistent with the legislative intent of the state FOIA, which includes a general provision that the public should have “full disclosure of information relating to the decisions, policies, procedures, rules, standards, and other aspects of government activity.” The local officials at the heart of the dispute subsequently challenged the attorney general’s opinion in court, leading to a judicial ruling confirming that the Illinois FOIA could
apply to text messages sent or received on personal devices, provided that the messages were received by a quorum of the public body in question, or were sent during a meeting.\(^6^9\)

In some states, where official opinions have been issued on the subject of emails, the same reasoning has later been applied to text messages. For example, in a 2010 opinion letter to the secretary of state, Florida’s office of the attorney general stated, “The Department of State currently maintains administrative rules defining the retention schedule for government agency email. . . . The same rules that apply to email should be considered for electronic communication including Blackberry PINs, SMS communications (text messaging), MMS communications (multimedia content), and instant messaging conducted by government agencies.”\(^7^0\)

Other state attorneys general have addressed the question in less formal documents. The Idaho attorney general appears to have followed an informal policy of including text messages in its working definition of public records since at least 2011, and in 2016 issued a manual advising that “E-mail and texts are considered public records and are subject to the same laws as any other public record.”\(^7^1\) The North Dakota attorney general explained in a 2011 fact sheet that, under state sunshine laws, “‘Record’ includes all recorded information regardless of physical form (e.g. paper, e-mail, computer file, photograph, audiotape or recording, video, text message, etc.) that has a connection with how public funds are spent or with the public entity’s performance of its governmental functions.”\(^7^2\) In 2015, the Ohio Attorney General issued a poster-style memo with similar guidance.\(^7^3\)

### Other State Agency Guidance

Other state agencies and officials have also weighed in with public statements recognizing that text messages are subject to state open-records laws. In 2015, the Washington State Secretary of State issued a public paper finding that text messages, including those sent or received on personal devices, are public records within the meaning of the state open-records law if the text message relates to agency work.\(^6^4\) The Vermont State Archives & Records Administration, which is part of the Secretary of State’s Office, advised in a 2013 newsletter that text messages sent or received on officials’ personal devices are “absolutely” public records if used to conduct official business.\(^6^5\) In guidelines maintained by the State Archives of North Carolina, text messages and instant messages are considered potentially public records, even if sent and received on personal devices.\(^6^6\)

State ethics organizations, public access boards, and archival departments have issued similar statements, typically as practical guidelines or in response to actual disputes. With mixed results, these statements have sometimes led to attempts to address retention and access issues related to text messages. In 2014, the Mississippi Ethics Commission issued a formal opinion concluding that text messages relating to official business fall within the purview of the Mississippi Public Records Act, noting that “[t]he fact that text messages reside on the mayor’s personal cell phone is not determinative as to whether text messages must be produced.”\(^6^7\) Nevertheless, statewide efforts to address the opinion in official retention guidelines floundered amid controversy, with the state’s Department of Archives and History unable to reach a consensus in drafting guidelines for retention of text messages as public records.\(^6^8\) Some municipalities developed their own policies to address the requirements articulated by the Ethics Commission.\(^6^9\) A number of other state public access boards have also issued statements on the issue, including Maine’s Public Access Ombudsman,\(^7^0\) Iowa’s Public Information Board,\(^7^1\) the New York Department of State’s Committee on Open Government,\(^7^2\) and Tennessee’s Office of Open Records Counsel.\(^7^3\)

In Wisconsin, a policy change issued by the state public records board did not directly address text messages, but was interpreted by the governor’s office to justify denying access to text messages, resulting in extensive public discussion of the issue. In 2015, the Wisconsin Public Records board issued a change to its definition of “transitory records” under state open-records law and policy; soon after the change was issued Governor Scott Walker’s office cited the new definition to deny a public-records request to access text messages and governor’s mansion visitor logs as transitory records.\(^7^4\) The resulting public outcry and a lawsuit filed against the Public Records Board led the board to rescind the new definition of transitory records in early 2016.\(^7^5\) The state’s Department of Justice also publicly expressed support for an interpretation of the state’s open-records law that would include relevant text messages, including those on personal devices.\(^7^6\) Even where the public and various branches of government have recognized a right to access these records, resistance to disclose and confusion about new technology complicate practical access.

Recognizing the potential for inadvertent disclosure of sensitive or personal messages, and difficulties complying with relevant laws, some state and local officials have taken steps to attempt to limit the use of text messages to conduct official business. In Maine in 2014, following the issuance of a statement by the state’s Public Access Ombudsman that text messages can be public records, Governor Paul LePage’s administration implemented a policy to “prohibit texting and the use of personal email” in conducting state business.\(^7^7\) In Nebraska, after Omaha mayor Jean Stothert initially denied requests from the *Omaha-World Herald* for text messages, the Nebraska Attorney General’s Office issued a disposition letter concluding that “text messages made in the course of public business by governmental officials are public records” subject to disclosure under the state’s open-records law.\(^7^8\) Shortly thereafter, Mayor Stothert signed an Executive Order clarifying the city’s policy regarding the use of text messages. The policy bans sending text messages from personal phones for official business—although, apparently recognizing that, the new policy notwithstanding, officials are likely to continue to conduct business via text, the policy also requires that text messages used for city business be “maintained and produced” in accordance with state open-records laws.
with Nebraska’s Public Records Act. That officials will increasingly use new technologies to conduct public business seems inevitable.

**Access to Text Messages in Practice**

In many cases, state and local officials have produced text messages voluntarily, in response to court orders, or pursuant to settlement terms. Still, enforcement challenges are common.

**Voluntary Release of Text Messages in Response to Public Records Requests**

In a number of cases, state agencies or other public institutions have produced text messages in response to records requests, without the need to compel release through litigation. In 2013, in response to a request from the *Baltimore Sun* requesting “one week’s worth of BlackBerry messages sent to or by several members of the Governor’s office,” the state provided the records, and ultimately inadvertently released some additional text messages as well. In 2015, the Arizona *Capitol Times* undertook a drawn-out and combative process of requesting text messages from state lawmakers, many of whom at least partially complied. In 2015, a Michigan state judge resigned after text messages between him and a friend were requested and released, exposing the judge as having smoked marijuana and taken part in other activities in violation of the judicial code of conduct, and having inappropriately discussed his cases and city contracts.

Of course, in many other cases public officials have denied requests for access to text messages, sometimes resulting in confusion, controversy, litigation, or an ultimate failure to access the records. Public officials’ responses to requests in Massachusetts have been muddled, with some compliance with requests and some attempts to avoid producing text messages. In August 2015, Boston Mayor Marty Walsh rejected a public records request for text messages, initially citing lack of “‘technical capacity’ to make copies of the text messages,” but later acknowledging that text messages on his work phone were public records. A spokesperson for the mayor said that city hall was “exploring a system to retain text messages.” In December 2015, Nevada Governor Brian Sandoval rejected a public records request for text messages, prompting the company that made the request to sue. Despite significant public attention to the controversy, the lawsuit was ultimately dropped. As these cases illustrate, accessing text messages depends not only on a favorable interpretation of the underlying statute, but also on functional government policies that facilitate compliance.

**Judicial Texts: Litigation to Compel Access to Text Messages**

As is evident from several examples discussed above, in many states, public officials’ denials of access to relevant text messages have been challenged in court. In the majority of these cases, state and federal courts have interpreted state open-records laws to apply to text messages. Obtaining access, even following such a holding, can still be complicated and burdensome. In 2015, the Washington Supreme Court unanimously held that “text messages sent and received by a public employee in the employee’s official capacity are public records of the employer, even if the employee uses a private cell phone.” The court reasoned that the Washington Public Records Act, whose broad definition of public records applies to “any writing containing information relating to the conduct of government or the performance of any governmental or proprietary function prepared, owned, used, or retained by any state or local agency regardless of physical form or characteristics,” can apply to messages on personal devices because a government agency acts only through its employees, and the content, rather than the format, of the message should inform whether the message is a public record subject to disclosure. The court also found persuasive the fact that mobile phones are “indispensable fixture[s]” of modern life, and the wide use of text messaging to communicate. The opinion also noted that “many counties, cities, and agencies around the state recognize the need to capture and retain public records created on personal devices,” suggesting a give-and-take between local-level efforts to apply the statute to new forms of communication, and the importance of a statewide court decision to ensure consistent application across jurisdictions.

Lower courts in other states have also addressed the issue, though practical challenges remain. In Illinois, despite practical implementation challenges, there is now little question that text messages from personal accounts may qualify as public records. As discussed above, an Illinois appeals court in 2013 held that the state FOIA could apply to text messages sent or received on public officials’ personal devices, provided the messages or message conversation met the definition of a public record or public meeting. Despite this holding, in 2015 the issue arose again, with a contentious legal battle between Chicago mayor Rahm Emanuel and the *Chicago Tribune* over access to the mayor’s emails, texts, and other communications; a Cook County judge concluded in 2015 that the records were not exempt from disclosure under the state’s FOIA merely because they were sent using private accounts, and refused to dismiss the case despite the mayor’s continued resistance to release all requested messages. After being ordered by the court to release various emails and text messages, the mayor’s office eventually agreed to settle the case in late 2016. In 2014, a Louisiana appeals court held that various records, including “records evidencing the telephone calls and text messages referred to in [a letter outlining termination of a government contract]” were public records and did not qualify for an exception to the state Public Records Act. In a 2015 decision, a panel of appellate judges in Pennsylvania held that that phone messages between township supervisors relating to township business were public records under the state’s Right-to-Know law, even though they were sent and received on a supervisor’s private phone. The court noted that the law would be rendered virtually meaningless if public officials could simply avoid disclosure obligations by using personal devices.

In 2008—in a relatively early state FOIA case involving text messages—Detroit mayor Kwame Kilpatrick,
resigned in disgrace and pled guilty to
 ten felonies in a scandal that began with
 requests by the Detroit Free Press to
 access text messages between the mayor
 and other public officials. The ensuing
 legal battle, which cost the economi-
 cally beleaguered city and the newspaper
 hundreds of thousands of dollars,
 ultimately led to the release of incrim-
 inating text messages on city-owned
 devices, uncovering an affair between
 Kilpatrick and his chief of staff, as
 well as corruption and perjury related
to improper use of public funds in an
 attempt to keep the affair secret.97

Settlements have also led to the
release of text messages. For example,
in a 2015 settlement with the American
Civil Liberties Union (on behalf of
People for the Ethical Treatment of
Animals), the city of Norfolk, Virginia,
acknowledged that text messages “sent or
received in the conduct of public busi-
ness are ‘public records’ as that term
is defined in both [state open-records
laws]” and committed to store and
make available text messages sent in the
course of public business, subjecting
messages to the state’s public records
act and FOIA.98 Under the settlement,
the city established a system whereby
an employee must forward relevant
text messages to her government email
account, where the messages can be
preserved in accordance with the City’s
public records retention schedule.99

Enforcement Challenges

Despite the clear legal consensus in
favor of interpreting state open-records
laws to apply to text messages—and
despite the clear basis for these interpre-
tations in the text of the statutes them-
selves—actual access to text messages
in individual disputes remains difficult
and complicated. As the cases discussed
above demonstrate, there is significant
confusion at the state and local level
as to what governments need to do to
require retention of records and under
what circumstances it is appropriate to
deny requests. In one recent example,
in the spring and summer of 2016, in
the small Colorado town of Basalt, a
drama played out over text messages
pertaining to a tight mayoral election
sent between the mayor and the town
clerk. A citizen submitted requests to
review hundreds of text messages between
the two officials, but the officials had dele-
ted the texts from their phones, and their
cellular carrier had a policy of deleting
text message content within a few days.
The city sought a declaratory judg-
ment against the requestor and, in the
alternative, a statement that she could
be made to pay retrieval fees. Ultimate-
ly, the text messages were unobtainable.

An investigation by the local prosecutor
resulted in no criminal charges against
the officials for having deleted the mes-
sages, and the prosecutor told the press
that whether the law applied to text
messages was “unclear,” even though
Colorado case law clearly supports such
an interpretation.100 The episode in Ba-
salt illustrates a number of the difficul-
ties in applying public records laws to
text messages: users think of and treat
text messages as personal and ephem-
eral; texts can be deleted from phones
and often are not stored elsewhere,
making retention enforcement difficult;
and officials charged with enforcing
the laws can be confused regarding the
applicability to texts.

State courts and public officials have
also faced challenges weighing privacy
interests against open-government re-
quirements and principles. In 2005, the
Supreme Court of Colorado held that
text messages are, like emails, subject
to the requirements of the Colorado
Open Record Act—but limited actual
disclosure to protect privacy interests.101

The court held that personal emails of
a sexual nature between public officials,
which were stored on county servers,
were not public records.102 Apparently
recognizing a potential for embarrass-
ment, public officials in a number of
states other cases have been reluctant
to pass legislation that would clarify
open-records laws’ applicability to text
messages, as in South Dakota.103 As
discussed above, Utah legislators went
so far as to explicitly exempt text mes-
sages from the state open-meetings law,
although the resulting public outcry
led to their repealing the amendment
and reverting to the previous version
of the statute, which is silent as to text
messages.

Even where the applicability of state
law to text messages is clear, the tem-
porary, extemporaneous quality of text
messages presents challenges of compli-
ance with open-records laws, particularly
to retention and preservation require-
ments. Over the past year, the Montana
press has paid increasing attention to
the issue of the use of personal email,
text messages, and social media mess-
aging for official business, and the
failure of public officials to properly
retain these documents pursuant to
state law.104 Montana’s statute defines
a public record as any public infor-
mation that is “fixed in any medium,”
retrievable in usable form for future
reference, and “designated for retention
by the state records committee, judicial
branch, legislative branch, or local
government records committee.”105 In
the context of requests from reporters
for emails and text message exchanges
involving the governor, the governor’s
office produced some personal emails,
but production of text messages was
more complicated because the state
does not catalogue text messages and
cellular carriers typically retain the
content of text messages for only a few
days. As a governor’s office attorney
acknowledged to a local newspaper,
regarding requests for text messages:
“This is new ground. We’ve never seen
any of this stuff before.”106

Other states and localities have
grappled with similar retention prob-
lms. In a 2016 case, the Connecticut
Freedom of Information Commission
admonished state officials regarding
proper retention, but decided it did not
have jurisdiction to actually enforce
retention schedules.107 And in Florida
in 2014, Orange County officials agreed
to pay $90,000 to settle a case, dubbed
“textgate” in local press, after they were
accused of deleting text messages in
violation of the state public-records
statute.108 At the heart of the case were
text messages sent by county commis-
sioners to lobbyists and others opposed
to a ballot measure concerning workers’
right to paid sick leave. Despite the
scandal and the unfavorable settlement
and penalties, the deleted text messages
remained deleted and thus inaccessible.

Even when retention provisions are
codified by statute, as in Missouri,
there have been significant roadblocks to obtaining records pursuant to the law. In 2014, media outlets including St. Louis Public Radio and the Associated Press submitted requests to the city of Ferguson, Missouri, for text messages and emails from several police officials in relation to the police shooting death of Michael Brown, an unarmed black teenager. The city of Ferguson responded to the reporters, stating that fulfilling the request would cost the requestors more than $2,000 in research, analysis, redacting, and copying fees—even though Missouri's Sunshine Law provides that copying fees shall not exceed 10 cents a page and hourly fees for clerical costs shall not exceed average hourly wages for government clerical staff. Ultimately, the city released a number of the requested emails, although the text messages were never released. Lack of clarity also surrounds the applicability of open-records laws to text messages that a state or local government does not “possess” because the messages are stored on personal devices. Significant enforcement difficulties have arisen in some cases where the state or even courts find that the state is only responsible for providing access to text messages that are in state possession—rendering any interpretation of the statute as applicable to text messages largely meaningless, since so many text messages are typically sent on officials’ personal devices. In Kentucky in 2015, despite a broad statutory definition that applies to all documents “regardless of physical form or characteristics,” the state attorney general issued an opinion concluding that communications, including text messages, stored on a private device are not in the “possession” of the public agency and are therefore not subject to disclosure. These challenges, among others, highlight the difficulty of enforcing existing laws to new technologies, even when the legal basis for applying the law is clear.

Conclusion: Broader Implications of the Ever-Expanding Web of Digital Communication

While state laws and policies have yet to catch up with text messages, technology marches forward. With increasing frequency, messaging apps are used in the workplace. Notably, the messaging platform Slack is promoted as an office-friendly platform “where work happens.” It is reportedly used by employees at a number of federal agencies including NASA, the GSA, and the State Department, and a Slack spokesperson told reporters in 2016 that the platform builds in “extra export capabilities” to allow federal agencies to comply with FOIA requests. Despite the theoretical ability to properly export and retain Slack messages, it appears that obtaining Slack messages through FOIA requests may prove as difficult as compelling release of text messages has been in the states: when MuckRock, a website that sends and monitors FOIA requests, submitted a request to the FCC asking for a list of teams that use Slack at work, the FCC returned a “No Responsive Documents Response.”

Undergirding the discussion of text messages and other relatively informal electronic communications as public records is the suspicion, in some cases, that these communication formats are not used accidentally, but in fact in a purposeful effort to avoid state open-records laws. If states and local governments do manage to formalize retention of text messages to comply with relevant statutes, the next hurdle may be reaching messages sent using apps that, by design, permanently delete data shortly after it is sent and received. In 2016, the app Telegram, which allows users to set their messages to self-destruct after a short period of time, reportedly became popular among high-ranking San Francisco government officials, including city legislators. City staffers were quoted anonymously in reports stating that the purpose of using the app was to avoid having to produce the communications pursuant to public records laws; a city supervisor confirmed to reporters that officials were using the app, but denied they were doing so to evade public records requests. There have been recent reports of Trump Administration staffers using Confide, a chat app that erases messages as soon as they are read. Reported reasons ranged from anxiety about the vulnerability of electronic communications to hacking and/or investigations, to staffers’ desire to secretly leak information to the media.

As officials increasingly use text messaging and other technologies to conduct public business, retention and production of public records will continue to draw public attention and pressure. In most states, a statutory right to access public records in any form clearly applies to text messages and other new technologies, even when they are not facially contemplated by the statutory language. Yet, as the experience in the states demonstrates, this statutory right faces ongoing resistance and confusion. Public officials will need to grapple with court decisions favoring access, retention and preservation of these records, and concerns about privacy as they continue to use texts and other new technologies to conduct public business.
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