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Introduction

Wearable technology excels at providing health data. Yesterday’s pedometer has been relegated to the dustbin while today’s fitness trackers, like those from Fitbit, Jawbone, Garmin, and Apple, track not only heart rate and burned calories, but also sleep patterns, walking patterns, sweat, diet, and a host of other health attributes when paired with mobile apps for tracking mood, fertility, and medication.1 Although many of these devices are designed for the consumer market, they have become increasingly common in the workplace, often as part of employee wellness programs.2 Companies are also finding wearable devices useful for enhancing worker safety. Devices capable of monitoring a worker’s hydration, temperature, movement, and external hazards are already available, and research is continuing into how to use these tools as a “technological guardian angel” for workers.3
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Unsurprisingly, workplace proliferation of wearable technology raises many legal questions.\(^4\) In particular, the intersection of wearable technology and health implicates issues under the Americans with Disabilities Act (ADA), the Genetic Information Nondiscrimination Act (GINA), and health privacy laws like the Health Insurance Portability and Accountability Act (HIPAA).

Part I of this Article addresses the ADA and how its prohibitions on disability-related inquiries and discrimination may affect uses of wearable technology in the workplace. Part II addresses corollary issues under GINA. Part III concludes with an overview of HIPAA and how its privacy protections relate to workplace deployment of wearable technology.

I. Wearable Technology and the ADA

A. Wearable Technology and Disability-Related Inquiries

The ADA prohibits employers from administering medical examinations and making other disability-related inquiries to current employees unless the examination or inquiry “is job-related and consistent with business necessity.”\(^5\) Equal Employment Opportunity Commission (EEOC) enforcement guidance notes that a “medical examination” is any procedure or test “that seeks information about an individual’s physical or mental impairments or health.”\(^6\) That same guidance also defines a “disability-related inquiry” as any question “likely to elicit information about a disability.”\(^7\)

Because wearable devices are adept at tracking health data and providing health analytics, employers’ use of these devices may violate the ADA’s prohibition on medical examinations and disability-related inquiries. The multiple health parameters that wearable devices track, and the granular nature of the information they can provide, means that wearable technology can give end-users, whether employers or employees, a detailed picture of the wearer’s health. Even if a company’s deployment of a wearable device lacks intent to conduct a medical examination, the device can still elicit information about an employee’s
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disability. Wearable devices that monitor blood glucose or cardiac conditions, for example, could disclose an employee’s diabetes or asthma.

Consequently, workplace use of wearable technology presents a risk under the ADA because it can provide an employer with employees’ health-related information that it would not otherwise have and that may relate to or disclose an employee’s underlying disability. Given this risk, companies deploying wearable technology should be prepared, at minimum, to explain to employees what information the technology collects, the limits on collection, and why the technology is job-related and consistent with business necessity.

There are two employer wearable technology practices that present fewer ADA legal risks: use of wearable technology in connection with employee wellness programs and use of wearable technology for safety-sensitive positions.

B. Wearable Technology and Employee Wellness Programs

Employers commonly offer employee wellness programs and, by some estimates, forty to fifty percent of them use health trackers. One reason for this increase is that the ADA specifically allows employers to conduct medical examinations and disability-related inquiries as part of voluntary wellness programs. Thus, the ADA permits employers to use wearable devices in connection with voluntary wellness programs, even though such use may constitute a medical examination or disability-related inquiry.

The EEOC’s current rules on workplace wellness programs do not directly address use of wearable technology as part of wellness programs,
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but describe how these programs can comply with the ADA and GINA, while also remaining consistent with HIPAA’s wellness program rules.\textsuperscript{14} The rules address the critical definition of “voluntary.”\textsuperscript{15} Although previous ADA regulations allowed employers to ask health-related questions and conduct medical examinations as part of a “voluntary” wellness program, the regulations did not define “voluntary.”\textsuperscript{16} Now, the rules clarify that, for a wellness program to be considered voluntary, employers may not require employees to participate in the program, deny employees access to health coverage for choosing not to participate, or take adverse actions based on employees’ failure to participate.\textsuperscript{17}

The rules also contain other requirements that indirectly affect wearable technology use. For example, employers must provide a notice that clearly explains what medical information will be obtained from employees in a wellness program.\textsuperscript{18} The rules also require that wellness programs be “reasonably designed to promote health or prevent disease.”\textsuperscript{19} In other words, wellness programs must actually promote health and cannot include burdensome time requirements for participation, involve unreasonably intrusive procedures, or be used to shift insurance costs or gain sensitive medical information that would otherwise violate the law.\textsuperscript{20} The ADA also requires employers to reasonably accommodate employees with disabilities to be able to participate in wellness programs.\textsuperscript{21} Thus, if an employee’s disability or other condition precludes wearing the technology, employers should consider reasonable accommodations that would allow participation in the wellness program without the technology.

In addition, the rules include two confidentiality provisions that affect wearable technology use. First, information from wellness programs may be disclosed to employers only in an aggregate form that does not identify specific persons.\textsuperscript{22} Second, employers may not require employees to agree to sales of health information or waivers of confidentiality as a condition for participating in a wellness program or receiving an incentive.\textsuperscript{23}
C. Wearable Technology and Safety-Sensitive Positions

The ADA’s requirement that medical examinations and disability-related inquiries must be “job-related and consistent with business necessity” provides another potential legal use of wearable technology in the workplace.24 The EEOC says that an inquiry is “job-related and consistent with business necessity” if an employer “has a reasonable belief, based on objective evidence, that (1) an employee’s ability to perform essential job functions will be impaired by a medical condition, or (2) an employee will pose a direct threat due to a medical condition.”25

Using wearable devices as an early warning system for employees in safety-sensitive positions might fall within this exception. For example, outfitting forklift operators with wearable devices that measure enzymes in sweat and send alerts if the operators become dehydrated or overly fatigued presumably (1) relates to employees’ ability to perform essential job functions, and (2) addresses whether their physical condition poses a direct threat of harm. In addition, EEOC guidance suggests that medical inquiries may be warranted in certain circumstances in which safety is at issue.26

However, for an inquiry to be “job-related and consistent with business necessity,” an employer must have a reasonable belief, based on objective evidence, that an employee will be impaired or will pose a direct threat due to a medical condition.27 The standard arguably presumes that an observable medical condition already exists which gives rise to a reasonable belief that a medical inquiry is warranted due to the risk of impairment or a direct threat. When wearable technology is instead used to detect a medical impairment before it even occurs, the elements of reasonable belief and objective evidence that might support the technology’s use are arguably absent.

In this area, much may depend on the particular data wearable technology collects. Wearable devices that detect environmental hazards like carbon monoxide, provide geolocation data, or enhance mobility or sensory perception, for example, may not raise any ADA concerns because they neither track employees’ medical conditions nor elicit information about a disability. Rather, the use of these devices may raise other concerns, including issues regarding invasion of privacy and liability for accidents related to use of wearable technology.28

The more continuously a wearable device monitors employees’ health
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conditions, and the more detailed the information provided, the more seriously the ADA is implicated.

D. Wearable Technology and Discrimination

Discrimination claims are another risk of workplace use of wearable technology. The ADA prohibits discrimination on the basis of disability.29 Wearable technology can provide employers with a significant amount of employee-related health information to which they would not otherwise have access. When employers use wearable technology to evaluate job performance, employees could conceivably claim that discipline thereafter would not have been imposed but for the employer’s discovery of a medical or health condition disclosed by the technology. The risk is arguably lower if wearable technology is used as part of an employee wellness program because third-party vendors often receive collected employee information, and employers receive only aggregated data that does not identify particular employees.30 Even so, that “firewall” would not necessarily preclude an employee from claiming that an adverse action was based on a perceived disability, regardless of whether the collected information disclosed a disability, and regardless of whether the technology was part of a wellness program.

Wearable technologies also raise potential reasonable accommodation issues. As a general rule, employees must initiate discussions about the necessity of accommodations.31 However, EEOC guidance suggests that employers may have an obligation to initiate discussions if they know or have reason to know that employees are experiencing workplace problems due to a disability.32 Consequently, information that wearable technology collects may sometimes require employers to consider whether an employee’s physical condition is contributing to performance problems.33

Finally, the EEOC has increased its focus on uses of “big data,” including algorithms and predictive analytics for evaluating large amounts of information about employees.34 At a recent panel hosted by the EEOC that explored the use of big data in employment, panel-
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ists identified wearable devices in employee wellness programs as an area of concern, in part because little is known about how data analytics companies interpret data collected from wearable devices, and because the data such technology provides may often be unreliable. Given the EEOC’s interest in “big data” and how employers use it to make employment decisions, the EEOC will likely be interested in how wearable technology in the workplace contributes to this emerging issue.

II. Wearable Technology and GINA

GINA prohibits discrimination in employment on the basis of genetic information. The law defines “genetic information” as including information about a person’s genetic tests, genetic tests of that person’s family members, and the manifestation of disease or disorder in such family members (i.e., family medical history). Among other protections, GINA makes it unlawful to “request, require, or purchase genetic information of an individual or family member of the individual.”

For wearable technology, GINA raises many of the same risks and concerns as the ADA. If an employee must wear a device that collects genetic information, or must provide that information to use such a device, use of wearable technology could constitute an unlawful request for genetic information. Depending on the information collected, GINA, similar to the ADA, also presents risks of discrimination claims.

While GINA generally prohibits requesting, requiring, or purchasing genetic information, there is an exception if employers offer voluntary health or genetic services to employees or their family members as part of a wellness program. Many of the EEOC rules governing wellness programs under the ADA apply equally to GINA. Thus, much of the discussion and analysis of wellness programs under the ADA also applies to wellness programs under GINA.

Notably, a bill currently pending in the House of Representatives would make GINA inapplicable to workplace wellness programs. Under the proposed bill, employers would be able to impose financial
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penalties on employees who choose not to provide genetic information as part of a voluntary wellness program.\textsuperscript{43} The fate of this bill remains uncertain.

\textbf{III. Wearable Technology and Health Privacy under HIPAA}

Wearable technology that collects employees’ health-related information also implicates HIPAA, which establishes national standards for protecting individually identifiable health information—“protected health information” (PHI)—that covered entities and their business associates hold.\textsuperscript{44} The HIPAA Privacy Rule defines the circumstances under which covered entities may disclose PHI.\textsuperscript{45} The Security Rule lists procedures that covered entities must follow to ensure protection of PHI.\textsuperscript{46} The Breach Notification Rule requires covered entities and their business associates to provide notification of breaches of unsecured PHI.\textsuperscript{47}

However, HIPAA is inapplicable to employers as employers. Rather, HIPAA applies only to “covered entities” and their business associates.\textsuperscript{48} HIPAA defines a “covered entity” as a health plan, a health care clearinghouse, and most health care providers.\textsuperscript{49} Most employers that use workplace wearable devices that collect employees’ health-related information are thus not subject to HIPAA.

Whether HIPAA rules apply to workplace wellness programs depends on whether an employer independently offers the program or whether it is offered as part of a health plan.\textsuperscript{50} If an employer offers the program directly and independently of a health plan, HIPAA does not apply and any information collected from employees, including information collected from wearable devices, would not be HIPAA protected.\textsuperscript{51} However, if an employer includes a wellness program as part of a group health plan, HIPAA rules would protect any PHI collected from participants.\textsuperscript{52}
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Interestingly, some wearable device manufacturers in an abundance of caution are designing products to be HIPAA-compliant even though it is not necessary for most workplaces. Fitbit, for example, announced in September 2015 that its devices were HIPAA-compliant, enabling sales to HIPAA-covered entities. In this quickly evolving area of wearable technology and employment, such a precaution likely also best serves the needs of employers and employees.

Conclusion

Wearable technology is fast becoming commonplace in workplaces. Businesses are increasingly incorporating wearable devices into their technology infrastructure, and each year offers new products capable of providing user information in more detail. For employers, this technology has tremendous potential—devices capable of tracking biometrics, geolocation, environmental hazards, and more will undoubtedly allow employees to perform their jobs better, faster, and more safely. But the ability of wearable devices to disclose employees’ health-related information also presents risks for employers. Wearable technology can provide employers with a significant amount of employee-related health information that might not otherwise be available and, in some cases, might disclose more information than permitted under the ADA; GINA; and privacy laws, including HIPAA. To minimize risk, employers should carefully consider the benefits of wearable technology before deployment. That analysis should include review of the employer’s business needs and how wearable technology can help meet them. Employers should then clearly explain to employees how wearable technology will be used, what information the technology collects, the limits on collection, and why the technology is necessary. Taking these steps may make it more likely that both employers and employees will be able to wear their technology without adverse consequences.
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