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Active Defense by Private Actors

ABA STANDING COMMITTEE ON LAW & NATIONAL SECURITY, CYBERSECURITY WORKING GROUP, A PLAYBOOK FOR CYBER EVENTS (Oct. 2013).


Richard A. Epstein, The Theory and Practice of Self-Help

Neal Katyal, Community Self-Help

Henry E. Smith, Self-Help and the Nature of Property

David McGowan, The Trespass Trouble and the Metaphor Muddle


Bruce P. Smith, Hacking, Poaching, and Counterattacking: Digital Counterstrikes and the Contours of Self-Help


**Cyber Attack, Active Defense & Law of War**


NATIONAL RESEARCH COUNCIL, *TECHNOLOGY, POLICY, LAW, AND ETHICS REGARDING U.S. ACQUISITION AND USE OF CYBERATTACK CAPABILITIES* (Constance F. Citro et al. eds 2009).


**Additional Resources**


David Dittrich, *Articles/Papers/Audio Related to the Active Response Continuum (listing resources)*, available at [http://staff.washington.edu/dittrich/activedefense.html](http://staff.washington.edu/dittrich/activedefense.html).