While corporate clients are demanding that their law firms take more steps to guard against intrusions, concerns about hacker threats grow. Even the most conservative estimates of financial losses for technology companies doing business abroad reach into the billions of dollars over the coming decade. What are the current cyber threats, applicable laws and standards lawyers need to be aware of in this dangerous arena? Law enforcement officials have warned that law firms in particular are not doing enough to guard against hackers. Cybersecurity experts will discuss both the risks and the preparedness planning which must go into cybersecurity—it is a lawyer's obligation. ABA Magnitude360 CLE Showcase Program.

**Moderator:** Judith Miller, Co-chair, ABA Cybersecurity Legal Task Force

**Panelists:**

- **Harriet Goldman,** Director, Advanced Cyber Security, The MITRE Corporation
- **Michael J. McGuire,** Chief Information Security Officer, Littler Mendelson
- **Harvey Rishikof,** Dean, National War College and Co-Chair, ABA Cybersecurity Legal Task Force
- **Suzanne E. Spaulding,** Under Secretary, National Protection and Programs Directorate, U.S. Department of Homeland Security

**Keynote Remarks:** Congressman James R. Langevin, 2nd District, Rhode Island, U.S. House of Representatives and Co-Founder and Co-Chairman, Congressional Cybersecurity Caucus

**Threat Assessment Briefing:** Sean Kanuck, National Intelligence Officer for Cyber Issues, Office of the Director of National Intelligence

**Primary Sponsor:** ABA Cybersecurity Legal Task Force

Co-sponsored by the ABA Standing Committee on Law and National Security
Biographies

Harriet Goldman is Director of Advanced Cyber for The MITRE Corporation where she serves as the corporate focal point for advance Cyber Security capabilities and Cyber Mission Assurance in support of MITRE’s Department of Defense and Intelligence customers. She is responsible for directing initiatives to raise awareness of the advanced cyber threat across government and industry and to develop strategies, technologies and processes to address cyber security, resilient architectures, and mission assurance needs. She also served as Director of Cyber Mission Assurance and as Director of Integration for Information Security to ensure secure, interoperable, and resilient solutions across MITRE’s sponsors and their partners. Previously, she was the Chief Technologist for Information Security where she directed and advanced MITRE’s information security technology portfolio capabilities. Ms. Goldman returned to MITRE to assume this position after 10 years in private industry following her previous 16-year tenure at MITRE. As Vice President at Hitachi’s Quadraside, she directed information security consulting engagements and the deployment of security middleware that enabled security solutions to interoperate seamlessly for key clients in financial services, healthcare, pharmaceutical, telecom, and manufacturing industries. Previously she was a founding member and Vice President at Concept Five Technologies, where she spearheaded the information security consulting practice to assist CIOs in implementing secure, Internet-based business and customer relationship management solutions.

Sean Kanuck currently serves in the role of National Intelligence Officer (NIO) for Cyber Issues. Along with his staff, the NIO directs the production of National Intelligence Estimates and other intelligence products, leads the Intelligence Community in cyber analysis, and writes personal assessments of major situations and developments. He also represents the Intelligence Community on cyber issues, including briefings at National Security Staff meetings at the White House and testifying before Congressional committees. Mr. Kanuck was appointed as the first NIO for Cyber Issues in May 2011. He came to the National Intelligence Council after a decade of experience in the CIA’s Information Operations Center, including both analytic and field assignments. In his Senior Analytic Service role, he was a contributing author for the 2009 White House Cyberspace Policy Review, an Intelligence Fellow with the Directorates for Cybersecurity and Combating Terrorism at the National Security Council, and a member of the US delegation to the United Nations Group of Governmental Experts on international information security. Prior to government service, Mr. Kanuck practiced law with Skadden Arps in New York, where he specialized in mergers and acquisitions, corporate finance, and banking matters.

James R. Langevin is the U.S. Representative for Rhode Island’s 2nd congressional district. Congressman Langevin is a senior member of the House Armed Services Committee, where he is the Ranking Member of the Intelligence, Emerging Threats and Capabilities Subcommittee. In addition, he is a senior member of the House Permanent Select Committee on Intelligence and a member of the Subcommittee on Technical and Tactical Intelligence. Congressman Langevin strongly believes that good intelligence is the nation’s first line of defense against terrorism and other national security threats. As Co-Fundraiser and Co-Chairman of the bipartisan Congressional Cybersecurity Caucus, he is committed to protecting the nation’s critical infrastructure from the growing cyber threat. Congressman Langevin also co-chaired the Center for Strategic and International Studies Commission on Cyber Security for the 44th Presidency and introduced the Executive Cyberspace Coordination Act in an effort to implement the Commission’s recommendations.

Michael J. McGuire is a Shareholder and Chief Information Security Officer for Littler Mendelson, P.C., the largest global employment and labor law practice with more than 1,000 attorneys in over 60 offices worldwide. He is a frequent lecturer on issues involving technology and law, including Security, Privacy, Information Management, and eDiscovery. Mr. McGuire has also been an adjunct professor on Internet Law at William Mitchell College of Law in Saint Paul, MN. Prior to joining Littler, he was the Managing Director, Legal Operations for the mortgage division of GMAC. While at GMAC, Mr. McGuire lead the development of an information security and privacy group. He received his J.D. from the University of Minnesota Law School, 1992, magna cum laude and his B.S. from the University of Illinois at Urbana-Champaign, 1989, magna cum laude.

Judith Miller serves as co-chair of the ABA Cybersecurity Legal Task Force. An independent consultant active in a variety of public service and professional activities, she currently serves as chair of the Department of Defense Legal Policy Board. She was senior vice president, general counsel, and a member of the Board of Directors of the Bechtel Group. Prior to joining the Bechtel Group, she was a partner with Williams & Connolly LLP in Washington, DC. Her practice included a wide range of complex civil litigation and business-related criminal litigation, corporate and individual officer counseling, and internal investigations, as well as issues affecting the defense industry. She returned to the firm in January 2000, after having been at that time the longest serving general counsel of the US Department of Defense (1994–99). She is a Yale Law School graduate and has clerked for Associate Justice Potter Stewart and US Court of Appeals Judge Harold Leventhal. Ms. Miller is a past chair (2007–08) of the ABA’s Section of Litigation and served on its Executive Committee and Council. She is a member of the Defense Science Board, the Council of the American Law Institute, and the Executive Committee of the Atlantic Council of the United States and is a trustee of the World Affairs Council of Northern California. Ms. Miller served as a member of the ABA’s Commission on Ethics 20/20, the Standing Committee on Law and National Security, the Marke Foundation Task Force on National Security in the Information Age, and the National Academy of Sciences Committee on Science, Security, and Prosperity.

Harvey Rishikof is dean of the National War College, chair of the ABA Standing Committee on Law and National Security Advisory Committee, co-chair of the ABA Cybersecurity Legal Task Force, and on the Board of Visitors of the National Intelligence University. Mr. Rishikof’s career includes experiences in the private sector, academia and public service and is a lifetime member of the Council on Foreign Relations and the American Law Institute. He is the former senior policy advisor to the director of national counterintelligence (ODNI) (in the Office of the Director of National Intelligence) and chair of the ABA Standing Committee on Law and National Security. He also was a Professor of Law and National Security Studies at the National War College (NWC) and the former chair of the Department of National Security Strategy at the NWC. He is a former member of the law firm Hale and Dorr, the former dean of the law school in Rhode Island, and has been a consultant to the World Bank and the USAID on law reform. As Legal Counsel to the Deputy Director of the FBI (1997–99), Rishikof focused on FBI policies concerning national security and terrorism. As Administrative Assistant to the Chief Justice of the Supreme Court (1994–96), Mr. Rishikof, a former federal court of appeals law clerk in the Third Circuit for the Honorable Leonard I. Garth, served as chief of staff for the Chief Justice and was involved in general policy issues concerning the federal court system. Rishikof has written numerous articles, monographs and book chapters, his most recent books are co-edited with Roger George, The National Security Enterprise - Navigating the Enterprise, (Georgetown Press, 2011) and co-edited with Stewart Baker and Bernard Horowitz, Patriots Debate – Contemporary Issues in National Security Law, (ABA Press, 2012).

Suzanne E. Spaulding serves as Under Secretary for the National Protection and Programs Directorate at the Department of Homeland Security. As Under Secretary, she oversees the coordinated operational and policy functions of the Directorate’s subcomponents: Offices of Cybersecurity and Communications, Infrastructure Protection, Biometric Identity Management, Cyber and Infrastructure Analysis, and the Federal Protective Service, with a mission to reduce the risk to -- and enhance the resiliency of -- critical infrastructure, secure Federal facilities, and advance identity management and verification. Ms. Spaulding has spent nearly 25 years working on national security issues for both Republican and Democratic Administrations and on both sides of the aisle of Congress. She was most recently a principal in the Bingham Consulting Group and Counsel for Bingham McCutchen LLP in Washington, D.C. Prior to joining the private sector, she served as the minority staff director for the U.S. House of Representatives Permanent Select Committee on Intelligence for Ranking Member Jane Harman (D-CA), and as general counsel for the Senate Select Committee on Intelligence. She also spent six years at the Central Intelligence Agency (CIA) and served as senior counsel and legislative director for U.S. Senator Arlen Specter (PA). In 2002, she was appointed by Virginia Governor Mark Warner to the Secure Commonwealth Panel, established after the attacks of September 11, 2001, to advise the governor and the legislature on preparedness issues in the Commonwealth of Virginia. Since then, Ms. Spaulding has worked with key critical infrastructure sectors including the nuclear power, electricity, and chemical sectors, and served as Security Counsel for the Business Roundtable. In addition, Ms. Spaulding served as the executive director of two congressionally mandated commissions: the National Commission on Terrorism, chaired by Amb. L. Paul Bremer III, and the Commission to Assess the Organization of the Federal Government to Combat the Proliferation of Weapons of Mass Destruction, chaired by former CIA Director John Deutch. She was assistant general counsel at CIA, including a position as legal adviser to the Nonproliferation Center, and also spent several years in private practice. In addition to running national commissions on terrorism and weapons of mass destruction, she has served on commissions on cybersecurity and homeland security, convened and participated in numerous academic and professional advisory panels, and is a frequent commentator in publications, media, and before Congress. Ms. Spaulding was a Senior Fellow at George Washington University’s Homeland Security Policy Institute. She is the former Chair of the American Bar Association’s Standing Committee on Law and National Security, and founder of the Cybersecurity Legal Task Force.