Using Artificial Intelligence to Manage Legal Risk by Detecting Anomalies

ABA Cyberspace Law Institute/Winter Working Meeting
January 26-27, 2018

Alexandra Villarreal O’Rourke, Partner, McGuireWoods LLP, Charlotte, NC
Lisa Lifshitz, Partner, Torkin Manes LLP, Toronto, ON, Canada
Richard C. Balough, Principal, Balough Law Offices, LLC, Chicago, IL

The SEC, FTC, and other governmental agencies are implementing the use of artificial intelligence to detect anomalies such as flagging trading patterns and identity theft. As the agencies begin to implement artificial intelligence for regulatory oversite, do companies also need to implement artificial intelligence for red flagging potential issues? If companies adopt artificial intelligence to red flag anomalies, then have they set a higher standard of care to detect such abnormal activities? The presentation will be the starting point for a roundtable discussion.
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Natural Language Analysis

- Can detect common "topics" among similarly unrelated documents and communications

- Can detect "tonality" to determine whether the language gives signals of anomalies

- "Sentiment analysis" can predict individual and group wrongdoing
Natural Language Analysis

IBM Watson Trader Example

• U.S. traders stopped using angry language and profanity before engaging in wrongdoing (the “act natural” effect?)

• U.K. traders, by contrast were more likely to use profanity when engaging in wrongdoing

• The system learned to identify linked groups by “digital high fives” after wrongdoing
Detecting Deviations from the Baseline

- AI models can learn what is “normal” for a person, a group, a system, etc.
- They can adjust for dynamic baselines
- By learning what is normal, these models can very accurately predict when something is “not quite right”
- New systems give the user a way to prioritize by detecting the level of rarity and the potential importance of an anomaly
Sample Laws Involving Anomaly Detection

- Unfair and Deceptive Acts and Practices laws
- Cybersecurity Breach Laws
- Identity Theft “Red Flags Rules”
- SEC Fraud Detection Requirements
Unfair, Deceptive, or Abusive Acts or Practices (UDAAP)

• Can hold companies responsible for employee wrongdoing

• Creates implicit requirement to monitor for malfeasance

• Example: Ocwen mortgage servicing errors
Cybersecurity

- The Federal Trade Commission has brought a number of enforcement actions on the failure to prevent data breaches.

- It describes companies’ duties in this area as follows: “a company’s data security measures must be reasonable in the light of the sensitivity and volume of consumer information it holds, the size and complexity of its data operations, and the cost of available tools to improve security and reduce vulnerabilities.”

- EU’s Directive on Security of Network and Information Systems (NIS Directive) requires digital service provider and certain companies “essential for the maintenance of critical societal/economic activities” to ensure state of the art levels of security that will prevent and minimize the impact of cybersecurity incidents on their systems.
Identity Theft

• The FTC & SEC also have “Red Flag Rules” relating to identity theft, which require companies to have “reasonable policies and procedures to identify the red flags of identity theft that may occur in your day-to-day operations. . . . For example, if a customer has to provide some form of identification to open an account with your company, an ID that doesn’t look genuine is a ‘red flag’ for your business.”

• As AI systems become more commonplace, it is likely that this standard will shift towards an expectation of AI use, particularly as AI-based cybersecurity threats grow
SEC’s Requirements

• Securities laws have a number of requirements that place upon covered firms the duty to prevent and detect fraud.

• For example, the SEC Act requires audits that include “procedures designed to provide reasonable assurance of detecting illegal acts that would have a direct and material effect on the determination of financial statement amounts.”

• The SEC also requires “Management’s evaluation of the risk of... the vulnerability of the entity to fraudulent activity (for example, fraudulent financial reporting, misappropriation of assets and corruption), and whether any such exposure could result in a material misstatement of the financial statements.”

• “The extent of activities required for the evaluation of fraud risks is commensurate with the size and complexity of the company’s operations and financial reporting environment.”
SEC’s Use of AI

- The SEC recently announced that it is using artificial intelligence to detect red flags that may indicate fraud: “Machine learning algorithms may help our examiners by pointing them in the right direction in their identification of possible fraud or misconduct.”

- Sample use case: Investment advisor reporting
  - They review reporting data using topic modeling and tonality analysis to predict the presence of idiosyncratic risk
  - They have found that this method is 5 times more accurate than random at predicting risk
  - However they warn that they use staff to carefully analyze red flags for false positives

- Presumably the fact that the SEC is now using this technology indicates that they might soon expect companies to have the same level of sophistication in detecting trends
Financial Conduct Authority

The FCA’s Head of Data announced that the agency plans to use "supervised machine-learning" and "unsupervised AI" to detect financial irregularities.

- Specifically mentioned speech-to-text analytics and social media analytics

- Also stated the FCA is looking “Effectively converting, probably initially our regulatory reporting rules, into truly unambiguous rules that machines can interpret and implement directly.”
Best Practices for Implementing AI Solutions

• Adopt a phase-in approach to test the fit

• Incentivize your AI team and service providers to work closely with the lawyers

• Have a plan for periodically testing the model and assumptions

• Have a human “gut check” step wherever feasible to identify false red flags
Legal Uncertainty Remains

• As AI technology evolves, to what extent will "reasonableness" prevention standards mandate its use?
• Will companies have to use AI to see what regulators see?
• Does real-time problem identification require real-time resolution?
• Are you volunteering for a higher standard of care?
  – Example: Technology that allows for accurate anomaly detection might create higher expectations for fraud prevention
Questions or Comments?
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