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1. Unified Agenda: Agency Rule List for DHS, Spring 2019

2. “Senator Lee Introduced ARTICLE ONE Act to Reclaim Congressional Power,” March 12, 2019

3. S.764, the ARTICLE ONE Act


<table>
<thead>
<tr>
<th>Agency</th>
<th>Agenda Stage of Rulemaking</th>
<th>Title</th>
<th>RIN</th>
</tr>
</thead>
<tbody>
<tr>
<td>DHS/OS</td>
<td>Proposed Rule Stage</td>
<td>Collection of Alien Biometric Data Upon Exit From the United States at Air and Sea Ports of Departure</td>
<td>1601- AA34</td>
</tr>
<tr>
<td>DHS/OS</td>
<td>Proposed Rule Stage</td>
<td>Homeland Security Acquisition Regulation, Enhancement of Whistleblower Protections for Contractor Employees</td>
<td>1601- AA72</td>
</tr>
<tr>
<td>DHS/OS</td>
<td>Proposed Rule Stage</td>
<td>External Biometric Administrative Records (EBAR) System of Records and its Associated Privacy Act Exemptions</td>
<td>1601- AA87</td>
</tr>
<tr>
<td>DHS/OS</td>
<td>Proposed Rule Stage</td>
<td>Statistical Data Production and Reporting System of Records and its Associated Privacy Act Exemptions</td>
<td>1601- AA89</td>
</tr>
<tr>
<td>DHS/OS</td>
<td>Final Rule Stage</td>
<td>Homeland Security Acquisition Regulation: Safeguarding of Controlled Unclassified Sensitive Information (HSAR Case 2015-001)</td>
<td>1601- AA76</td>
</tr>
<tr>
<td>DHS/OS</td>
<td>Final Rule Stage</td>
<td>Homeland Security Acquisition Regulation: Information Technology Security Awareness Training (HSAR Case 2015-002)</td>
<td>1601- AA78</td>
</tr>
<tr>
<td>DHS/OS</td>
<td>Final Rule Stage</td>
<td>Homeland Security Acquisition Regulation: Privacy Training (HSAR Case 2015-003)</td>
<td>1601- AA79</td>
</tr>
<tr>
<td>DHS/OS</td>
<td>Final Rule Stage</td>
<td>Removal of Department of Homeland Security Acquisition Regulation Clause 3052.219-70, Small Business Subcontracting Plan Reporting</td>
<td>1601- AA83</td>
</tr>
<tr>
<td>DHS/OS</td>
<td>Final Rule Stage</td>
<td>Department of Homeland Security Cybersecurity Talent Management System</td>
<td>1601- AA84</td>
</tr>
<tr>
<td>DHS/OS</td>
<td>Final Rule Stage</td>
<td>External Biometric Records System of Records and its Associated Privacy Act Exemptions</td>
<td>1601- AA86</td>
</tr>
<tr>
<td>DHS/OS</td>
<td>Final Rule Stage</td>
<td>Insider Threat Program System of Records and its Associated Privacy Act Exemptions</td>
<td>1601- AA90</td>
</tr>
<tr>
<td>DHS/OS</td>
<td>Final Rule Stage</td>
<td>Implementation of the REAL ID Act Modification for Freely Associated States Act</td>
<td>1601- AA91</td>
</tr>
<tr>
<td>DHS/USCIS</td>
<td>Prerule Stage</td>
<td>EB-5 Immigrant Investor Program Realignment</td>
<td>1615- AC26</td>
</tr>
<tr>
<td>DHS/USCIS</td>
<td>Proposed Rule Stage</td>
<td>Requirements for Filing Motions and Administrative Appeals</td>
<td>1615- AC99</td>
</tr>
<tr>
<td>DHS/USCIS</td>
<td>Proposed Rule Stage</td>
<td>EB-5 Immigrant Investor Regional Center Program</td>
<td>1615- AC11</td>
</tr>
<tr>
<td>DHS/USCIS</td>
<td>Proposed Rule Stage</td>
<td>Strengthening the H-1B Nonimmigrant Visa Classification Program</td>
<td>1615- AC13</td>
</tr>
<tr>
<td>DHS/USCIS</td>
<td>Proposed Rule Stage</td>
<td>U.S. Citizenship and Immigration Services Biometrics Collection for Consistent, Efficient, and Effective Operations</td>
<td>1615- AC14</td>
</tr>
<tr>
<td>DHS/USCIS</td>
<td>Proposed Rule Stage</td>
<td>Removing H-4 Dependent Spouses From the Classes of Aliens Eligible for Employment Authorization</td>
<td>1615- AC15</td>
</tr>
<tr>
<td>DHS/USCIS</td>
<td>Proposed Rule Stage</td>
<td>U.S. Citizenship and Immigration Services Fee Schedule</td>
<td>1615- AC18</td>
</tr>
<tr>
<td>DHS/USCIS</td>
<td>Proposed Rule Stage</td>
<td>Electronic Processing of Immigration Benefit Requests</td>
<td>1615- AC20</td>
</tr>
<tr>
<td>Agency</td>
<td>Stage</td>
<td>Description</td>
<td>Code</td>
</tr>
<tr>
<td>---------------------</td>
<td>-------------</td>
<td>-----------------------------------------------------------------------------</td>
<td>----------</td>
</tr>
<tr>
<td>DHS/USCIS</td>
<td>Proposed</td>
<td>Updating Adjustment of Status Procedures for More Efficient Processing</td>
<td>1615-AC22</td>
</tr>
<tr>
<td></td>
<td>Rule Stage</td>
<td>and Immigrant Visa Usage</td>
<td></td>
</tr>
<tr>
<td>DHS/USCIS</td>
<td>Proposed</td>
<td>Improvements to the Medical Certification for Disability Exceptions</td>
<td>1615-AC23</td>
</tr>
<tr>
<td></td>
<td>Rule Stage</td>
<td>Processing</td>
<td></td>
</tr>
<tr>
<td>DHS/USCIS</td>
<td>Proposed</td>
<td>Credible Fear Reform</td>
<td>1615-AC24</td>
</tr>
<tr>
<td></td>
<td>Rule Stage</td>
<td></td>
<td></td>
</tr>
<tr>
<td>DHS/USCIS</td>
<td>Proposed</td>
<td>Employment Authorization Documents for Asylum Applicants</td>
<td>1615-AC27</td>
</tr>
<tr>
<td></td>
<td>Rule Stage</td>
<td></td>
<td></td>
</tr>
<tr>
<td>DHS/USCIS</td>
<td>Proposed</td>
<td>Fee for Registration Requirement for Petitioners Seeking To File H-1B</td>
<td>1615-AC36</td>
</tr>
<tr>
<td></td>
<td>Rule Stage</td>
<td>Petitions on Behalf of Cap Subject Aliens</td>
<td></td>
</tr>
<tr>
<td>DHS/USCIS</td>
<td>Proposed</td>
<td>Reform to Enhance the Integrity of the Civil Surgeon Program</td>
<td>1615-AC37</td>
</tr>
<tr>
<td></td>
<td>Rule Stage</td>
<td></td>
<td></td>
</tr>
<tr>
<td>DHS/USCIS</td>
<td>Final</td>
<td>Inadmissibility on Public Charge Grounds</td>
<td>1615-AA22</td>
</tr>
<tr>
<td></td>
<td>Rule Stage</td>
<td></td>
<td></td>
</tr>
<tr>
<td>DHS/USCIS</td>
<td>Final</td>
<td>Classification for Victims of Severe Forms of Trafficking in Persons;</td>
<td>1615-AA59</td>
</tr>
<tr>
<td></td>
<td>Rule Stage</td>
<td>Eligibility for T Nonimmigrant Status</td>
<td></td>
</tr>
<tr>
<td>DHS/USCIS</td>
<td>Final</td>
<td>Removal of International Entrepreneur Parole Program</td>
<td>1615-AC04</td>
</tr>
<tr>
<td></td>
<td>Rule Stage</td>
<td></td>
<td></td>
</tr>
<tr>
<td>DHS/USCIS</td>
<td>Final</td>
<td>EB-5 Immigrant Investor Program Modernization</td>
<td>1615-AC07</td>
</tr>
<tr>
<td></td>
<td>Rule Stage</td>
<td></td>
<td></td>
</tr>
<tr>
<td>DHS/USCIS</td>
<td>Final</td>
<td>Implementation of the Northern Mariana Islands U.S. Workforce Act of 2018</td>
<td>1615-AC28</td>
</tr>
<tr>
<td></td>
<td>Rule Stage</td>
<td></td>
<td></td>
</tr>
<tr>
<td>DHS/USCIS</td>
<td>Final</td>
<td>Privacy Act of 1974; Implementation of Exemptions; Department of</td>
<td>1615-AC29</td>
</tr>
<tr>
<td></td>
<td>Rule Stage</td>
<td>Homeland Security/U.S. Citizenship and Immigration Services-018</td>
<td></td>
</tr>
<tr>
<td></td>
<td></td>
<td>Immigration Biometric and Background Check (IBBC) System of Records</td>
<td></td>
</tr>
<tr>
<td>DHS/USCIS</td>
<td>Final</td>
<td>Modernizing Recruitment Requirements Under the H-2B Program</td>
<td>1615-AC33</td>
</tr>
<tr>
<td></td>
<td>Rule Stage</td>
<td></td>
<td></td>
</tr>
<tr>
<td>DHS/USCIS</td>
<td>Final</td>
<td>Exercise of Time-Limited Authority to Increase the Fiscal Year 2019</td>
<td>1615-AC38</td>
</tr>
<tr>
<td></td>
<td>Rule Stage</td>
<td>Numerical Limitation for the H-2B Temporary Nonagricultural Worker Program</td>
<td></td>
</tr>
<tr>
<td>DHS/USCIS</td>
<td>Prerule</td>
<td>Identifying Barriers to Autonomous Vessels</td>
<td>1625-AC54</td>
</tr>
<tr>
<td>DHS/USCIS</td>
<td>Proposed</td>
<td>Vessel Documentation Renewal Fees</td>
<td>1625-AC26</td>
</tr>
<tr>
<td>DHS/USCIS</td>
<td>Proposed</td>
<td>Uniform Certificate of Title Act for Vessels</td>
<td>1625-AC29</td>
</tr>
<tr>
<td>DHS/USCIS</td>
<td>Proposed</td>
<td>Financial Responsibility--Vessels; Superseded Pollution Funds</td>
<td>1625-AC39</td>
</tr>
<tr>
<td></td>
<td>Rule Stage</td>
<td>(USCG-2017-0788)</td>
<td></td>
</tr>
<tr>
<td>DHS/USCIS</td>
<td>Proposed</td>
<td>Fire Protection Equipment for Recreational Boats</td>
<td>1625-AC41</td>
</tr>
<tr>
<td></td>
<td>Rule Stage</td>
<td></td>
<td></td>
</tr>
<tr>
<td>DHS/USCIS</td>
<td>Proposed</td>
<td>Crediting Recent Sea Service of Personnel Serving on Vessels of the</td>
<td>1625-AC42</td>
</tr>
<tr>
<td></td>
<td>Rule Stage</td>
<td>Uniformed Services</td>
<td></td>
</tr>
<tr>
<td>DHS/USCIS</td>
<td>Proposed</td>
<td>Implementation of the 2015 and 2016 Amendments to the International</td>
<td>1625-AC44</td>
</tr>
<tr>
<td></td>
<td>Rule Stage</td>
<td>Convention on Standards of Training, Certification and Watchkeeping for</td>
<td></td>
</tr>
<tr>
<td></td>
<td></td>
<td>Seafarers</td>
<td></td>
</tr>
<tr>
<td>DHS/USCIS</td>
<td>Proposed</td>
<td>Removal of Certain International Convention on Standards of Training,</td>
<td>1625-AC46</td>
</tr>
<tr>
<td></td>
<td>Rule Stage</td>
<td>Certification and Watchkeeping for Seafarers, 1978, as Amended (STCW) Training</td>
<td></td>
</tr>
<tr>
<td></td>
<td></td>
<td>Requirements</td>
<td></td>
</tr>
<tr>
<td>DHS/USCIS</td>
<td>Proposed</td>
<td>Person in Charge of Fuel Transfers</td>
<td>1625-AC50</td>
</tr>
<tr>
<td>Agency</td>
<td>Stage</td>
<td>Title</td>
<td>Document Number</td>
</tr>
<tr>
<td>-----------------</td>
<td>------------------</td>
<td>---------------------------------------------------------------------------------------------</td>
<td>-----------------</td>
</tr>
<tr>
<td>DHS/USCG</td>
<td>Proposed Rule</td>
<td>Survival Craft Equipment—Update to Type Approval Requirements</td>
<td>1625-AC51</td>
</tr>
<tr>
<td>DHS/USCG</td>
<td>Proposed Rule</td>
<td>Operational Risk Assessments for Waterfront Facilities Handling Liquefied Natural Gas as Fuel and Updates to Industry Standards</td>
<td>1625-AC52</td>
</tr>
<tr>
<td>DHS/USCG</td>
<td>Final Rule</td>
<td>Deepwater Ports</td>
<td>1625-AB92</td>
</tr>
<tr>
<td>DHS/USCG</td>
<td>Final Rule</td>
<td>2013 Liquid Chemical Categorization Updates</td>
<td>1625-AB94</td>
</tr>
<tr>
<td>DHS/USCG</td>
<td>Final Rule</td>
<td>Amendments to the Marine Radar Observer Refresher Training Regulations</td>
<td>1625-AC46</td>
</tr>
<tr>
<td>DHS/USCG</td>
<td>Final Rule</td>
<td>TWIC Reader Requirements; Delay of Effective Date</td>
<td>1625-AC47</td>
</tr>
<tr>
<td>DHS/USCG</td>
<td>Final Rule</td>
<td>Great Lakes Pilotage—2019 Annual Review</td>
<td>1625-AC49</td>
</tr>
<tr>
<td>DHS/USCG</td>
<td>Final Rule</td>
<td>Consumer Price Index Adjustments of Oil Pollution Act of 1990 Limits of Liability—Vessels, Deepwater Ports, and Onshore Facilities</td>
<td>1625-AC53</td>
</tr>
<tr>
<td>DHS/USCBP</td>
<td>Proposed Rule</td>
<td>Western Hemisphere Travel Initiative (WHTI)—Noncompliant Traveler Fee</td>
<td>1651-AB06</td>
</tr>
<tr>
<td>DHS/USCBP</td>
<td>Proposed Rule</td>
<td>Modernization of Customs Brokers Regulations</td>
<td>1651-AB16</td>
</tr>
<tr>
<td>DHS/USCBP</td>
<td>Proposed Rule</td>
<td>Customs Broker Identification of Importers</td>
<td>1651-AB17</td>
</tr>
<tr>
<td>DHS/USCBP</td>
<td>Proposed Rule</td>
<td>Automation of CBP Form I-418 for Vessels</td>
<td>1651-AB18</td>
</tr>
<tr>
<td>DHS/USCBP</td>
<td>Proposed Rule</td>
<td>Procedures for Debarring Vessels From Entering U.S. Ports</td>
<td>1651-AB20</td>
</tr>
<tr>
<td>DHS/USCBP</td>
<td>Proposed Rule</td>
<td>Collection of Biometric Data From U.S. Citizens Upon Entry To and Departure From the United States</td>
<td>1651-AB22</td>
</tr>
<tr>
<td>DHS/USCBP</td>
<td>Final Rule</td>
<td>Centers of Excellence and Expertise</td>
<td>1651-AB32</td>
</tr>
<tr>
<td>DHS/USCBP</td>
<td>Final Rule</td>
<td>Collection of Biometric Data From Aliens Upon Entry To and Exit From the United States</td>
<td>1651-AB12</td>
</tr>
<tr>
<td>DHS/USCBP</td>
<td>Final Rule</td>
<td>Implementation of the Electronic System for Travel Authorization (ESTA) at U.S. Land Borders</td>
<td>1651-AB14</td>
</tr>
<tr>
<td>DHS/USCBP</td>
<td>Final Rule</td>
<td>Conforming Amendments Regarding the Asia-Pacific Economic Cooperation Business Travel Card Program</td>
<td>1651-AB24</td>
</tr>
<tr>
<td>DHS/TSA</td>
<td>Proposed Rule</td>
<td>Vetting of Certain Surface Transportation Employees</td>
<td>1652-AA69</td>
</tr>
<tr>
<td>Agency</td>
<td>Stage</td>
<td>Description</td>
<td>Document Number</td>
</tr>
<tr>
<td>--------</td>
<td>-------</td>
<td>-------------</td>
<td>-----------------</td>
</tr>
<tr>
<td>DHS/TSA</td>
<td>Proposed Rule Stage</td>
<td>Amending Vetting Requirements for Employees With Access to a Security Identification Display Area (SIDA)</td>
<td>1652-AA70</td>
</tr>
<tr>
<td>DHS/TSA</td>
<td>Proposed Rule Stage</td>
<td>Privacy Act of 1974: System of Records; DHS/TSA-024 Use of Department of State Passport and Visa Records</td>
<td>1652-AA71</td>
</tr>
<tr>
<td>DHS/TSA</td>
<td>Final Rule Stage</td>
<td>Protection of Sensitive Security Information</td>
<td>1652-AA08</td>
</tr>
<tr>
<td>DHS/TSA</td>
<td>Final Rule Stage</td>
<td>Flight Training for Aliens and Other Designated Individuals; Security Awareness Training for Flight School Employees</td>
<td>1652-AA35</td>
</tr>
<tr>
<td>DHS/TSA</td>
<td>Final Rule Stage</td>
<td>Security Training for Surface Transportation Employees</td>
<td>1652-AA55</td>
</tr>
<tr>
<td>DHS/USICE</td>
<td>Proposed Rule Stage</td>
<td>Eligibility Checks of Nominated and Current Designated School Officials of Schools That Enroll F and M Nonimmigrant Students and of Exchange Visitor Program-Designated Sponsors of J Nonimmigrants</td>
<td>1653-AA71</td>
</tr>
<tr>
<td>DHS/USICE</td>
<td>Proposed Rule Stage</td>
<td>Visa Security Program Fee</td>
<td>1653-AA77</td>
</tr>
<tr>
<td>DHS/USICE</td>
<td>Proposed Rule Stage</td>
<td>Establishing a Maximum Period of Authorized Stay for F-1 and Other Nonimmigrants</td>
<td>1653-AA78</td>
</tr>
<tr>
<td>DHS/USICE</td>
<td>Final Rule Stage</td>
<td>Procedures and Standards for Declining Surety Immigration Bonds and Administrative Appeal Requirement for Breaches</td>
<td>1653-AA67</td>
</tr>
<tr>
<td>DHS/USICE</td>
<td>Final Rule Stage</td>
<td>Adjusting Program Fees for the Student and Exchange Visitor Program</td>
<td>1653-AA74</td>
</tr>
<tr>
<td>DHS/USICE</td>
<td>Final Rule Stage</td>
<td>Apprehension, Processing, Care and Custody of Alien Minors and Unaccompanied Alien Children</td>
<td>1653-AA75</td>
</tr>
<tr>
<td>DHS/FEMA</td>
<td>Prerule Stage</td>
<td>National Flood Insurance Program (NFIP); Revisions to Methodology for Payments to Write Your Own Companies (WYO)</td>
<td>1660-AA90</td>
</tr>
<tr>
<td>DHS/FEMA</td>
<td>Proposed Rule Stage</td>
<td>Revisions to FEMA's Hazard Mitigation Assistance and Planning Regulations</td>
<td>1660-AA96</td>
</tr>
<tr>
<td>DHS/FEMA</td>
<td>Final Rule Stage</td>
<td>Disaster Assistance; Federal Assistance to Individuals and Households</td>
<td>1660-AA18</td>
</tr>
<tr>
<td>DHS/FEMA</td>
<td>Final Rule Stage</td>
<td>Update to FEMA's Regulations on Rulemaking Procedures</td>
<td>1660-AA91</td>
</tr>
<tr>
<td>DHS/FEMA</td>
<td>Final Rule Stage</td>
<td>National Flood Insurance Program (NFIP) Conforming Changes to Reflect the Biggert-Waters Flood Insurance Reform Act of 2012 (BW-12) and the Homeowners Flood Insurance Affordability Act of 2014</td>
<td>1660-AA85</td>
</tr>
<tr>
<td>DHS/CISA</td>
<td>Proposed Rule Stage</td>
<td>Ammonium Nitrate Security Program</td>
<td>1670-AA00</td>
</tr>
</tbody>
</table>
WASHINGTON – Sen. Mike Lee (R-UT) introduced the ARTICLE ONE Act today, a bill that would take back significant legislative powers given to the executive branch by the National Emergencies Act of 1976.

Specifically, the bill would automatically end all future emergency declarations made pursuant to the NEA after 30 days unless Congress voted affirmatively to extend the emergency. Currently Congress can cancel an emergency declaration only by passing a resolution that can withstand a presidential veto.

“If Congress is troubled by recent emergency declarations made pursuant to the National Emergencies Act, they only have themselves to blame,” Sen. Lee said. “Congress gave these legislative powers away in 1976 and it is far past time that we as an institution took them back. If we don’t want our president acting like a king we need to start taking back the legislative powers that allow him to do so. The ARTICLE ONE Act will go a long way to restoring the balance of powers in our republic.”

Currently the bill has 14 cosponsors including Sens. Chuck Grassley (R-IA), Thom Tillis (R-NC), Joni Ernst (R-IA), Pat Toomey (R-PA), Ron Johnson (R-WI), Jim Moran (R-KS), Lamar Alexander (R-TN), Ben Sasse (R-NE), Roy Blunt (R-MO), Rob Portman (R-OH), Todd Young (R-IN), Mitt Romney (R-UT), Ted Cruz (R-TX), and Roger Wicker (R-MS). The bill’s full name is the “Assuring that Robust, Thorough, and Informed Congressional Leadership is Exercised Over National Emergencies Act”. 
To provide for congressional approval of national emergency declarations, and for other purposes.

IN THE SENATE OF THE UNITED STATES

MARCH 12, 2019

Mr. Lee (for himself, Mr. Grassley, Mr. Tillis, Ms. Ernst, Mr. Toomey, Mr. Johnson, Mr. Moran, Mr. Alexander, Mr. Sasse, Mr. Blunt, Mr. Portman, Mr. Young, Mr. Romney, Mr. Cruz, and Mr. Wicker) introduced the following bill; which was read twice and referred to the Committee on Homeland Security and Governmental Affairs

A BILL

To provide for congressional approval of national emergency declarations, and for other purposes.

Be it enacted by the Senate and House of Representatives of the United States of America in Congress assembled,

SECTION 1. SHORT TITLE.

This Act may be cited as the “Assuring that Robust, Thorough, and Informed Congressional Leadership is Exercised Over National Emergencies Act” or the “ARTICLE ONE Act”.

SEC. 2. REQUIREMENTS RELATING TO DECLARATION AND RENEWAL OF NATIONAL EMERGENCIES.

Section 201 of the National Emergencies Act (50 U.S.C. 1621) is amended to read as follows:

“SEC. 201. DECLARATIONS AND RENEWALS OF NATIONAL EMERGENCIES.

“(a) Authority To Declare National Emergencies.—With respect to Acts of Congress authorizing the exercise, during the period of a national emergency, of any special or extraordinary power, the President is authorized to declare such a national emergency by proclamation. Such proclamation shall immediately be transmitted to Congress and published in the Federal Register.

“(b) Specification of Provisions of Law To Be Exercised.—No powers or authorities made available by statute for use during the period of a national emergency shall be exercised unless and until the President specifies the provisions of law under which the President proposes that the President, or other officers will act in—

“(1) a proclamation declaring a national emergency under subsection (a); or

“(2) one or more Executive orders relating to the emergency published in the Federal Register and transmitted to Congress.

“(c) Temporary Effective Periods.—
“(1) IN GENERAL.—A declaration of a national emergency under subsection (a), shall last for 30 days from the issuance of the proclamation (not counting the day on which the proclamation was issued) and shall terminate when that 30-day period expires unless there is enacted into law a joint resolution of approval under section 203 with respect to the proclamation.

“(2) EXERCISE OF POWERS AND AUTHORITIES.—Any power or authority made available under a provision of law described in subsection (a) and specified pursuant to subsection (b) may be exercised for 30 days from the issuance of the proclamation or Executive order (not counting the day on which such proclamation or Executive order was issued). That power or authority cannot be exercised once that 30-day period expires, unless there is enacted into law a joint resolution of approval under section 203 approving—

“(A) the proclamation of the national emergency or the Executive order; and

“(B) the exercise of the power or authority specified by the President in such proclamation or Executive order.
“(3) Exception if Congress is unable to converge.—If Congress is physically unable to converge as a result of an armed attack upon the United States or another national emergency, the 30-day periods described in paragraphs (1) and (2) shall begin on the first day Congress convenes for the first time after the attack or other emergency.

“(d) Renewal of National Emergencies.—A national emergency declared by the President under subsection (a) or previously renewed under this subsection, and not already terminated pursuant to subsection (c) or section 202(a), shall terminate on the date that is one year after the President transmitted to Congress the proclamation declaring the emergency under subsection (a) or Congress approved a previous renewal pursuant to this subsection, unless—

“(1) the President publishes in the Federal Register and transmits to Congress an Executive order renewing the emergency; and

“(2) there is enacted into law a joint resolution of approval renewing the emergency pursuant to section 203 before the termination of the emergency or previous renewal of the emergency.

“(e) Effect of Future Laws.—No law enacted after the date of the enactment of this Act shall supersede
SEC. 3. TERMINATION OF NATIONAL EMERGENCIES.

Section 202 of the National Emergencies Act (50 U.S.C. 1622) is amended to read as follows:

"SEC. 202. TERMINATION OF NATIONAL EMERGENCIES.

"(a) IN GENERAL.—Any national emergency declared by the President under section 201(a) shall terminate on the earliest of—

"(1) the date provided for in section 201(c);
"(2) the date on which Congress, by statute, terminates the emergency;
"(3) the date on which the President issues a proclamation terminating the emergency; or
"(4) the date provided for in section 201(d).

"(b) EFFECT OF TERMINATION.—

"(1) IN GENERAL.—Effective on the date of the termination of a national emergency under subsection (a)—

"(A) except as provided by paragraph (2), any powers or authorities exercised by reason of the emergency shall cease to be exercised;
"(B) any amounts reprogrammed or transferred under any provision of law with respect
to the emergency that remain unobligated on that date shall be returned and made available for the purpose for which such amounts were appropriated; and

“(C) any contracts entered into under any provision of law for construction relating to the emergency shall be terminated unless construction commenced under the contract before that date.

“(2) SAVINGS PROVISION.—Except as specifically provided in subparagraph (B) or (C) of paragraph (1), the termination of a national emergency shall not affect—

“(A) any action taken or proceeding pending not finally concluded or determined on the date of the termination under subsection (a);

“(B) any action or proceeding based on any act committed prior to that date; or

“(C) any rights or duties that matured or penalties that were incurred prior to that date.”
SEC. 4. REVIEW BY CONGRESS OF NATIONAL EMERGENCIES.

Title II of the National Emergencies Act (50 U.S.C. 1621 et seq.) is amended by adding at the end the following:

“SEC. 203. REVIEW BY CONGRESS OF NATIONAL EMERGENCIES.

“(a) JOINT RESOLUTIONS OF APPROVAL.—

“(1) JOINT RESOLUTION OF APPROVAL DEFINED.—For purposes of this section, the term ‘joint resolution of approval’ means a joint resolution that contains only the following provisions after its resolving clause—

“(A) a provision approving—

“(i) a proclamation of a national emergency made under section 201(a);

“(ii) an Executive order issued under section 201(b)(2); or

“(iii) an Executive order issued under section 201(d); and

“(B) a provision approving a list of all or a portion of the provisions of law specified by the President under section 201(b) in the proclamation or Executive order that is the subject of the joint resolution.
“(2) Procedures for consideration of joint resolutions of approval.—

“(A) Introduction.—After the President transmits to Congress a proclamation declaring a national emergency under section 201(a), or an Executive order renewing an emergency under section 201(d) or specifying emergency powers or authorities under section 201(b)(2), a joint resolution of approval may be introduced in either House of Congress by any member of that House.

“(B) Requests to convene Congress during recesses.—If, when the President transmits to Congress a proclamation declaring a national emergency under section 201(a), or an Executive order renewing an emergency under section 201(d) or specifying emergency powers or authorities under section 201(b)(2), Congress has adjourned sine die or has adjourned for any period in excess of 3 calendar days, the Speaker of the House of Representatives and the President pro tempore of the Senate, if they deem it advisable (or if petitioned by at least one-third of the membership of their respective Houses) shall jointly request the
President to convene Congress in order that it may consider the proclamation or Executive order and take appropriate action pursuant to this section.

“(C) COMMITTEE REFERRAL.—A joint resolution of approval shall be referred in each House of Congress to the committee or committees having jurisdiction over the emergency authorities invoked by the proclamation or Executive order that is the subject of the joint resolution.

“(D) CONSIDERATION IN SENATE.—In the Senate, the following shall apply:

“(i) REPORTING AND DISCHARGE.—If the committee to which a joint resolution of approval has been referred has not reported it at the end of 10 calendar days after its introduction, that committee shall be automatically discharged from further consideration of the resolution and it shall be placed on the calendar.

“(ii) PROCEEDING TO CONSIDERATION.—Notwithstanding Rule XXII of the Standing Rules of the Senate, when the committee to which a joint resolution
of approval is referred has reported the resolution, or when that committee is discharged under clause (i) from further consideration of the resolution, it is at any time thereafter in order (even though a previous motion to the same effect has been disagreed to) for a motion to proceed to the consideration of the joint resolution, and all points of order against the joint resolution (and against consideration of the joint resolution) are waived. The motion to proceed is subject to 4 hours of debate divided equally between those favoring and those opposing the joint resolution of approval. The motion is not subject to amendment, or to a motion to postpone, or to a motion to proceed to the consideration of other business.

“(iii) Floor consideration.—A joint resolution of approval shall be subject to 10 hours of debate, to be divided evenly between the proponents and opponents of the resolution.

“(iv) Amendments.—
“(I) IN GENERAL.—Except as provided in subclause (II), no amendments shall be in order with respect to a joint resolution of approval.

“(II) AMENDMENTS TO STRIKE OR ADD SPECIFIED PROVISIONS OF LAW.—Subclause (I) shall not apply with respect to any amendment to strike or add from the list required by paragraph (1)(B) a provision or provisions of law specified by the President under section 201(b) in the proclamation or Executive order.

“(v) MOTION TO RECONSIDER FINAL VOTE.—A motion to reconsider a vote on final passage of a joint resolution of approval shall not be in order.

“(vi) APPEALS.—Points of order, including questions of relevancy, and appeals from the decision of the Presiding Officer, shall be decided without debate.

“(E) CONSIDERATION IN HOUSE OF REPRESENTATIVES.—In the House of Representatives, if any committee to which a joint resolution of approval has been referred has not re-
ported it to the House at the end of 10 cal-
endar days after its introduction, such com-
mittee shall be discharged from further consid-
eration of the joint resolution, and it shall be
placed on the appropriate calendar. On Thurs-
days it shall be in order at any time for the
Speaker to recognize a Member who favors pas-
sage of a joint resolution that has appeared on
the calendar for at least 3 calendar days to call
up that joint resolution for immediate consider-
ation in the House without intervention of any
point of order. When so called up a joint resolu-
tion shall be considered as read and shall be de-
batable for 1 hour equally divided and con-
trolled by the proponent and an opponent, and
the previous question shall be considered as or-
dered to its passage without intervening motion.
It shall not be in order to reconsider the vote
on passage. If a vote on final passage of the
joint resolution has not been taken on or before
the close of the tenth calendar day after the
resolution is reported by the committee or com-
mittees to which it was referred, or after such
committee or committees have been discharged
from further consideration of the resolution, such vote shall be taken on that day.

“(F) Receipt of resolution from other house.—If, before passing a joint resolution of approval, one House receives from the other a joint resolution of approval from the other House, then—

“(i) the joint resolution of the other House shall not be referred to a committee and shall be deemed to have been discharged from committee on the day it is received; and

“(ii) the procedures set forth in subparagraphs (D), (E), and (F), as applicable, shall apply in the receiving House to the joint resolution received from the other House to the same extent as such procedures apply to a joint resolution of the receiving House.

“(G) Rule of construction.—The enactment of a joint resolution of approval under this subsection shall not be interpreted to serve as a grant or modification by Congress of statutory authority for the emergency powers of the President.
“(b) Rules of the House and Senate.—Subsection (a) is enacted by Congress—

“(1) as an exercise of the rulemaking power of the Senate and the House of Representatives, respectively, and as such is deemed a part of the rules of each House, respectively, but applicable only with respect to the procedure to be followed in the House in the case of joint resolutions of approval, and supersede other rules only to the extent that it is inconsistent with such other rules; and

“(2) with full recognition of the constitutional right of either House to change the rules (so far as relating to the procedure of that House) at any time, in the same manner, and to the same extent as in the case of any other rule of that House.”.

SEC. 5. REPORTING REQUIREMENTS.

Section 401 of the National Emergencies Act (50 U.S.C. 1641) is amended by adding at the end the following:

“(d) Report on Emergencies.—The President shall transmit to Congress, with any proclamation declaring a national emergency under section 201(a), or Executive order renewing an emergency under section 201(d) or specifying emergency powers or authorities under sec-
tion 201(b)(2), a report, in writing, that includes the follow-

“(1) A description of the circumstances necessi-
tating the declaration of a national emergency, the
renewal of such an emergency, or the use of a new
emergency authority specified in the Executive
order, as the case may be.

“(2) The estimated duration of the national
emergency.

“(3) A summary of the actions the President or
other officers intend to take, including any re-
programming or transfer of funds, and the statutory
authorities the President and such officers expect to
rely on in addressing the national emergency.

“(4) In the case of a renewal of a national
emergency, a summary of the actions the President
or other officers have taken in the preceding one-
year period, including any reprogramming or trans-
fer of funds, to address the emergency.

“(e) PROVISION OF INFORMATION TO CONGRESS.—
The President shall provide to Congress such other infor-
mation as Congress may request in connection with any
national emergency in effect under title II.

“(f) PERIODIC REPORTS ON STATUS OF EMER-
gENCIES.—If the President declares a national emergency
under section 201(a), the President shall, not less frequently than every 180 days for the duration of the emergency, report to Congress on the status of the emergency and the actions the President or other officers have taken and authorities the President and such officers have relied on in addressing the emergency.”

SEC. 6. CONFORMING AMENDMENTS.

(a) NATIONAL EMERGENCIES ACT.—Title III of the National Emergencies Act (50 U.S.C. 1631) is repealed.

(b) INTERNATIONAL EMERGENCY ECONOMIC POWERS ACT.—Section 207 of the International Emergency Economic Powers Act (50 U.S.C. 1706) is amended—

(1) in subsection (b), by striking “if the national emergency” and all that follows through “under this section.” and inserting the following: “if—

“(1) the national emergency is terminated pursuant to section 202(a)(2) of the National Emergencies Act; or

“(2) a joint resolution of approval is not enacted as required by section 203 of that Act to approve—

“(A) the national emergency; or

“(B) the exercise of such authorities.”; and
(2) in subsection (c)(1), by striking “paragraphs (A), (B), and (C) of section 202(a)” and inserting “section 202(b)(2)”.

SEC. 7. APPLICABILITY.

(a) In General.—Except as provided in subsection (b), this Act and the amendments made by this Act shall take effect upon enactment.

(b) Application to National Emergencies Previously Declared.—A national emergency declared under section 201 of the National Emergencies Act before the date of the enactment of this Act shall be unaffected by the amendments made by this Act except that such emergencies shall terminate on the date that is one year after such date of enactment unless the emergency is renewed under subsection (d) of section 201, as amended by section 2 of this Act.
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Top EU court says Canada air passenger data deal must be revised
Gabriela Baczynska

LUXEMBOURG (Reuters) - A deal between the European Union and Canada to share airline passenger data must be revised as parts of it violate privacy and data protection laws beyond what could be justified for fighting terrorism, the EU’s top court said.

FILE PHOTO: A plane is silhouetted against the sun as it lands at Fiumicino International airport in Rome, Italy, April 3, 2016. REUTERS/Max Rossi/File Photo

The European Court of Justice (ECJ) said that while transfer, retention and use of passenger data was allowed in general, the envisaged rules for handling sensitive personal data “are not limited to what is strictly necessary”.

The EU’s 28 states and Canada negotiated the deal in 2014 but the European Parliament - where the collection of data including names, travel dates, itineraries and contact details, has been debated fiercely - asked for the ECJ’s position.

“The PNR (passenger name records) agreement may not be concluded in its current form because several of its provisions are incompatible with the fundamental rights recognized by the EU,” the court said on Wednesday.

The ruling will come as a blow to governments in Europe who have stepped up their arguments in favor of data retention after a spate of militant attacks over the past years.

The bloc’s security commissioner, Britain’s Julian King, told a news conference in Brussels he would speak to his Canadian counterparts later in the day about “what we’re going to do to take account of the points” raised by the ECJ.

“Exchanges of information such as PNR are critical for the security of our citizens, and the European Commission will do what is necessary to ensure they can continue in accordance with the Court’s opinion and in full respect of fundamental rights.”

“UNACCEPTABLE” RISKS

The EU also has a PNR agreement with the United States and Australia, as well as an internal one, and they could face challenges in light of the ruling.

The European Digital Rights group campaigning for protecting rights and freedoms in the digital environment, welcomed the ruling saying that authorizing massive databases of sensitive personal data carried “unacceptable” risks.

“The proposed EU/Canada PNR agreement was considered to be the least restrictive of all of the EU’s PNR agreements. To respect the ruling, the EU must now immediately suspend its deals with Australia and the United States,” it said.
The ECJ said PNR data can reveal travel and dietary habits of people, their existing relationships, health conditions and financial situation.

The agreement allows Canada to keep this data for up to five years and possibly share it with other non-EU states, which the ECJ said constituted an “interference with the fundamental right to respect private life” and to personal data protection.

Privacy advocates say the schemes are ineffective in battling terrorism while infringing people’s privacy.

The ruling comes after the court’s adviser said last September that the deal with Canada had to be redrafted before it could be signed because it allowed authorities to use the data beyond what is strictly necessary to combat terrorist offences and serious transnational crime.

On Wednesday, the ECJ specified that a reworked agreement should spell out more clearly the types of data that can be transferred and must ensure that automated analysis is non-discriminatory and relates exclusively to fighting terrorism and cross-border crime.
Proposal for a

REGULATION OF THE EUROPEAN PARLIAMENT AND OF THE COUNCIL

on preventing the dissemination of terrorist content online

A contribution from the European Commission to the Leaders’ meeting in Salzburg on 19-20 September 2018

EXPLANATORY MEMORANDUM

1. CONTEXT OF THE PROPOSAL

1.1. Reasons for and objectives of the proposal

The ubiquity of the internet allows its users to communicate, work, socialise, create, obtain and share information and content with hundreds of millions of individuals across the globe. Internet platforms generate significant benefits for users’ economic and social wellbeing across the Union and beyond. However, the ability to reach such a large audience at minimal cost also attracts criminals who want to misuse the internet for illegal purposes. Recent terrorist attacks on EU soil have demonstrated how terrorists misuse the internet to groom and recruit supporters, to prepare and facilitate terrorist activity, to glorify in their atrocities and urge others to follow suit and instil fear in the general public.

Terrorist content shared online for such purposes is disseminated through hosting service providers that allow the upload of third party content. Terrorist content online has proven instrumental in radicalising and inspiring attacks from so-called 'lone wolves' in several recent terrorist attacks within Europe. Such content not only creates significantly negative impacts on individuals and society at large, but it also reduces the trust of users in the internet and affects the business models and reputation of those companies affected. Terrorists have misused not only large social media platforms, but increasingly smaller providers offering different types of hosting services globally. This misuse of the internet highlights the particular societal responsibility of internet platforms to protect their users from exposure to terrorist content and the grave security risks this content entails for society at large.

Hosting service providers, responding to calls from public authorities, have put in place certain measures to tackle terrorist content on their services. Progress has been made through voluntary frameworks and partnerships including the EU Internet Forum which was launched in December 2015 under the European Agenda on Security. The EU Internet Forum has promoted Member States’ and hosting service providers’ voluntary cooperation and actions to reduce the accessibility to terrorist content online and to empower civil society to increase the volume of effective, alternative narratives online. These efforts have contributed to increased cooperation, improving responses by companies to referrals by national authorities as well as Europol’s Internet Referral Unit, the deployment of voluntary proactive measures to improve automated detection of terrorist content, increased cooperation between the industry including the development of the “database of hashes” to prevent known terrorist content from being uploaded on connected platforms, as well as increased transparency in efforts. While cooperation under the EU Internet Forum should continue in the future, the voluntary arrangements have also shown their limitations. Firstly, not all affected hosting service providers have engaged in the Forum and secondly, the scale and pace of progress among hosting service providers as a whole is not sufficient to adequately address this problem.

Given these limitations, there is a clear need for enhanced action from the European Union against terrorist content online. On 1 March 2018, the Commission adopted a Recommendation on measures to effectively tackle illegal content online, building upon the Commission Communication of September as well as efforts under the EU Internet Forum. The Recommendation included a specific chapter identifying a number of measures to effectively stem the uploading and sharing of terrorist propaganda online, such as

---

1 Communication (COM(2017) 555 final) on tackling illegal content online.
improvements to the referral process, a one-hour timeframe for responding to referrals, more proactive detection, effective removal and sufficient safeguards to accurately assess terrorist content.\(^2\)

The need to enhance action in relation to terrorist content online has also been reflected in calls by EU Member States, and some have already legislated or have expressed plans to do so. Following a series of terrorist attacks in the EU and given the fact that terrorist content online continues to be easily accessible, the European Council of 22-23 June 2017 called for industry to “develop new technology and tools to improve the automatic detection and removal of content that incites to terrorist acts. This should be complemented by the relevant legislative measures at EU level, if necessary”. The European Council of 28 June 2018 welcomed “the intention of the Commission to present a legislative proposal to improve the detection and removal of content that incites hatred and to commit terrorist acts”. Furthermore, the European Parliament, in its resolution on online platforms and the digital single market of 15 June 2017 urged the platforms concerned "to strengthen measures to tackle illegal and harmful content", and called on the Commission to present proposals to address these issues.

To address these challenges and in responding to the calls by Member States and the European Parliament, this Commission proposal seeks to establish a clear and harmonised legal framework to prevent the misuse of hosting services for the dissemination of terrorist content online, in order to guarantee the smooth functioning of the Digital Single market, whilst ensuring trust and security. This Regulation seeks to provide clarity as to the responsibility of hosting service providers in taking all appropriate, reasonable and proportionate actions necessary to ensure the safety of their services and to swiftly and effectively detect and remove terrorist content online, taking into account the fundamental importance of the freedom of expression and information in an open and democratic society. It also introduces a number of necessary safeguards designed to ensure full respect for fundamental rights such as freedom of expression and information in a democratic society, in addition to judicial redress possibilities guaranteed by the right to an effective remedy as enshrined in Article 19 TEU and Article 47 of the Charter of Fundamental Rights of the EU.

By setting a minimum set of duties of care on hosting service providers which includes some specific rules and obligations, as well as obligations on Member States, the proposal intends to increase the effectiveness of current measures to detect, identify and remove terrorist content online without encroaching on fundamental rights, such as freedom of expression and information. Such a harmonised legal framework will facilitate the provision of online services across the Digital Single Market, ensure a level playing field for all hosting service providers directing their services to the European Union and will provide a solid legal framework for the detection and removal of terrorist content accompanied by appropriate safeguards to protect fundamental rights. In particular, obligations for transparency will increase trust among citizens, and in particular internet users, and improve the accountability and transparency of companies' actions, including in respect to public authorities. The proposal also sets out obligations to put in place remedies and complaint mechanisms to ensure that users can challenge the removal of their content. Obligations on Member States will contribute to these objectives, as well as improve the ability of relevant authorities to take appropriate action against terrorist content online and to combat crime. Where hosting service providers fail to comply with the Regulation, Member States may impose penalties.

---

\(^2\) Recommendation (C(2018)1177 final) of 1 March 2018 on measures to effectively tackle illegal content online.
1.2. Consistency with existing EU legal framework in the policy area

The present proposal is consistent with the acquis related to the Digital Single Market and in particular the E-Commerce Directive. Notably, any measures taken by the hosting service provider in compliance with this Regulation, including any proactive measures, should not in themselves lead to that service provider losing the benefit of the liability exemption provided for, under certain conditions, in Article 14 of the E-Commerce Directive. A decision by national authorities to impose proportionate and specific proactive measures should not, in principle, lead to the imposition of a general obligation to monitor, as defined in Article 15(1) of Directive 2000/31/EC towards Member States. However, given the particularly grave risks associated with the dissemination of terrorist content, the decisions under this Regulation may exceptionally derogate from this principle under an EU framework. Before adopting such decisions, the competent authority should strike a fair balance between public security needs and the affected interests and fundamental rights including in particular the freedom of expression and information, freedom to conduct a business, protection of personal data and privacy. Hosting service providers’ duties of care should reflect and respect this balance which is expressed in the E-Commerce Directive.

The proposal is also consistent and closely aligned with the Directive (EU) 2017/541 on Combating Terrorism, the aim of which is to harmonise Member States' legislation criminalising terrorist offences. Article 21 of the Directive on Combating Terrorism requires Member States to take measures ensuring the swift removal of online content limited to public provocation and leaving Member States the choice of the measures. This Regulation, given its preventative nature, covers not only material inciting terrorism but also material for recruitment or training purposes, reflecting other offences related to terrorist activities, which are also covered by Directive (EU) 2017/541. This Regulation directly imposes duties of care on hosting service providers to remove terrorist content and harmonises procedures for removal orders with the aim to reduce accessibility to terrorist content online.

The Regulation complements the rules laid down in the future Audiovisual Media Services Directive insofar as its personal and material scope are broader. The Regulation does not only cover video sharing platforms but all different kinds of hosting service providers. Moreover, it covers not only videos but also images and text. Furthermore, the present Regulation goes beyond the Directive in terms of substantive provisions by harmonising rules for requests to remove terrorist content as well as proactive measures.

The proposed Regulation builds upon the Commission's Recommendation³ on illegal content of March 2018. The Recommendation remains in force, and all those who have a role to play in reducing accessibility to illegal content – including terrorist content - should continue to align their efforts with the measures identified within the Recommendation.

1.3. Summary of the proposed Regulation

The personal scope of the proposal includes hosting service providers who offer their services within the Union, regardless of their place of establishment or their size. The proposed legislation introduces a number of measures to prevent the misuse of hosting services for the dissemination of terrorist content online in order to guarantee the smooth functioning of the Digital Single Market, whilst ensuring trust and security. The definition of illegal terrorist content is in accordance with the definition of terrorist offences as set out in Directive (EU) 2017/541 and is defined as information which is used to incite and glorify the commission of

³ Recommendation (C(2018)1177 final) of 1 March 2018 on measures to effectively tackle illegal content online.
terrorist offences, encouraging the contribution to and providing instructions for committing terrorist offences as well as promoting participation in terrorist groups.

To ensure the removal of illegal terrorist content, the Regulation introduces a removal order which can be issued as an administrative or judicial decision by a competent authority in a Member State. In such cases, the hosting service provider is obliged to remove the content or disable access to it within one hour. In addition, the Regulation harmonises the minimum requirements for referrals sent by Member States’ competent authorities and by Union bodies (such as Europol) to hosting service providers to be assessed against their respective terms and conditions. Finally, the Regulation requires hosting service providers, where appropriate, to take proactive measures proportionate to the level of risk and to remove terrorist material from their services, including by deploying automated detection tools.

The measures designed to reduce terrorist content online are accompanied by a number of key safeguards to ensure the full protection of fundamental rights. As part of the measures to protect content which is not terrorist content from erroneous removal, the proposal sets out obligations to put in place remedies and complaint mechanisms to ensure that users can challenge the removal of their content. In addition, the Regulation introduces obligations on transparency for the measures taken against terrorist content by hosting service providers, thereby ensuring accountability towards users, citizens and public authorities.

The Regulation also obliges Member States to ensure that their competent authorities have the necessary capacity to intervene against terrorist content online. In addition, Member States are obliged to inform and cooperate with each other and may make use of channels set up by Europol to ensure co-ordination with regards to removal orders and referrals. The regulation also foresees obligations on hosting service providers to report in more detail on the measures taken and inform law enforcement when they detect content which poses a threat to life or safety. Finally, there is an obligation on hosting service providers to preserve the content they remove, which functions as a safeguard against erroneous removal and ensures potential evidence is not lost for the purpose of the prevention, detection, investigation and prosecution of terrorist offences.

2. LEGAL BASIS, SUBSIDIARITY AND PROPORTIONALITY

2.1. Legal basis

The legal basis is Article 114 of the Treaty on the Functioning of the European Union, which provides for the establishment of measures to ensure the functioning of the Internal Market.

Article 114 is the appropriate legal basis to harmonise the conditions for hosting service providers to provide services across borders in the Digital Single Market and to address differences between Member State provisions which might otherwise obstruct the functioning of the internal market. It also prevents the emergence of future obstacles to economic activity resulting from differences in the way national laws might develop.

Article 114 TFEU can also be used to impose obligations on services providers established outside the territory of the EU where their service provision affects the internal market, since this is necessary for the desired internal market goal pursued.

2.2. Choice of the instrument

Article 114 TFEU gives the Union’s legislator the possibility to adopt regulations and directives.
As the proposal concerns obligations on service providers usually offering their services in more than one Member State, divergence in the application of these rules would hinder the provision of services by providers operating in multiple Member States. A regulation allows for the same obligation to be imposed in a uniform manner across the Union, is directly applicable, provides clarity and greater legal certainty and avoids divergent transposition in the Member States. For these reasons the most appropriate form to be used for this instrument is considered to be a regulation.

2.3. **Subsidiarity**

Given the cross-border dimension of the problems addressed, the measures included in the proposal need to be adopted at Union level in order to achieve the objectives. The internet is by its nature cross-border, and content hosted in one Member State can normally be accessed from any other Member State.

A fragmented framework of national rules to tackle terrorist content online is appearing and risks increasing. This would result in a burden for companies to comply with diverging regulations and create unequal conditions for companies as well as security loopholes.

EU action therefore enhances legal certainty and increases the effectiveness of hosting service providers’ actions against terrorist content online. This should allow more companies to take action, including companies established outside the European Union, strengthening the integrity of the digital single market.

This justifies the need for EU action, as echoed by the European Council Conclusions of June 2018 inviting the Commission to present a legislative proposal in this area.

2.4. **Proportionality**

The proposal lays down rules for hosting service providers to apply measures to expeditiously remove terrorist content from their services. Key features limit the proposal to only that which is necessary to achieve the policy objectives.

The proposal takes into account the burden on hosting service providers and safeguards, including the protection of freedom of expression and information as well as other fundamental rights. The one-hour timeframe for removal only applies to removal orders, for which competent authorities have determined illegality in a decision which is subject to judicial review. For referrals, there is an obligation to put in place measures to facilitate the expeditious assessment of terrorist content, without however imposing obligations to remove it, nor within absolute deadlines. The final decision remains a voluntary decision by the hosting service provider. The burden on companies to assess the content is alleviated by the fact that the competent authorities of Member States and Union bodies provide explanations why the content may be considered terrorist content. Hosting service providers shall, where appropriate, take proactive measures to protect their services against the dissemination of terrorist content. Specific obligations related to proactive measures are limited to those hosting service providers exposed to terrorist content, as evidenced by the receipt of a removal order which has become final, and should be proportionate to the level of risk as well as resources of the company. The preservation of the removed content and related data is limited for a period of time proportionate to the purposes of enabling proceedings of administrative or judicial review and for the prevention, detection, investigation and prosecution of terrorist offences.
3. RESULTS OF EX-POST EVALUATIONS, STAKEHOLDER CONSULTATIONS AND IMPACT ASSESSMENT

3.1. Stakeholder consultations

In preparing this legislative proposal, the Commission consulted all relevant stakeholders to understand their views and a potential way forward. The Commission conducted an open public consultation on measures to improve the effectiveness of tackling illegal content, receiving 8,961 replies, of which 8,749 were from individuals, 172 from organisations, 10 from public administrations, and 30 from other categories of respondents. In parallel, a Eurobarometer survey was conducted with a random sample of 33,500 EU residents on illegal content online. The Commission also consulted Member States’ authorities as well as hosting service providers throughout May and June 2018 with regards to specific measures to tackle terrorist content online.

By and large, most stakeholders expressed that terrorist content online is a serious societal problem affecting internet users and business models of hosting service providers. More generally, 65% of respondent to the Eurobarometer\(^4\) survey considered that the internet is not safe for its users and 90% of the respondents consider it important to limit the spread of illegal content online. Consultations with Member States revealed that while voluntary arrangements are producing results, many see the need for binding obligations on terrorist content, a sentiment echoed in the European Council Conclusions of June 2018. While overall, the hosting service providers were in favour of the continuation of voluntary measures, they noted the potential negative effects of emerging legal fragmentation in the Union.

Many stakeholders also noted the need to ensure that any regulatory measures for removal of content, particularly proactive measures and strict timeframes, should be balanced with safeguards for fundamental rights, notably freedom of speech. Stakeholders noted a number of necessary measures relating to transparency, accountability as well as the need for human review in deploying automated tools.

3.2. Impact Assessment

The Regulatory Scrutiny Board issued a positive opinion on the impact assessment with reservations and made various suggestions for improvement\(^5\). Following this opinion, the Impact Assessment report was amended to address the main comments of the Board, setting the focus specifically on terrorist content while further emphasising the implications on the functioning of the Digital Single Market as well as providing a more in depth analysis of the impact on fundamental rights and the functioning of the safeguards proposed in the options.

If no additional measures were taken, voluntary actions under the baseline would be expected to continue and have some impact on reducing terrorist content online. However, voluntary measures are unlikely to be taken by all hosting service providers exposed to such content, and further legal fragmentation is expected to emerge introducing additional barriers to cross-border service provision. Three main policy options were considered besides the baseline scenario with increasing levels of effectiveness in addressing the objectives set out in the impact assessment and the overall policy goal of reducing terrorist content online.

The scope of these obligations in all three options focused on all hosting service providers (personal scope) established in the EU and in third countries - insofar as they offer their

\(^4\) Eurobarometer 469, Illegal content online, June 2018.
\(^5\) Link to the RSB opinion on RegDoc.
services in the Union (geographic scope). Given the nature of the problem and the need to avoid the abuse of smaller platforms, no exemptions are foreseen for SMEs under any of the options. All options would require hosting service providers to establish a legal representative in the EU – including for companies established outside the EU – so as to ensure enforceability of EU rules. Under all options, Member States were foreseen to develop sanction mechanisms.

All options envisaged the creation of a new, harmonised system of legal removal orders relating to terrorist content online, issued by national authorities to hosting service providers and the requirement to remove that content within one hour. These orders would not necessarily require an assessment on the part of the hosting service providers, and would be subject to judicial redress.

Safeguards, notably complaint procedures and effective remedies, including judicial redress as well as other provisions to prevent the erroneous removal of content which is not terrorist content, whilst ensuring compliance with fundamental rights, are all common features of the three options. Furthermore, all options include reporting obligations in the form of public transparency and reporting to Member States and the Commission, as well as towards authorities for suspected criminal offences. In addition, cooperation obligations between national authorities, hosting service providers, and where relevant Europol are foreseen.

The main differences between the three options relate to the scope of the definition of terrorist content, the level of harmonisation of referrals, the scope of proactive measures, co-ordination obligations on Member States, as well as data preservation requirements. Option 1 would limit the material scope to content disseminated to directly incite to commit a terrorist act, following a narrow definition, while options 2 and 3 would adopt a more comprehensive approach, covering also material concerning recruitment and training. On proactive measures, under option 1, hosting service providers exposed to terrorist content would need to carry out a risk assessment but proactive measures addressing the risk would remain voluntary. Option 2 would require hosting service providers to prepare an action plan which may include deploying automated tools for the prevention of re-upload of already removed content. Option 3 includes more comprehensive proactive measures requiring service providers exposed to terrorist content to also identify new material. In all options, the requirements related to proactive measures would be proportionate to the level of exposure to terrorist material as well as the economic capacities of the service provider. With regards to referrals, option 1 would not harmonise the approach to referrals whereas option 2 would do so for Europol and option 3 would additionally include Member States referrals. Under options 2 and 3, Member States would be obliged to inform, coordinate and cooperate with each other and in option 3 they would also have to ensure that their competent authorities have the capacity to detect and notify terrorist content. Finally, option 3 also includes a requirement to preserve data as a safeguard in cases of erroneous removal and to facilitate criminal investigations.

In addition to the legal provisions, all legislative options were envisaged to be accompanied by a series of supporting measures, in particular to facilitate cooperation across national authorities and Europol, as well as the collaboration with hosting service providers, and Research, Development and Innovation support for development and take-up of technological solutions. Additional awareness-raising and supporting instruments for SMEs could also be deployed following the adoption of the legal instrument.

The Impact Assessment concluded that a series of measures are required to achieve the policy objective. The comprehensive definition of terrorist content capturing the most harmful material would be preferable to a narrow definition of content (option 1). Proactive
obligations limited to preventing the re-upload of terrorist content (option 2) would be less impactful compared to obligations related to the detection of new terrorist content (option 3). Provisions on referrals should include referrals from both Europol and Member States (option 3) and not be limited to just referrals from Europol (option 2) as referrals from Member States are an important contribution as part of the overall effort on reducing accessibility to terrorist content online. Such measures would need to be implemented in addition to the measures common to all options, including robust safeguards against erroneous removal of content.

3.3. **Fundamental rights**

Terrorists’ online propaganda seeks to incite individuals to carry out terrorist attacks, including by equipping them with detailed instructions on how to inflict maximum harm. Further propaganda is commonly released after such atrocities, whereby they glorify in these acts, and encourage others to follow suit. This Regulation contributes to the protection of public security, by reducing accessibility to terrorist content that promotes and encourages the violation of fundamental rights.

The proposal could potentially affect a number of fundamental rights:

(a) rights of the content provider: right to freedom of expression; right to protection of personal data; right to respect of private and family life, the principle of non-discrimination and the right to an effective remedy;

(b) rights of the service provider: right to freedom to conduct a business; right to an effective remedy;

(c) rights of all citizens: and right to freedom of expression and information.

Taking into account the relevant acquis, appropriate and robust safeguards are included in the proposed Regulation to ensure that the rights of these persons are protected.

A first element in this context is that the Regulation establishes a definition of terrorist content online in accordance with the definition of terrorist offences in Directive (EU) 2017/541. This definition applies to removal orders and referrals, as well as to proactive measures. This definition ensures that only illegal content which corresponds to a Union-wide definition of related criminal offences is to be removed. In addition, the Regulation includes general duties of care for hosting services providers to act in a diligent, proportionate and non-discriminatory manner in respect of content that they store, in particular when implementing their own terms and conditions with a view to avoiding removal of content which is not terrorist content.

More specifically, the Regulation has been designed to ensure proportionality of the measures taken with respect to fundamental rights. Regarding removal orders, the assessment of the content (including legal checks, where necessary) by a competent authority justifies the one-hour removal time limit for this measure. Furthermore, the provisions in this Regulation that relate to referrals are limited to those sent by competent authorities and Union bodies providing explanations why the content may be considered terrorist content. While the responsibility for removing content identified in a referral remains with the hosting service provider, this decision is facilitated by the aforementioned assessment.

For proactive measures, the responsibility for identifying, assessing and removing content remains with the hosting service providers and they are required to put in place safeguards to ensure content is not removed erroneously, including through human review, particularly if further contextualisation is required. Furthermore, unlike in the baseline scenario where the
most affected companies set up automated tools without public oversight, the design of the measures as well as their implementation would be subject to reporting to competent bodies in Member States. This obligation reduces the risks of erroneous removals both for companies setting up new tools as well as for those who are already using them. In addition, hosting service providers are required to provide user-friendly complaint mechanisms for content providers to contest the decision to remove their content as well as publish transparency reports to the general public.

Finally, should any content and related data be removed erroneously despite these safeguards, hosting service providers are required to preserve it for a period of six months to be able to reinstate it to ensure the effectiveness of complaint and review procedures in view of protecting freedom of expression and information. At the same time, the preservation also contributes to law enforcement purposes. Hosting service providers need to put in place technical and organisational safeguards to ensure the data is not used for other purposes.

The proposed measures, in particular those related to removal orders, referrals, proactive measures and the preservation of data should not only protect internet users against terrorist content but also contribute to protecting the right of citizens to life by reducing the accessibility of terrorist content online.

4. BUDGETARY IMPLICATIONS

The legislative proposal for a Regulation does not have an impact on the Union’s budget.

5. OTHER ELEMENTS

5.1. Implementation plans and monitoring, evaluation and reporting arrangements

The Commission will establish within [one year from the date of application of this Regulation] a detailed programme for monitoring the outputs, results and impacts of this Regulation. The monitoring programme shall set out the indicators and the means by which and the intervals at which the data and other necessary evidence will be collected. It shall specify the actions to be taken by the Commission and by the Member States in collecting and analysing the data and other evidence to monitor the progress and evaluate this Regulation.

On the basis of the established monitoring programme, within two years of the entry into force of this Regulation, the Commission will report on the implementation of this Regulation based on the transparency reports published by companies as well as information provided by Member States. The Commission will carry out an evaluation no sooner than four years after the Regulation entered into force.

Based on the findings of the evaluation, including whether certain gaps or vulnerabilities remain, and taking into account technological developments, the Commission will assess the need to enlarge the scope of the Regulation. If necessary, the Commission will submit proposals to adapt this Regulation.

The Commission will support the implementation, monitoring and evaluation of the Regulation through a Commission expert group. The group will also facilitate the cooperation between hosting service providers, law enforcement and Europol; foster exchanges and practices to detect and remove terrorist content, provide its expertise on the evolution of terrorists’ modus operandi online; as well as provide advice and guidance where appropriate to allow for the implementation of the provisions.
The implementation of the proposed Regulation could be facilitated through a number of supporting measures. These include the possible development of a platform within Europol to assist in the co-ordination of referrals and removal orders. EU funded research about how terrorists’ modus operandi is evolving enhances the understanding and awareness of all relevant stakeholders. In addition, Horizon 2020 supports research with a view to developing new technologies, including automated prevention of uploading of terrorism content. Furthermore, the Commission will continue analysing how to support competent authorities and hosting service providers in the implementation of this Regulation through EU financial instruments.

5.2. **Detailed explanation of the specific provisions of the proposal**

Article 1 sets out the subject matter, indicating that the Regulation lays down rules to prevent the misuse of hosting services for the dissemination of terrorist content online, including duties of care on hosting service providers and measures to be put in place by Member States. It also sets out the geographical scope, covering hosting service providers offering services in the Union, irrespective of their place of establishment.

Article 2 provides definitions of terms used in the proposal. It also establishes a definition of terrorist content for preventative purposes drawing on the Directive on Combating Terrorism to capture material and information that incites, encourages or advocates the commission or contribution to terrorist offences, provides instructions for the commission of such offences or promotes the participation in activities of a terrorist group.

Article 3 provides for duties of care to be applied by hosting service providers when taking action in accordance with this Regulation and in particular, with due regard to the fundamental rights involved. It provides for appropriate provisions to be put in place within hosting service providers' terms and conditions and to then ensure that these are applied.

Article 4 requires Member States to empower competent authorities to issue removal orders and lays down a requirement for hosting service providers to remove content within one hour of the receipt of a removal order. It also sets out the minimum elements removal orders should contain and procedures for hosting service providers to give feedback to the issuing authority, and to inform the latter if it is not possible to comply with the order or if further clarification is required. It also requires the issuing authority to inform the authority overseeing proactive measures of the Member State of jurisdiction of the hosting service provider.

Article 5 lays down a requirement for hosting service providers to put in place measures to expeditiously assess content referred through a referral from either a competent authority in a Member State or a Union body without however imposing a requirement to remove the content referred nor does it set specific deadlines for action. It also sets out the minimum elements referrals should contain and procedures for hosting service providers to give feedback to the issuing authority and to request clarification to the authority which referred the content.

Article 6 requires hosting service providers to take effective and proportionate proactive measures where appropriate. It sets out a procedure ensuring that certain hosting service providers (i.e. those having received a removal order that has become final) take additional proactive measures where necessary to mitigate the risks and in accordance with the exposure
of terrorist content on their services. The hosting service provider should cooperate with the competent authority with regards to the necessary measures required, and, if no agreement can be reached, the authority may impose measures upon the service provider. The Article also sets a review procedure of the authority’s decision.

Article 7 requires hosting service providers to preserve removed content and related data for six months for review proceedings and for investigative purposes. This period can be extended in order to allow the finalisation of the review. The Article also requires service providers to put in place safeguards to ensure the preserved content and related data is not accessed or processed for other purposes.

Article 8 lays down an obligation for hosting service providers to explain their policies against terrorist content and to publish annual transparency reports on the actions taken in this regard.

Article 9 provides for specific safeguards regarding the use and implementation of proactive measures when using automated tools to ensure that decisions are accurate and well-founded.

Article 10 requires hosting service providers to implement complaint mechanisms for removals, referrals and proactive measures and to examine promptly every complaint.

Article 11 establishes an obligation for hosting service providers to make available information about the removal to the content provider, unless the competent authority requires the non-disclosure for public security reasons.

Article 12 requires Member States to ensure that competent authorities have sufficient capability and resources in order to fulfil their responsibilities under this Regulation.

Article 13 requires Member States to cooperate with each other and where appropriate with Europol to avoid duplication and interference with investigations. The Article also provides for the possibility of Member States and hosting service providers to make use of dedicated tools, including those of Europol, for the processing and feedback of removal orders and referrals and to cooperate on proactive measures. It also requires Member States to have the appropriate communication channels in place to ensure the timely exchange of information in implementing and enforcing provisions under this Regulation. The Article also obliges hosting service providers to inform the relevant authorities when they are aware of any evidence of terrorist offences within the meaning of Article 3 of the Directive (EU) 2017/541 on Combating Terrorism.

Article 14 provides for the establishment of points of contact by both hosting service providers and Member States to facilitate communication between them, particularly in relation to referrals and removal orders.

Article 15 establishes the Member State jurisdiction for the purposes of overseeing proactive measures, setting penalties and monitoring efforts.

Article 16 requires hosting service providers which do not have an establishment within any Member State but which do offer services within the Union, to designate a legal representative in the Union.
Article 17 requires Member States to designate authorities for issuing removal orders, for referring terrorist content, for overseeing the implementation of proactive measures and for enforcement of the Regulation.

Article 18 sets out that Member States should lay down rules on penalties for non-compliance and provides criteria for Member States to take into account when determining the type and level of penalties. Given the particular importance of expeditious removal of terrorist content identified in a removal order, specific rules should be put in place on financial penalties for systematic breaches of this requirement.

Article 19 lays down a faster and more flexible procedure for amending the templates provided for removal orders and authenticated submission channels through delegated acts.

Article 20 lays down the conditions under which the Commission has the power to adopt delegated acts to provide for necessary amendments to the templates and technical requirements for removal orders.

Article 21 requires the Member States to collect and report specific information related to the application of the Regulation with a view to assist the Commission in the exercise of its duties under Article 23. The Commission shall establish a detailed programme for monitoring the outputs, results and impacts of this Regulation.

Article 22 sets out that the Commission shall report on the implementation of this Regulation two years after its entry into force.

Article 23 sets out that the Commission shall report on the evaluation of this Regulation no sooner than three years after its entry into force.

Article 24 establishes that the proposed Regulation will enter into force the twentieth day after its publication in the Official Journal and will then apply 6 months after its date of entry into force. This deadline is proposed considering the need for implementing measures while also recognising the urgency for full application of the rules of the proposed Regulation. This deadline of 6 months has been set on the assumption that negotiations will be conducted swiftly.
Proposal for a

REGULATION OF THE EUROPEAN PARLIAMENT AND OF THE COUNCIL

on preventing the dissemination of terrorist content online

A contribution from the European Commission to the Leaders’ meeting in
Salzburg on 19-20 September 2018

THE EUROPEAN PARLIAMENT AND THE COUNCIL OF THE EUROPEAN UNION,

Having regard to the Treaty on the Functioning of the European Union, and in particular Article 114 thereof,

Having regard to the proposal from the European Commission,

After transmission of the draft legislative act to the national parliaments,

Having regard to the opinion of the European Economic and Social Committee,

Acting in accordance with the ordinary legislative procedure,

Whereas:

(1) This Regulation aims at ensuring the smooth functioning of the digital single market in an open and democratic society, by preventing the misuse of hosting services for terrorist purposes. The functioning of the digital single market should be improved by reinforcing legal certainty for hosting service providers, reinforcing users’ trust in the online environment, and by strengthening safeguards to the freedom of expression and information.

(2) Hosting service providers active on the internet play an essential role in the digital economy by connecting business and citizens and by facilitating public debate and the distribution and receipt of information, opinions and ideas, contributing significantly to innovation, economic growth and job creation in the Union. However, their services are in certain cases abused by third parties to carry out illegal activities online. Of particular concern is the misuse of hosting service providers by terrorist groups and their supporters to disseminate terrorist content online in order to spread their message, to radicalise and recruit and to facilitate and direct terrorist activity.

(3) The presence of terrorist content online has serious negative consequences for users, for citizens and society at large as well as for the online service providers hosting such content, since it undermines the trust of their users and damages their business models. In light of their central role and the technological means and capabilities associated with the services they provide, online service providers have particular societal
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responsibilities to protect their services from misuse by terrorists and to help tackle terrorist content disseminated through their services.

(4) Efforts at Union level to counter terrorist content online commenced in 2015 through a framework of voluntary cooperation between Member States and hosting service providers need to be complemented by a clear legislative framework in order to further reduce accessibility to terrorist content online and adequately address a rapidly evolving problem. This legislative framework seeks to build on voluntary efforts, which were reinforced by the Commission Recommendation (EU) 2018/334 and responds to calls made by the European Parliament to strengthen measures to tackle illegal and harmful content and by the European Council to improve the automatic detection and removal of content that incites to terrorist acts.

(5) The application of this Regulation should not affect the application of Article 14 of Directive 2000/31/EC. In particular, any measures taken by the hosting service provider in compliance with this Regulation, including any proactive measures, should not in themselves lead to that service provider losing the benefit of the liability exemption provided for in that provision. This Regulation leaves unaffected the powers of national authorities and courts to establish liability of hosting service providers in specific cases where the conditions under Article 14 of Directive 2000/31/EC for liability exemption are not met.

(6) Rules to prevent the misuse of hosting services for the dissemination of terrorist content online in order to guarantee the smooth functioning of the internal market are set out in this Regulation in full respect of the fundamental rights protected in the Union's legal order and notably those guaranteed in the Charter of Fundamental Rights of the European Union.

(7) This Regulation contributes to the protection of public security while establishing appropriate and robust safeguards to ensure protection of the fundamental rights at stake. This includes the rights to respect for private life and to the protection of personal data, the right to effective judicial protection, the right to freedom of expression, including the freedom to receive and impart information, the freedom to conduct a business, and the principle of non-discrimination. Competent authorities and hosting service providers should only adopt measures which are necessary, appropriate and proportionate within a democratic society, taking into account the particular importance accorded to the freedom of expression and information, which constitutes one of the essential foundations of a pluralist, democratic society, and is one of the values on which the Union is founded. Measures constituting interference in the freedom of expression and information should be strictly targeted, in the sense that they must serve to prevent the dissemination of terrorist content, but without thereby affecting the right to lawfully receive and impart information, taking into account the central role of hosting service providers in facilitating public debate and the distribution and receipt of facts, opinions and ideas in accordance with the law.

(8) The right to an effective remedy is enshrined in Article 19 TEU and Article 47 of the Charter of Fundamental Rights of the European Union. Each natural or legal person

has the right to an effective judicial remedy before the competent national court against any of the measures taken pursuant to this Regulation, which can adversely affect the rights of that person. The right includes, in particular the possibility for hosting service providers and content providers to effectively contest the removal orders before the court of the Member State whose authorities issued the removal order.

(9) In order to provide clarity about the actions that both hosting service providers and competent authorities should take to prevent the dissemination of terrorist content online, this Regulation should establish a definition of terrorist content for preventative purposes drawing on the definition of terrorist offences under Directive (EU) 2017/541 of the European Parliament and of the Council. Given the need to address the most harmful terrorist propaganda online, the definition should capture material and information that incites, encourages or advocates the commission or contribution to terrorist offences, provides instructions for the commission of such offences or promotes the participation in activities of a terrorist group. Such information includes in particular text, images, sound recordings and videos. When assessing whether content constitutes terrorist content within the meaning of this Regulation, competent authorities as well as hosting service providers should take into account factors such as the nature and wording of the statements, the context in which the statements were made and their potential to lead to harmful consequences, thereby affecting the security and safety of persons. The fact that the material was produced by, is attributable to or disseminated on behalf of an EU-listed terrorist organisation or person constitutes an important factor in the assessment. Content disseminated for educational, journalistic or research purposes should be adequately protected. Furthermore, the expression of radical, polemic or controversial views in the public debate on sensitive political questions should not be considered terrorist content.

(10) In order to cover those online hosting services where terrorist content is disseminated, this Regulation should apply to information society services which store information provided by a recipient of the service at his or her request and in making the information stored available to third parties, irrespective of whether this activity is of a mere technical, automatic and passive nature. By way of example such providers of information society services include social media platforms, video streaming services, video, image and audio sharing services, file sharing and other cloud services to the extent they make the information available to third parties and websites where users can make comments or post reviews. The Regulation should also apply to hosting service providers established outside the Union but offering services within the Union, since a significant proportion of hosting service providers exposed to terrorist content on their services are established in third countries. This should ensure that all companies operating in the Digital Single Market comply with the same requirements, irrespective of their country of establishment. The determination as to whether a service provider offers services in the Union requires an assessment whether the service provider enables legal or natural persons in one or more Member States to use its services. However, the mere accessibility of a service provider’s website or of an email address and of other contact details in one or more Member States taken in isolation should not be a sufficient condition for the application of this Regulation.
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A substantial connection to the Union should be relevant to determine the scope of this Regulation. Such a substantial connection to the Union should be considered to exist where the service provider has an establishment in the Union or, in its absence, on the basis of the existence of a significant number of users in one or more Member States, or the targeting of activities towards one or more Member States. The targeting of activities towards one or more Member States can be determined on the basis of all relevant circumstances, including factors such as the use of a language or a currency generally used in that Member State, or the possibility of ordering goods or services. The targeting of activities towards a Member State could also be derived from the availability of an application in the relevant national application store, from providing local advertising or advertising in the language used in that Member State, or from the handling of customer relations such as by providing customer service in the language generally used in that Member State. A substantial connection should also be assumed where a service provider directs its activities towards one or more Member State as set out in Article 17(1)(c) of Regulation 1215/2012 of the European Parliament and of the Council. On the other hand, provision of the service in view of mere compliance with the prohibition to discriminate laid down in Regulation (EU) 2018/302 of the European Parliament and of the Council cannot, on that ground alone, be considered as directing or targeting activities towards a given territory within the Union.

Hosting service providers should apply certain duties of care, in order to prevent the dissemination of terrorist content on their services. These duties of care should not amount to a general monitoring obligation. Duties of care should include that, when applying this Regulation, hosting services providers act in a diligent, proportionate and non-discriminatory manner in respect of content that they store, in particular when implementing their own terms and conditions, with a view to avoiding removal of content which is not terrorist. The removal or disabling of access has to be undertaken in the observance of freedom of expression and information.

The procedure and obligations resulting from legal orders requesting hosting service providers to remove terrorist content or disable access to it, following an assessment by the competent authorities, should be harmonised. Member States should remain free as to the choice of the competent authorities allowing them to designate administrative, law enforcement or judicial authorities with that task. Given the speed at which terrorist content is disseminated across online services, this provision imposes obligations on hosting service providers to ensure that terrorist content identified in the removal order is removed or access to it is disabled within one hour from receiving the removal order. It is for the hosting service providers to decide whether to remove the content in question or disable access to the content for users in the Union.

The competent authority should transmit the removal order directly to the addressee and point of contact by any electronic means capable of producing a written record under conditions that allow the service provider to establish authenticity, including the
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accuracy of the date and the time of sending and receipt of the order, such as by secured email and platforms or other secured channels, including those made available by the service provider, in line with the rules protecting personal data. This requirement may notably be met by the use of qualified electronic registered delivery services as provided for by Regulation (EU) 910/2014 of the European Parliament and of the Council.\(^\text{12}\)

(15) Referrals by the competent authorities or Europol constitute an effective and swift means of making hosting service providers aware of specific content on their services. This mechanism of alerting hosting service providers to information that may be considered terrorist content, for the provider’s voluntary consideration of the compatibility its own terms and conditions, should remain available in addition to removal orders. It is important that hosting service providers assess such referrals as a matter of priority and provide swift feedback about action taken. The ultimate decision about whether or not to remove the content because it is not compatible with their terms and conditions remains with the hosting service provider. In implementing this Regulation related to referrals, Europol’s mandate as laid down in Regulation (EU) 2016/794\(^\text{13}\) remains unaffected.

(16) Given the scale and speed necessary for effectively identifying and removing terrorist content, proportionate proactive measures, including by using automated means in certain cases, are an essential element in tackling terrorist content online. With a view to reducing the accessibility of terrorist content on their services, hosting service providers should assess whether it is appropriate to take proactive measures depending on the risks and level of exposure to terrorist content as well as to the effects on the rights of third parties and the public interest of information. Consequently, hosting service providers should determine what appropriate, effective and proportionate proactive measure should be put in place. This requirement should not imply a general monitoring obligation. In the context of this assessment, the absence of removal orders and referrals addressed to a hosting provider, is an indication of a low level of exposure to terrorist content.

(17) When putting in place proactive measures, hosting service providers should ensure that users’ right to freedom of expression and information - including to freely receive and impart information - is preserved. In addition to any requirement laid down in the law, including the legislation on protection of personal data, hosting service providers should act with due diligence and implement safeguards, including notably human oversight and verifications, where appropriate, to avoid any unintended and erroneous decision leading to removal of content that is not terrorist content. This is of particular relevance when hosting service providers use automated means to detect terrorist content. Any decision to use automated means, whether taken by the hosting service provider itself or pursuant to a request by the competent authority, should be assessed with regard to the reliability of the underlying technology and the ensuing impact on fundamental rights.


In order to ensure that hosting service providers exposed to terrorist content take appropriate measures to prevent the misuse of their services, the competent authorities should request hosting service providers having received a removal order, which has become final, to report on the proactive measures taken. These could consist of measures to prevent the re-upload of terrorist content, removed or access to it disabled as a result of a removal order or referrals they received, checking against publicly or privately-held tools containing known terrorist content. They may also employ the use of reliable technical tools to identify new terrorist content, either using those available on the market or those developed by the hosting service provider. The service provider should report on the specific proactive measures in place in order to allow the competent authority to judge whether the measures are effective and proportionate and whether, if automated means are used, the hosting service provider has the necessary abilities for human oversight and verification. In assessing the effectiveness and proportionality of the measures, competent authorities should take into account relevant parameters including the number of removal orders and referrals issued to the provider, their economic capacity and the impact of its service in disseminating terrorist content (for example, taking into account the number of users in the Union).

Following the request, the competent authority should enter into a dialogue with the hosting service provider about the necessary proactive measures to be put in place. If necessary, the competent authority should impose the adoption of appropriate, effective and proportionate proactive measures where it considers that the measures taken are insufficient to meet the risks. A decision to impose such specific proactive measures should not, in principle, lead to the imposition of a general obligation to monitor, as provided in Article 15(1) of Directive 2000/31/EC. Considering the particularly grave risks associated with the dissemination of terrorist content, the decisions adopted by the competent authorities on the basis of this Regulation could derogate from the approach established in Article 15(1) of Directive 2000/31/EC, as regards certain specific, targeted measures, the adoption of which is necessary for overriding public security reasons. Before adopting such decisions, the competent authority should strike a fair balance between the public interest objectives and the fundamental rights involved, in particular, the freedom of expression and information and the freedom to conduct a business, and provide appropriate justification.

The obligation on hosting service providers to preserve removed content and related data, should be laid down for specific purposes and limited in time to what is necessary. There is need to extend the preservation requirement to related data to the extent that any such data would otherwise be lost as a consequence of the removal of the content in question. Related data can include data such as ‘subscriber data’, including in particular data pertaining to the identity of the content provider as well as ‘access data’, including for instance data about the date and time of use by the content provider, or the log-in to and log-off from the service, together with the IP address allocated by the internet access service provider to the content provider.

The obligation to preserve the content for proceedings of administrative or judicial review is necessary and justified in view of ensuring the effective measures of redress for the content provider whose content was removed or access to it disabled as well as for ensuring the reinstatement of that content as it was prior to its removal depending on the outcome of the review procedure. The obligation to preserve content for investigative and prosecutorial purposes is justified and necessary in view of the value this material could bring for the purpose of disrupting or preventing terrorist activity. Where companies remove material or disable access to it, in particular through their
own proactive measures, and do not inform the relevant authority because they assess that it does not fall in the scope of Article 13(4) of this Regulation, law enforcement may be unaware of the existence of the content. Therefore, the preservation of content for purposes of prevention, detection, investigation and prosecution of terrorist offences is also justified. For these purposes, the required preservation of data is limited to data that is likely to have a link with terrorist offences, and can therefore contribute to prosecuting terrorist offences or to preventing serious risks to public security.

(22) To ensure proportionality, the period of preservation should be limited to six months to allow the content providers sufficient time to initiate the review process and to enable law enforcement access to relevant data for the investigation and prosecution of terrorist offences. However, this period may be prolonged for the period that is necessary in case the review proceedings are initiated but not finalised within the six months period upon request by the authority carrying out the review. This duration should be sufficient to allow law enforcement authorities to preserve the necessary evidence in relation to investigations, while ensuring the balance with the fundamental rights concerned.

(23) This Regulation does not affect the procedural guarantees and procedural investigation measures related to the access to content and related data preserved for the purposes of the investigation and prosecution of terrorist offences, as regulated under the national law of the Member States, and under Union legislation.

(24) Transparency of hosting service providers’ policies in relation to terrorist content is essential to enhance their accountability towards their users and to reinforce trust of citizens in the Digital Single Market. Hosting service providers should publish annual transparency reports containing meaningful information about action taken in relation to the detection, identification and removal of terrorist content.

(25) Complaint procedures constitute a necessary safeguard against erroneous removal of content protected under the freedom of expression and information. Hosting service providers should therefore establish user-friendly complaint mechanisms and ensure that complaints are dealt with promptly and in full transparency towards the content provider. The requirement for the hosting service provider to reinstate the content where it has been removed in error, does not affect the possibility of hosting service providers to enforce their own terms and conditions on other grounds.

(26) Effective legal protection according to Article 19 TEU and Article 47 of the Charter of Fundamental Rights of the European Union requires that persons are able to ascertain the reasons upon which the content uploaded by them has been removed or access to it disabled. For that purpose, the hosting service provider should make available to the content provider meaningful information enabling the content provider to contest the decision. However, this does not necessarily require a notification to the content provider. Depending on the circumstances, hosting service providers may replace content which is considered terrorist content, with a message that it has been removed or disabled in accordance with this Regulation. Further information about the reasons as well as possibilities for the content provider to contest the decision should be given upon request. Where competent authorities decide that for reasons of public security including in the context of an investigation, it is considered inappropriate or counter-productive to directly notify the content provider of the removal or disabling of content, they should inform the hosting service provider.
In order to avoid duplication and possible interferences with investigations, the competent authorities should inform, coordinate and cooperate with each other and where appropriate with Europol when issuing removal orders or sending referrals to hosting service providers. In implementing the provisions of this Regulation, Europol could provide support in line with its current mandate and existing legal framework.

In order to ensure the effective and sufficiently coherent implementation of proactive measures, competent authorities in Member States should liaise with each other with regard to the discussions they have with hosting service providers as to the identification, implementation and assessment of specific proactive measures. Similarly, such cooperation is also needed in relation to the adoption of rules on penalties, as well as the implementation and the enforcement of penalties.

It is essential that the competent authority within the Member State responsible for imposing penalties is fully informed about the issuing of removal orders and referrals and subsequent exchanges between the hosting service provider and the relevant competent authority. For that purpose, Member States should ensure appropriate communication channels and mechanisms allowing the sharing of relevant information in a timely manner.

To facilitate the swift exchanges between competent authorities as well as with hosting service providers, and to avoid duplication of effort, Member States may make use of tools developed by Europol, such as the current Internet Referral Management application (IRMa) or successor tools.

Given the particular serious consequences of certain terrorist content, hosting service providers should promptly inform the authorities in the Member State concerned or the competent authorities where they are established or have a legal representative, about the existence of any evidence of terrorist offences that they become aware of. In order to ensure proportionality, this obligation is limited to terrorist offences as defined in Article 3(1) of Directive (EU) 2017/541. The obligation to inform does not imply an obligation on hosting service providers to actively seek any such evidence. The Member State concerned is the Member State which has jurisdiction over the investigation and prosecution of the terrorist offences pursuant to Directive (EU) 2017/541 based on the nationality of the offender or of the potential victim of the offence or the target location of the terrorist act. In case of doubt, hosting service providers may transmit the information to Europol which should follow up according to its mandate, including forwarding to the relevant national authorities.

The competent authorities in the Member States should be allowed to use such information to take investigatory measures available under Member State or Union law, including issuing a European Production Order under Regulation on European Production and Preservation Orders for electronic evidence in criminal matters 14.

Both hosting service providers and Member States should establish points of contact to facilitate the swift handling of removal orders and referrals. In contrast to the legal representative, the point of contact serves operational purposes. The hosting service provider’s point of contact should consist of any dedicated means allowing for the electronic submission of removal orders and referrals and of technical and personal means allowing for the swift processing thereof. The point of contact for the hosting service provider does not have to be located in the Union and the hosting service

provider is free to nominate an existing point of contact, provided that this point of contact is able to fulfil the functions provided for in this Regulation. With a view to ensure that terrorist content is removed or access to it is disabled within one hour from the receipt of a removal order, hosting service providers should ensure that the point of contact is reachable 24/7. The information on the point of contact should include information about the language in which the point of contact can be addressed. In order to facilitate the communication between the hosting service providers and the competent authorities, hosting service providers are encouraged to allow for communication in one of the official languages of the Union in which their terms and conditions are available.

(34) In the absence of a general requirement for service providers to ensure a physical presence within the territory of the Union, there is a need to ensure clarity under which Member State's jurisdiction the hosting service provider offering services within the Union falls. As a general rule, the hosting service provider falls under the jurisdiction of the Member State in which it has its main establishment or in which it has designated a legal representative. Nevertheless, where another Member State issues a removal order, its authorities should be able to enforce their orders by taking coercive measures of a non-punitive nature, such as penalty payments. With regards to a hosting service provider which has no establishment in the Union and does not designate a legal representative, any Member State should, nevertheless, be able to issue penalties, provided that the principle of *ne bis in idem* is respected.

(35) Those hosting service providers which are not established in the Union, should designate in writing a legal representative in order to ensure the compliance with and enforcement of the obligations under this Regulation.

(36) The legal representative should be legally empowered to act on behalf of the hosting service provider.

(37) For the purposes of this Regulation, Member States should designate competent authorities. The requirement to designate competent authorities does not necessarily require the establishment of new authorities but can be existing bodies tasked with the functions set out in this Regulation. This Regulation requires designating authorities competent for issuing removal orders, referrals and for overseeing proactive measures and for imposing penalties. It is for Member States to decide how many authorities they wish to designate for these tasks.

(38) Penalties are necessary to ensure the effective implementation by hosting service providers of the obligations pursuant to this Regulation. Member States should adopt rules on penalties, including, where appropriate, fining guidelines. Particularly severe penalties shall be ascertained in the event that the hosting service provider systematically fails to remove terrorist content or disable access to it within one hour from receipt of a removal order. Non-compliance in individual cases could be sanctioned while respecting the principles of *ne bis in idem* and of proportionality and ensuring that such sanctions take account of systematic failure. In order to ensure legal certainty, the regulation should set out to what extent the relevant obligations can be subject to penalties. Penalties for non-compliance with Article 6 should only be adopted in relation to obligations arising from a request to report pursuant to Article 6(2) or a decision imposing additional proactive measures pursuant to Article 6(4). When determining whether or not financial penalties should be imposed, due account should be taken of the financial resources of the provider. Member States shall ensure that penalties do not encourage the removal of content which is not terrorist content.
(39) The use of standardised templates facilitates cooperation and the exchange of information between competent authorities and service providers, allowing them to communicate more quickly and effectively. It is particularly important to ensure swift action following the receipt of a removal order. Templates reduce translation costs and contribute to a high quality standard. Response forms similarly should allow for a standardised exchange of information, and this will be particularly important where service providers are unable to comply. Authenticated submission channels can guarantee the authenticity of the removal order, including the accuracy of the date and the time of sending and receipt of the order.

(40) In order to allow for a swift amendment, where necessary, of the content of the templates to be used for the purposes of this Regulation the power to adopt acts in accordance with Article 290 of the Treaty on the Functioning of the European Union should be delegated to the Commission to amend Annexes I, II and III of this Regulation. In order to be able to take into account the development of technology and of the related legal framework, the Commission should also be empowered to adopt delegated acts to supplement this Regulation with technical requirements for the electronic means to be used by competent authorities for the transmission of removal orders. It is of particular importance that the Commission carries out appropriate consultations during its preparatory work, including at expert level, and that those consultations are conducted in accordance with the principles laid down in the Interinstitutional Agreement of 13 April 2016 on Better Law-Making. In particular, to ensure equal participation in the preparation of delegated acts, the European Parliament and the Council receive all documents at the same time as Member States' experts, and their experts systematically have access to meetings of Commission expert groups dealing with the preparation of delegated acts.

(41) Member States should collect information on the implementation of the legislation. A detailed programme for monitoring the outputs, results and impacts of this Regulation should be established in order to inform an evaluation of the legislation.

(42) Based on the findings and conclusions in the implementation report and the outcome of the monitoring exercise, the Commission should carry out an evaluation of this Regulation no sooner than three years after its entry into force. The evaluation should be based on the five criteria of efficiency, effectiveness, relevance, coherence and EU added value. It will assess the functioning of the different operational and technical measures foreseen under the Regulation, including the effectiveness of measures to enhance the detection, identification and removal of terrorist content, the effectiveness of safeguard mechanisms as well as the impacts on potentially affected rights and interests of third parties, including a review of the requirement to inform content providers.

(43) Since the objective of this Regulation, namely ensuring the smooth functioning of the digital single market by preventing the dissemination of terrorist content online, cannot be sufficiently achieved by the Member States and can therefore, by reason of the scale and effects of the limitation, be better achieved at Union level, the Union may adopt measures, in accordance with the principle of subsidiarity as set out in Article 5 of the Treaty on European Union. In accordance with the principle of proportionality, as set out in that Article, this Regulation does not go beyond what is necessary in order to achieve that objective.

HAVE ADOPTED THIS REGULATION:

SECTION I
GENERAL PROVISIONS

Article 1
Subject matter and scope

1. This Regulation lays down uniform rules to prevent the misuse of hosting services for the dissemination of terrorist content online. It lays down in particular:

   (a) rules on duties of care to be applied by hosting service providers in order to prevent the dissemination of terrorist content through their services and ensure, where necessary, its swift removal;

   (b) a set of measures to be put in place by Member States to identify terrorist content, to enable its swift removal by hosting service providers and to facilitate cooperation with the competent authorities in other Member States, hosting service providers and where appropriate relevant Union bodies.

2. This Regulation shall apply to hosting service providers offering services in the Union, irrespective of their place of main establishment.

Article 2
Definitions

For the purposes of this Regulation, the following definitions shall apply:

(1) 'hosting service provider' means a provider of information society services consisting in the storage of information provided by and at the request of the content provider and in making the information stored available to third parties;

(2) 'content provider' means a user who has provided information that is, or that has been, stored at the request of the user by a hosting service provider;

(3) 'to offer services in the Union’ means: enabling legal or natural persons in one or more Member States to use the services of the hosting service provider which has a substantial connection to that Member State or Member States, such as

   (a) establishment of the hosting service provider in the Union;

   (b) significant number of users in one or more Member States;

   (c) targeting of activities towards one or more Member States.

(4) 'terrorist offences' means offences as defined in Article 3(1) of Directive (EU) 2017/541;

(5) 'terrorist content' means one or more of the following information:

   (a) inciting or advocating, including by glorifying, the commission of terrorist offences, thereby causing a danger that such acts be committed;

   (b) encouraging the contribution to terrorist offences;

   (c) promoting the activities of a terrorist group, in particular by encouraging the participation in or support to a terrorist group within the meaning of Article 2(3) of Directive (EU) 2017/541;
(d) instructing on methods or techniques for the purpose of committing terrorist offences.

(6) ‘dissemination of terrorist content’ means making terrorist content available to third parties on the hosting service providers’ services;

(7) 'terms and conditions' means all terms, conditions and clauses, irrespective of their name or form, which govern the contractual relationship between the hosting service provider and their users;

(8) 'referral' means a notice by a competent authority or, where applicable, a relevant Union body to a hosting service provider about information that may be considered terrorist content, for the provider’s voluntary consideration of the compatibility with its own terms and conditions aimed to prevent dissemination of terrorism content;

(9) ‘main establishment’ means the head office or registered office within which the principal financial functions and operational control are exercised.

SECTION II
MEASURES TO PREVENT THE DISSEMINATION OF TERRORIST CONTENT ONLINE

Article 3
Duties of care

1. Hosting service providers shall take appropriate, reasonable and proportionate actions in accordance with this Regulation, against the dissemination of terrorist content and to protect users from terrorist content. In doing so, they shall act in a diligent, proportionate and non-discriminatory manner, and with due regard to the fundamental rights of the users and take into account the fundamental importance of the freedom of expression and information in an open and democratic society.

2. Hosting service providers shall include in their terms and conditions, and apply, provisions to prevent the dissemination of terrorist content.

Article 4
Removal orders

1. The competent authority shall have the power to issue a decision requiring the hosting service provider to remove terrorist content or disable access to it.

2. Hosting service providers shall remove terrorist content or disable access to it within one hour from receipt of the removal order.

3. Removal orders shall contain the following elements in accordance with the template set out in Annex I:

(a) identification of the competent authority issuing the removal order and authentication of the removal order by the competent authority;

(b) a statement of reasons explaining why the content is considered terrorist content, at least, by reference to the categories of terrorist content listed in Article 2(5);

(c) a Uniform Resource Locator (URL) and, where necessary, additional information enabling the identification of the content referred;

(d) a reference to this Regulation as the legal basis for the removal order;
(e) date and time stamp of issuing;
(f) information about redress available to the hosting service provider and to the content provider;
(g) where relevant, the decision not to disclose information about the removal of terrorist content or the disabling of access to it referred to in Article 11.

4. Upon request by the hosting service provider or by the content provider, the competent authority shall provide a detailed statement of reasons, without prejudice to the obligation of the hosting service provider to comply with the removal order within the deadline set out in paragraph 2.

5. The competent authorities shall address removal orders to the main establishment of the hosting service provider or to the legal representative designated by the hosting service provider pursuant to Article 16 and transmit it to the point of contact referred to in Article 14(1). Such orders shall be sent by electronic means capable of producing a written record under conditions allowing to establish the authentication of the sender, including the accuracy of the date and the time of sending and receipt of the order.

6. Hosting service providers shall acknowledge receipt and, without undue delay, inform the competent authority about the removal of terrorist content or disabling access to it, indicating, in particular, the time of action, using the template set out in Annex II.

7. If the hosting service provider cannot comply with the removal order because of force majeure or of de facto impossibility not attributable to the hosting service provider, it shall inform, without undue delay, the competent authority, explaining the reasons, using the template set out in Annex III. The deadline set out in paragraph 2 shall apply as soon as the reasons invoked are no longer present.

8. If the hosting service provider cannot comply with the removal order because the removal order contains manifest errors or does not contain sufficient information to execute the order, it shall inform the competent authority, asking for the necessary clarification, using the template set out in Annex III. The deadline set out in paragraph 2 shall apply as soon as the clarification is provided.

9. The competent authority which issued the removal order shall inform the competent authority which oversees the implementation of proactive measures, referred to in Article 17(1)(c) when the removal order becomes final. A removal order becomes final where it has not been appealed within the deadline according to the applicable national law or where it has been confirmed following an appeal.

Article 5
Referrals

1. The competent authority or the relevant Union body may send a referral to a hosting service provider.

2. Hosting service providers shall put in place operational and technical measures facilitating the expeditious assessment of content that has been sent by competent authorities and, where applicable, relevant Union bodies for their voluntary consideration.
3. The referral shall be addressed to the main establishment of the hosting service provider or to the legal representative designated by the service provider pursuant to Article 16 and transmitted to the point of contact referred to in Article 14(1). Such referrals shall be sent by electronic means.

4. The referral shall contain sufficiently detailed information, including the reasons why the content is considered terrorist content, a URL and, where necessary, additional information enabling the identification of the terrorist content referred.

5. The hosting service provider shall, as a matter of priority, assess the content identified in the referral against its own terms and conditions and decide whether to remove that content or to disable access to it.

6. The hosting service provider shall expeditiously inform the competent authority or relevant Union body of the outcome of the assessment and the timing of any action taken as a result of the referral.

7. Where the hosting service provider considers that the referral does not contain sufficient information to assess the referred content, it shall inform without delay the competent authorities or relevant Union body, setting out what further information or clarification is required.

Article 6
Proactive measures

1. Hosting service providers shall, where appropriate, take proactive measures to protect their services against the dissemination of terrorist content. The measures shall be effective and proportionate, taking into account the risk and level of exposure to terrorist content, the fundamental rights of the users, and the fundamental importance of the freedom of expression and information in an open and democratic society.

2. Where it has been informed according to Article 4(9), the competent authority referred to in Article 17(1)(c) shall request the hosting service provider to submit a report, within three months after receipt of the request and thereafter at least on an annual basis, on the specific proactive measures it has taken, including by using automated tools, with a view to:
   (a) preventing the re-upload of content which has previously been removed or to which access has been disabled because it is considered to be terrorist content;
   (b) detecting, identifying and expeditiously removing or disabling access to terrorist content.

Such a request shall be sent to the main establishment of the hosting service provider or to the legal representative designated by the service provider.

The reports shall include all relevant information allowing the competent authority referred to in Article 17(1)(c) to assess whether the proactive measures are effective and proportionate, including to evaluate the functioning of any automated tools used as well as the human oversight and verification mechanisms employed.

3. Where the competent authority referred to in Article 17(1)(c) considers that the proactive measures taken and reported under paragraph 2 are insufficient in mitigating and managing the risk and level of exposure, it may request the hosting service provider to take specific additional proactive measures. For that purpose, the
hosting service provider shall cooperate with the competent authority referred to in Article 17(1)(c) with a view to identifying the specific measures that the hosting service provider shall put in place, establishing key objectives and benchmarks as well as timelines for their implementation.

4. Where no agreement can be reached within the three months from the request pursuant to paragraph 3, the competent authority referred to in Article 17(1)(c) may issue a decision imposing specific additional necessary and proportionate proactive measures. The decision shall take into account, in particular, the economic capacity of the hosting service provider and the effect of such measures on the fundamental rights of the users and the fundamental importance of the freedom of expression and information. Such a decision shall be sent to the main establishment of the hosting service provider or to the legal representative designated by the service provider. The hosting service provider shall regularly report on the implementation of such measures as specified by the competent authority referred to in Article 17(1)(c).

5. A hosting service provider may, at any time, request the competent authority referred to in Article 17(1)(c) a review and, where appropriate, to revoke a request or decision pursuant to paragraphs 2, 3, and 4 respectively. The competent authority shall provide a reasoned decision within a reasonable period of time after receiving the request by the hosting service provider.

Article 7
Preservation of content and related data

1. Hosting service providers shall preserve terrorist content which has been removed or disabled as a result of a removal order, a referral or as a result of proactive measures pursuant to Articles 4, 5 and 6 and related data removed as a consequence of the removal of the terrorist content and which is necessary for:

(a) proceedings of administrative or judicial review,

(b) the prevention, detection, investigation and prosecution of terrorist offences.

2. The terrorist content and related data referred to in paragraph 1 shall be preserved for six months. The terrorist content shall, upon request from the competent authority or court, be preserved for a longer period when and for as long as necessary for ongoing proceedings of administrative or judicial review referred to in paragraph 1(a).

3. Hosting service providers shall ensure that the terrorist content and related data preserved pursuant to paragraphs 1 and 2 are subject to appropriate technical and organisational safeguards.

Those technical and organisational safeguards shall ensure that the preserved terrorist content and related data is only accessed and processed for the purposes referred to in paragraph 1, and ensure a high level of security of the personal data concerned. Hosting service providers shall review and update those safeguards where necessary.

SECTION III
SAFEGUARDS AND ACCOUNTABILITY
Article 8  
Transparency obligations

1. Hosting service providers shall set out in their terms and conditions their policy to prevent the dissemination of terrorist content, including, where appropriate, a meaningful explanation of the functioning of proactive measures including the use of automated tools.

2. Hosting service providers shall publish annual transparency reports on action taken against the dissemination of terrorist content.

3. Transparency reports shall include at least the following information:
   (a) information about the hosting service provider’s measures in relation to the detection, identification and removal of terrorist content;
   (b) information about the hosting service provider’s measures to prevent the re-upload of content which has previously been removed or to which access has been disabled because it is considered to be terrorist content;
   (c) number of pieces of terrorist content removed or to which access has been disabled, following removal orders, referrals, or proactive measures, respectively;
   (d) overview and outcome of complaint procedures.

Article 9  
Safeguards regarding the use and implementation of proactive measures

1. Where hosting service providers use automated tools pursuant to this Regulation in respect of content that they store, they shall provide effective and appropriate safeguards to ensure that decisions taken concerning that content, in particular decisions to remove or disable content considered to be terrorist content, are accurate and well-founded.

2. Safeguards shall consist, in particular, of human oversight and verifications where appropriate and, in any event, where a detailed assessment of the relevant context is required in order to determine whether or not the content is to be considered terrorist content.

Article 10  
Complaint mechanisms

1. Hosting service providers shall establish effective and accessible mechanisms allowing content providers whose content has been removed or access to it disabled as a result of a referral pursuant to Article 5 or of proactive measures pursuant to Article 6, to submit a complaint against the action of the hosting service provider requesting reinstatement of the content.

2. Hosting service providers shall promptly examine every complaint that they receive and reinstate the content without undue delay where the removal or disabling of access was unjustified. They shall inform the complainant about the outcome of the examination.
Article 11
Information to content providers

1. Where hosting service providers removed terrorist content or disable access to it, they shall make available to the content provider information on the removal or disabling of access to terrorist content.

2. Upon request of the content provider, the hosting service provider shall inform the content provider about the reasons for the removal or disabling of access and possibilities to contest the decision.

3. The obligation pursuant to paragraphs 1 and 2 shall not apply where the competent authority decides that there should be no disclosure for reasons of public security, such as the prevention, investigation, detection and prosecution of terrorist offences, for as long as necessary, but not exceeding [four] weeks from that decision. In such a case, the hosting service provider shall not disclose any information on the removal or disabling of access to terrorist content.

SECTION IV
Cooperation between Competent Authorities, Union Bodies and Hosting Service Providers

Article 12
Capabilities of competent authorities

Member States shall ensure that their competent authorities have the necessary capability and sufficient resources to achieve the aims and fulfil their obligations under this Regulation.

Article 13
Cooperation between hosting service providers, competent authorities and where appropriate relevant Union bodies

1. Competent authorities in Member States shall inform, coordinate and cooperate with each other and, where appropriate, with relevant Union bodies such as Europol with regard to removal orders and referrals to avoid duplication, enhance coordination and avoid interference with investigations in different Member States.

2. Competent authorities in Member States shall inform, coordinate and cooperate with the competent authority referred to in Article 17(1)(c) and (d) with regard to measures taken pursuant to Article 6 and enforcement actions pursuant to Article 18. Member States shall make sure that the competent authority referred to in Article 17(1)(c) and (d) is in possession of all the relevant information. For that purpose, Member States shall provide for the appropriate communication channels or mechanisms to ensure that the relevant information is shared in a timely manner.

3. Member States and hosting service providers may choose to make use of dedicated tools, including, where appropriate, those established by relevant Union bodies such as Europol, to facilitate in particular:

(a) the processing and feedback relating to removal orders pursuant to Article 4;
(b) the processing and feedback relating to referrals pursuant to Article 5;
(c) co-operation with a view to identify and implement proactive measures pursuant to Article 6.
4. Where hosting service providers become aware of any evidence of terrorist offences, they shall promptly inform authorities competent for the investigation and prosecution in criminal offences in the concerned Member State or the point of contact in the Member State pursuant to Article 14(2), where they have their main establishment or a legal representative. Hosting service providers may, in case of doubt, transmit this information to Europol for appropriate follow up.

Article 14
Points of contact
1. Hosting service providers shall establish a point of contact allowing for the receipt of removal orders and referrals by electronic means and ensure their swift processing pursuant to Articles 4 and 5. They shall ensure that this information is made publicly available.
2. The information referred to in paragraph 1 shall specify the official language or languages (s) of the Union, as referred to in Regulation 1/58, in which the contact point can be addressed and in which further exchanges in relation to removal orders and referrals pursuant to Articles 4 and 5 shall take place. This shall include at least one of the official languages of the Member State in which the hosting service provider has its main establishment or where its legal representative pursuant to Article 16 resides or is established.
3. Member States shall establish a point of contact to handle requests for clarification and feedback in relation to removal orders and referrals issued by them. Information about the contact point shall be made publicly available.

SECTION V
IMPLEMENTATION AND ENFORCEMENT

Article 15
Jurisdiction
1. The Member State in which the main establishment of the hosting service provider is located shall have the jurisdiction for the purposes of Articles 6, 18, and 21. A hosting service provider which does not have its main establishment within one of the Member States shall be deemed to be under the jurisdiction of the Member State where the legal representative referred to in Article 16 resides or is established.
2. Where a hosting service provider fails to designate a legal representative, all Member States shall have jurisdiction.
3. Where an authority of another Member State has issued a removal order according to Article 4(1), that Member State has jurisdiction to take coercive measures according to its national law in order to enforce the removal order.

Article 16
Legal representative
1. A hosting service provider which does not have an establishment in the Union but offers services in the Union, shall designate, in writing, a legal or natural person as its legal representative in the Union for the receipt of, compliance with and enforcement of removal orders, referrals, requests and decisions issued by the
competent authorities on the basis of this Regulation. The legal representative shall reside or be established in one of the Member States where the hosting service provider offers the services.

2. The hosting service provider shall entrust the legal representative with the receipt, compliance and enforcement of the removal orders, referrals, requests and decisions referred to in paragraph 1 on behalf of the hosting service provider concerned. Hosting service providers shall provide their legal representative with the necessary powers and resource to cooperate with the competent authorities and comply with these decisions and orders.

3. The designated legal representative can be held liable for non-compliance with obligations under this Regulation, without prejudice to the liability and legal actions that could be initiated against the hosting service provider.

4. The hosting service provider shall notify the competent authority referred to in Article 17(1)(d) in the Member State where the legal representative resides or is established about the designation. Information about the legal representative shall be publicly available.

SECTION VI
FINAL PROVISIONS

Article 17
Designation of competent authorities

1. Each Member State shall designate the authority or authorities competent to
   (a) issue removal orders pursuant to Article 4;
   (b) detect, identify and refer terrorist content to hosting service providers pursuant to Article 5;
   (c) oversee the implementation of proactive measures pursuant to Article 6;
   (d) enforce the obligations under this Regulation through penalties pursuant to Article 18.

2. By [six months after the entry into force of this Regulation] at the latest Member States shall notify the Commission of the competent authorities referred to in paragraph 1. The Commission shall publish the notification and any modifications of it in the Official Journal of the European Union.

Article 18
Penalties

1. Member States shall lay down the rules on penalties applicable to breaches of the obligations by hosting service providers under this Regulation and shall take all necessary measures to ensure that they are implemented. Such penalties shall be limited to infringement of the obligations pursuant to:
   (a) Article 3(2) (hosting service providers’ terms and conditions);
   (b) Article 4(2) and (6) (implementation of and feedback on removal orders);
   (c) Article 5(5) and (6) (assessment of and feedback on referrals);
(d) Article 6(2) and (4) (reports on proactive measures and the adoption of measures following a decision imposing specific proactive measures);

(e) Article 7 (preservation of data);

(f) Article 8 (transparency);

(g) Article 9 (safeguards in relation to proactive measures);

(h) Article 10 (complaint procedures);

(i) Article 11 (information to content providers);

(j) Article 13 (4) (information on evidence of terrorist offences);

(k) Article 14 (1) (points of contact);

(l) Article 16 (designation of a legal representative).

2. The penalties provided for shall be effective, proportionate and dissuasive. Member States shall, by [within six months from the entry into force of this Regulation] at the latest, notify the Commission of those rules and of those measures and shall notify it, without delay, of any subsequent amendment affecting them.

3. Member States shall ensure that, when determining the type and level of penalties, the competent authorities take into account all relevant circumstances, including:

(a) the nature, gravity, and duration of the breach;

(b) the intentional or negligent character of the breach;

(c) previous breaches by the legal person held responsible;

(d) the financial strength of the legal person held liable;

(e) the level of cooperation of the hosting service provider with the competent authorities.

4. Member States shall ensure that a systematic failure to comply with obligations pursuant to Article 4(2) is subject to financial penalties of up to 4% of the hosting service provider's global turnover of the last business year.

Article 19
Technical requirements and amendments to the templates for removal orders

1. The Commission shall be empowered to adopt delegated acts in accordance with Article 20 in order to supplement this Regulation with technical requirements for the electronic means to be used by competent authorities for the transmission of removal orders.

2. The Commission shall be empowered to adopt such delegated acts to amend Annexes I, II and III in order to effectively address a possible need for improvements regarding the content of removal order forms and of forms to be used to provide information on the impossibility to execute the removal order.

Article 20
Exercise of delegation

1. The power to adopt delegated acts is conferred on the Commission subject to the conditions laid down in this Article.
The power to adopt delegated acts referred to in Article 19 shall be conferred on the
Commission for an indeterminate period of time from [date of application of this
Regulation].

The delegation of power referred to in Article 19 may be revoked at any time by the
European Parliament or by the Council. A decision to revoke shall put an end to the
delegation of the power specified in that decision. It shall take effect the day after the
publication of the decision in the Official Journal of the European Union or at a later
date specified therein. It shall not affect the validity of any delegated acts already in
force.

Before adopting a delegated act, the Commission shall consult experts designated by
each Member State in accordance with the principles laid down in the

As soon as it adopts a delegated act, the Commission shall notify it simultaneously to
the European Parliament and to the Council.

A delegated act adopted pursuant to Article 19 shall enter into force only if no
objection has been expressed either by the European Parliament or the Council
within a period of two months of notification of that act to the European Parliament
and the Council or if, before the expiry of that period, the European Parliament and
the Council have both informed the Commission that they will not object. That
period shall be extended by two months at the initiative of the European Parliament
or of the Council.

**Article 21**

*Monitoring*

1. Member States shall collect from their competent authorities and the hosting service
providers under their jurisdiction and send to the Commission every year by [31
March] information about the actions they have taken in accordance with this
Regulation. That information shall include:

(a) information about the number of removal orders and referrals issued, the
number of pieces of terrorist content which has been removed or access to it
disabled, including the corresponding timeframes pursuant to Articles 4 and 5;

(b) information about the specific proactive measures taken pursuant to Article 6,
including the amount of terrorist content which has been removed or access to
it disabled and the corresponding timeframes;

(c) information about the number of complaint procedures initiated and actions
taken by the hosting service providers pursuant to Article 10;

(d) information about the number of redress procedures initiated and decisions
taken by the competent authority in accordance with national law.

2. By [one year from the date of application of this Regulation] at the latest, the
Commission shall establish a detailed programme for monitoring the outputs, results
and impacts of this Regulation. The monitoring programme shall set out the
indicators and the means by which and the intervals at which the data and other
necessary evidence is to be collected. It shall specify the actions to be taken by the
Commission and by the Member States in collecting and analysing the data and other
evidence to monitor the progress and evaluate this Regulation pursuant to Article 23.
**Article 22**  
*Implementation report*

By … [two years after the entry into force of this Regulation], the Commission shall report on the application of this Regulation to the European Parliament and the Council. Information on monitoring pursuant to Article 21 and information resulting from the transparency obligations pursuant to Article 8 shall be taken into account in the Commission report. Member States shall provide the Commission with the information necessary for the preparation of the report.

**Article 23**  
*Evaluation*

No sooner than [three years from the date of application of this Regulation], the Commission shall carry out an evaluation of this Regulation and submit a report to the European Parliament and to the Council on the application of this Regulation including the functioning of the effectiveness of the safeguard mechanisms. Where appropriate, the report shall be accompanied by legislative proposals. Member States shall provide the Commission with the information necessary for the preparation of the report.

**Article 24**  
*Entry into force*

This Regulation shall enter into force on the twentieth day following that of its publication in the *Official Journal of the European Union*.  

It shall apply from [6 months after its entry into force].

This Regulation shall be binding in its entirety and directly applicable in all Member States.  

Done at Brussels,

---

*For the European Parliament*  
**The President**

*For the Council*  
**The President**