Without cybersecurity and data protection, privacy vanishes. This fact is underscored by more than 567 million records of sensitive personal data compromised since 2005, resulting in privacy lost and identities stolen. Key privacy laws recognize this fact, building in requirements for information security. In such cases, cybersecurity and privacy go hand-in-hand. However, as the public and private sectors continue to press for tighter cybersecurity controls and tougher data protection measures, privacy safeguards may be weakened or even compromised. Striking the right balance now poses ever greater challenges for senior public and private officials.

This panel brings a wealth of collective expertise and hands-on experience in dealing with privacy and information security issues. The panel will address difficult questions about how to protect privacy without compromising cybersecurity including:

- Where do privacy and cybersecurity intersect – and diverge?
- How does stronger personnel security help – or hinder – individual privacy?
- When does network security and internet monitoring cross the privacy line?

**Panel**

- **Andy Grotto** (Professional Staff Member, Senate Select Committee on Intelligence)
- **Michelle Richardson** (Legislative Counsel, American Civil Liberties Union)
- **Jeff Greene** (Senior Policy Counsel, Cybersecurity and Identity, Symantec Corp.; Vice Chair, ABA SciTech Homeland Security Committee; & former Senior Counsel, Senate Homeland Security & Governmental Affairs Committee)

**Moderator**

- **Jessica Herrera-Flanigan** (Partner, Monument Policy Group, LLC; Co-Chair, ABA SciTech ePrivacy Committee; & former Staff Director, House Homeland Security Committee)