Law firms are under attack, and some don’t even know. Cybersecurity breaches making national headlines are only the tip of the iceberg. Phishing, unpatched systems, unsafe apps, and malware (including ransomware) all lend to the cyber insecurity that threaten all law firms. Firms have become prime targets because they are treasure troves of data and money, but they are relatively unprepared for continually emerging threats. Ethics opinions on cyber/technology obligations (including recent ABA Formal Opinions 477R and 483) are outlining lawyers’ ethical obligations to combat cyber attacks. Regardless of whether you have no IT department or designated budget — everyone from solo practitioner to megafirm must address cybersecurity issues. Join us to discover law firm cybersecurity requirements you never dreamed of, how to avoid titanic mistakes, and survival tactics. We’ll start with an eye-opening keynote, followed by a stimulating panel discussion with cybersecurity experts including authors of The ABA Cybersecurity Handbook, winner of the 2018 ACLEA Best Publication Award (enter drawing for a free Handbook at the event). Annual meeting and program registration information can be found at ambar.org/cyber. Register here: ambar.org/annual

$75 PROGRAM TICKET/OR INCLUDED IN ALL ACCESS REGISTRATION
Ruth Hill Bro advises companies on privacy and information management strategy, global compliance, the electronic workplace, and e-business. She is a frequent speaker and publisher, with works including the *ABA Cybersecurity Handbook: A Resource for Attorneys, Law Firms, and Business Professionals (2nd Ed.)* (2018; ambar.org/cyber). She co-chairs the ABA Cybersecurity Legal Task Force and has previously served in multiple other leadership positions across the ABA, including as Chair of the Section of Science and Technology Law. Ms. Bro began her career at McBride Baker & Coles (now Holland & Knight), then Baker & McKenzie as Chicago partner and founding North American member of the firm’s Global Privacy Steering Committee. Ms. Bro earned her J.D. from the University of Chicago and her B.A. in English and Political Science from Northwestern University.

Jill Rhodes is V.P./CISO of Option Care Enterprises, Inc., where she integrates information security governance, education, process development, and technology. Previously, she worked in the Office of the Director of National Intelligence (ODNI), the CIA, and the foreign service, in Bolivia and Russia; she has also worked extensively throughout Eastern and Southern Africa. Ms. Rhodes is co-editor of the *ABA Cybersecurity Handbook: A Resource for Attorneys, Law Firms, and Business Professionals (2nd Ed.)* (2018), and editor of *National Security Law, Fifty Years of Transformation: An Anthology* (2012). She has also written articles and chapters and provided interviews on varying cybersecurity subjects, and is a certified information security manager, and certified information privacy professional/IT. Ms. Rhodes earned her J.D. from the University of Cincinnati College of Law, her LL.M. from the George Washington University College of Law, and her undergraduate degree from the University of Illinois at Urbana-Champaign.

Lucian T. Pera is a partner in Adams and Reese LLP practicing in commercial litigation, media law, and representation of lawyers, law firms, and others on issues of legal ethics and lawyer professional responsibility. Mr. Pera was a member of the ABA “Ethics 2000” Commission, which rewrote the ABA Model Rules of Professional Conduct. He chaired the Tennessee Bar Association committee whose work led to the adoption of significantly revised Tennessee ethics rules patterned after the Model Rules and the editorial board of the *ABA/BNA Lawyers’ Manual on Professional Conduct*, and served as President of the Association of Professional Responsibility Lawyers. He recently completed a three-year term as chair of the governing board of the ABA Center for Professional Responsibility. He is a past Treasurer of the ABA and a past President of the Tennessee Bar Association. Mr. Pera is a graduate of Princeton University and Vanderbilt University School of Law.

Stephen S. Wu is a shareholder with Silicon Valley Law Group where he advises on transactions, compliance, liability, security, and privacy matters regarding the latest technologies in areas such as robotics, artificial intelligence, automated transportation, the Internet of Things, and Big Data. Previously, Mr. Wu practiced at VeriSign, Inc. and two international law firms. He has served in multiple leadership positions within the ABA, and written or co-written seven books on information security law, including his most recent publication, *A Guide to HIPAA Security and the Law (2nd Edition)* (2016). Mr. Wu received his J.D. from Harvard Law School and his B.A. from the University of Pittsburgh.