Digital War:
The Military Response to Cyber Threats & Future of Cyberwarfare

Cyber attacks on the Pentagon. Alleged Russian interference in U.S. elections. A major data breach at the Office of Personnel Management. This webinar will highlight the U.S. & international laws applicable to the use of force by the U.S. military against enemies in the cyber realm, discuss the tools available to cyberwarfare professionals, and highlight real-world examples of the use of offensive and defensive cyber warfare tools and technology in the current global environment. Panelists will also address the application of domestic laws to cyber operations, significant cases in this rapidly-developing area of law, service strategies for cyber operations, and the various ways their organizations respond to cyber threats to the United States.
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This webinar is free, ABA membership not required. Please register now at http://www.americanbar.org/groups/young_lawyers/events_cle/digital-war--the-military-response-to-cyberthreats---future-of-c.html