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I. CONTEXT & COMMENTARY .......................................... 1
This section provides a selection of relevant new commentary on law related to the U.S.
Intelligence Community in the form of relevant U.S. Government officials’ publicly
available speeches or remarks. It is designed to provide context of public issues that
professionals in the field faced during the current publication period.
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By Rod J. Rosenstein, Deputy Attorney General
Aspen Security Forum, Aspen, CO, July 19, 2018
II. STATUTES & EXECUTIVE ORDERS ........................................ 187
This section provides a selected overview of laws, executive orders, and policy related to
the U.S. Intelligence Community in the current publication period. It is designed to
provide a general picture of the law.
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- Freedom of Information Act (FOIA) (Pub. L. No. 89-554, 80 Stat. 383,
  as amended) .............................................. 479
- Department of Defense Title 10 Authorities ................................. 491
  o Under Secretary of Defense for Intelligence (10 U.S.C. § 137)  .... 491
  o Department of Defense Intelligence Matters (10 U.S.C. §§ 421-37) 491

1. As reproduced on the House Legislative Counsel website, last visited Aug. 19, 2018.
2. Id.
3. Id.
4. Id.
5. Id.
6. The original, entire public law is reproduced in earlier editions of this Sourcebook.
   Because the provisions in Titles I-VI relate to the Foreign Intelligence Surveillance Act and are
   incorporated into that Act as reproduced earlier in this Sourcebook as amended and currently
   in-force, those titles are omitted here.
7. As reproduced on the Office of the Law Revision Counsel website, last visited Aug. 22,
   2018.
8. As reproduced by the ODNI Intelligence Community Legal Reference Book, 2016.
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